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Milestone XProtect Integration

Most Recent Update : 06/10/2020

Obijective: This article demonstrates a few of the capabilities that may be achieved by GJD IP devices within
Milestone Xprotect.

Note: This article assumes that you have already gone through process of adding your GJD IP product to
Milestone Management Client. If you have yet to do so, please visit our knowledge base to learn how, or visit
our YouTube page for a step-by-step tutorial.
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IP Motion Sensors — Reliable Human Detection Deployments

Note: if you plan on using a GJD IP motion sensor with a camera for recording purposes, be sure to modify the
Default Record on Motion Rule to reflect the appropriate expectations. This setup process will enable cameras
to record based on alarm inputs from a D-TECT IP motion sensor.

1. On the left pane, select Inputs and open the folder containing your GJD D-TECT Inputs. Currently, we
have all inputs of our devices in one folder. If you haven't already separated them for ease of use, we
will do so now.

&
File Edit View Action Tools Help
H 9 o eii
Site Navigation ~ 0 X |lDevices ~ Bl
- DESKTOP-ORCUJTA- (13.33) ERC] Input
{11 Basics EHZ Input Group 1
Iy 5 Remote Connect Services c(g Clarius Driver (localhost-70-b3-d5-d1-f6-d0) - Digital input
= @ Servers Jg Clarius Driver (localhost-70-b3-d5-d1-f6-d0) - Low light
Efa Recording Servers cfg Clarius Driver (localhost-70-b3-d5-d1-f6-d0) - Tamper
. o Clarius Driver (localhost-70-b3-d5-d1-f6-d0) - Temperature
®J Failover Servers ofp D-Tect Driver (localhost-70-b3-45-d1-48-d1) - Low light detection
] Mobile Servers ofp D-Tect Driver (localhost-70-63-d5-d1-13-d1) - PIR Detection
£ %® Devices «op D-Tect Driver (localhost-70-b3-d5-d1-13-d1) - Tamper
=B Cameras c(g [-Tect Driver (localhost-70-b3-d5-d1-13-d1) - Temperature
A Microphones op MERIT-LILIN MR30224 (192.168.1.156) - Input 1
@ Speskers o'p MERIT-LILIN MR3022A {192.168.1.156) - Input 2
W Metadata op MERIT-LILIN MR3022A (192.168.1.156) - Input 3
o lnput op MERIT-LILIN MR20224 (132.168.1.156) - Input 4
: op MERIT-LILIN MR3022A {192.168.1.156) - Input 5
'\ Output o’p MERIT-LILIN MRE322A (192.168.1.153) - Input 1
53 Client op MERIT-LILIN MRE3224 (132.168.1.153) - Input 2
[Eh Rules and Events ofp MERIT-LILIN MRE3224 (132.168.1.153) - Input 3
il Security op MERIT-LILIN MRE222A (192.168.1.153) - Input 4
© System Dashboard o'p MERIT-LILIN MRE322A (192.168.1.153) - Input 5
E'] Server Logs
fﬁ}ﬂ Access Control
[, Transact
& Narms
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2. Right click on the Input icon and select Add Device Group. We will name it D-TECT Inputs. Click OK.

Add Device Group >

MName:
O-TECT Inputs

Descniption:

Cance

3. Right click on your new folder and select Edit Device Group Members. Select all your D-Tect Driver
inputs and add them over to the new folder, then click OK. Replicate this process for D-Tect Outputs.

Select Group Members - D-TECT Inputs >

Device Groups  Recording Servers Selected:

-’ Input Py lo’e D-Tect Driver (localhost-70-b3-d5-d1-f3-d1) - Lo
=) D-TECT Inputs lo’e D-Tect Driver (localhost-70-b3-d5-d1-f3-d1) - Pl
=M Input Group 1 lo’e D-Tect Driver (localhost-70-b3-d5-d1-13-d1) - Ta

o'o Clarius Driver (localhost-70-b3-d5- w’e D-Tect Driver (localhost-70-b3-d5-d1-f3-d1) - Te

e Clarius Driver (localhost-70-b3-d5-
e Clarius Driver (localhost-70-b3-d5-
e Clarius Driver (localhost-70-b3-d5-
e D-Tect Driver (localhost-70-b3-d5-
e D-Tect Driver (localhost-70-b3-d5-
o D-Tect Oriver (localhost-70-b3-d5- 4 Remove
o D-Tect Oriver (localhost-70-b3-d5-
o MERIT-LILIN MR3022A (152168,
o MERIT-LILIN MR3022A (152.168.
o MERIT-LILIN MR3022A (152.168.
e MERIT-LILIN MR30224A (152 168.
e MERIT-LILIN MR3022A (152 168.
e MERIT-LILIN MREIZ2A (152.168.
e MERIT-LILIN MREI22A (152.168.
e MERIT-LILIN MREI22A (152.168.
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Tip: If using only PIR Detection with multiple motion sensors, create a folder called 'PIR Detection’ and put all your PIR Detection

inputs in there for ease of use.

4, Navigate to Alarm Definitions, right click and select Add New. Give a new name and a list of instructions

if desired.
Alarm definition
Enable:
Name: |D-TECT PIR Detection
Instructions: 1. Visually Verify Alarm

2. Digpatch on-site personnel
3. Escalate to local authorities if required




w00 C I

5. Under Trigger Event, use the drop-down menu to select External Events. Under Source, navigate to your
inputs folder and select PIR Detection on the motion sensor(s) that will be triggering this event.

Trigger
Triggering event: Extemnal Events
Sources: |D-Tect Driver localhost-70b3-d5d145d1) - PIR Detection

6. Under Other, click select for Related Cameras and choose the desired cameras you would like to add.
Click OK when done. Click Save in the upper left corner of Milestone Management Client when finished.

Select Related Cameras *
Groups  Servers Selected:
=-I[] DESKTOP-ORCUJTA 3 168.
B_I Office B MERIT-LILIN MRE322A (1921681

'533'.' MERIT-LILIN MR3022A (192
L. MERIT-LILIN MRB2224 (192

Remove

7. Navigate to Rules and Events on the left pane. Select Rules, right click and select Add Rule. We will
name this rule PIR Bookmark.

Manage Rule — O >
MName: FIR Bookmark

Description:

Active:
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8. Make sure Perform an action on <event> is selected.

Step 1: Type of rule
Select the rule type you want to create

()| Perform an action on <event>
() Perform an action in & time interval
() Perform an action on a <recurring time:

9. Now we must assign an event & where that event is coming from. Select Event>Devices>Configurable
Events>Input Activated.

1
Edit the rule description|(click an underlined item) Select an Event X
Perform an action on event
from devices/recording server/management server T Gun Shot Detected -

T llegal Access
{3 Images Received
] 3
Q Input Changed
T Input Deactivated
' Intrusion started
Q Intrusion stopped
T IP conflict start event

10. Click devices/recording_server/management_server and select your D-Tect Driver PIR Detection. Add
the input over and click Next when finished.

Edit the rule description (click an underlined item)

Perform an action on Input Activated
from devices/recording server/management server «—— |
!
Select devices and groups X

Device Groups Rmrdmg Servers
e Input
g Al Input
=D D-TECT Inputs
: e D-Tect Driver (localhost-70-b3-d5-d1-f3-d1) - Low light dete
o D-Tect Driver (localhost-70-b3-d5-d1-f3-d1) - PIR Detection
~f'e D-Tect Driver (loczlhost-70-b3-d5-d1-f9-d1) - Tamper
. ~-gfe D-Tect Driver (localhost-70-b3-d5-d1-13-d1) - Temperature
= Input Group 1

D-Tect Driver (localhost-70-b3-d5-d1-f3-d1) - PIR Det

11. You will now be given the option to use and Conditions you would like fo add, however for this example
the PIR Detection Event will be operating 24/7. Once you made your conditions, click Next.



12. Select the first available option under Actions, Start recording on <devices>.

Mame: PIR Bookmark
Description:
HActive:

Step 3: Actions
Select actions to perform

[+] Start recording on adE"n’IDES:’

a0 - -Jd..

13. Select recording device.

VEdit the rule description (click an underlined item)

Perform an action on Input Activated
from D-Tect Driver localhost-70b3-d5-d145d1) - PIR Detection
start recording immediately on recording device

!

14. Choose your devices you would like to record from. In this case, we will Add two cameras, then click

OK.
Select devices and groups >
Device Groups  Recording Servers Selected:
=D Cameras o MERIT-LILIN MR3022A (152.168.1.156) - Came
i All cameras o MERIT-LILIN MRE322A (152.168.1.153) - Came
E}@ Office

----- = MERIT-LILIN MR3022A (132.168.1.15
S .72y MERIT-LILIN MR63224 (192.168.1.15
EI ﬁ Microphones
| All Microphanes
EI & Soeakers HIE 4

15. Scroll down the list of available actions until you see Create Bookmark on <devices>.

Manage Rule - O >
MName: PIR Bockmark
Description:
Active:
Step 3: Actions

Select actions to perform
[] Pause patrolling on <devices>

[[]Move <device> to <preset= position with PTZ <priority>
[[] Move to default preset on <devices> with PTZ <priority>
[] Set device output to <state>

¥4 Create bu)ckmark on <de:




S CsJI

16. We now need to designate what information is generated to what devices.

Edit the rule description (click an underlined item)

Perform an action on Input Activated
from D-Tect Driver (localhost-70-b3-d5-d149-d1) - PIR Detection
Create bookmark Bookmark on devices

I

1 2

17. First, click on Bookmark. There are many different combinations and ways to create your headline and

description, however this example gives an informative approach. Starting with our Headline, we will do
the following:

Headline:
1.] Click Rule Mame
2] Add a space, hyphen, space then click Device Mame

Headline

SRuleMNames$ - £DeviceName$

| Add system information (click links to insert variables in bookmark text)
| Device name 4——

Event name

Triggering time

Bulename #+——

Recording server name

18. For the Description, we will add a few metadata strings that accurately describe the rule, fime it was

friggered and from what recording server it came from. Adjust the Pre-bookmark & Post-bookmark
parameters to your requirements and click OK when finished.

Description:

1.] Click Rule Name

2.) Add a space, hyphen, spoce

3.) Type Triggered ot'

4] Click Trigger Time, type ‘from’ and click Recording server name

Headline

$RuleNames - $DeviceNames

Description

$RuleName$ - Triggered at $TriggerTime$ from $RecorderNames

Pre-bookmark time (seconds) 10

Post-bockmark time (seconds) 0
| Add system information {click links to insert variables in bookmark text)

Device name

Event name

Triggering time

Rule name

Recording server name
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19. Click Devices and select the cameras you would like to add to be bookmarked. Click OK when done.

Edit the rule description (click an underlined item)

Perform an action on |nput Activated
from D-Tect Driver localhost-70-b3-d5-d149-d1) - PIR Detection
Create bookmark $RuleMames - $DeviceName$ on devices

Select devices and groups

Device Groups  Recording Servers

Selected:

== Cameras
~Cg Al cameras
EH Office

- MERIT-LILIN MR30224 (192.168.1.156)

- MERIT-LILIN MRE3224A (192.168.1.153)

-2 MERIT-LILIN MR3022A (192.16

20. Select Make new <log entry> action. Like the previous steps, add Rule name and Device name as
pictured below. Click OK and Next.

Make new <log entry>
[] Start plug-in on <devices>
[] Stop plug-in on <devices>

11—

Edit the rule description (click an wl

Perform an action on Input Activated
from D-Tect Driver Jocalhost-7(4
Create bookmark $RuleNames - D¢
and Create log entry: Tog entry’

f

2

[] Apply new settings on <devices|

Text to log:
SRuleNames$ - SDeviceName$ «—— 3

Add system information {click links to insert variables in log text)

Device name

Event name

Triggering time

Rule name

Recording server name

Cancel

21. Add a stop action for your recording. You can do this by adding a Perform stop action on <event>, or
by Perform stop action after <time>. Depending on your requirements, this opfion will vary. We will use
Perform stop action <event> for this example.

Select stop criteria

Step 4: Stop criteria

(O] Perform stop action on <event>
(O) Perform stop action after <time>
No actions performed on rule end
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22. Perform stop action on Input Deactivated will be there by default, as well as seeing where its coming
from. Click Next.

Edit the rule description (click an underlined item)

Perform an action on Input Activated
from D-Tect Driver localhost-70+03-d5-d143-d1) - PIR Detection
start reconding immediately on MERIT-LILIN MR3022A (152.168.1.156) - Camera 1, MERIT-LILIN MR6322A (152.168.1

and Create bookmark $BuleName$ - $DeviceMames on MERIT-LILIN MR3022A (192 168.1.156) - Camera 1, MERIT.
and Create log entry: "$RuleMName$ - $DeviceName$'

Perform stop action on |nput Deactivated €——
from D-Tect Drver (ocalhost-70b3-d5-d14§%d1) - PIR Detection 4+——

23. Add a stop action for recording, which we can see is automatically generated. If your requirements are
different, click Immediately to adjust. Click Finish when done.

Edit the rule descniphion (click an underlined item)

Perform an action on Input Activated ~
from D-Tect Driver localhost-70b3-d5-d145-d1) - PIR Detection
start recording immediately on MERIT-LILIN MB30224 (192 168.1.156) - Camera 1, MERIT-LILIN MBRE3Z24 (152 16

and Create bookmark $RuleMame$ - $DeviceMames on MERIT-LILIN MB3022A {192 168.1.156) - Camera 1, MEI
and Create log entry: "$RuleName$ - SDevice Names'

Perform stop action on Input Deactivated
from D-Tect Driver localhost-70b3-d5-d14%-d1) - PIR Detection
stop recording immediately #——

W
<

Smart Client — Alarm Notifications & Bookmarks
1. Launch Smart Client. After testing your motion sensor with a few walk tests, click on Alarm Manager.

Here we can see several alarms created automatically by the D-TECT PIR Detection source. Clicking
each one will play footage associated with it.

Quick Filters New (filter applied] v Clear filter

Y New (19) Time

Prionty Level  State Level State Name Message
2:66:06 PM 1/30/202(0 1 1
2:18:13 f30/21
Y On hold () 18:13 PM 1/30/202(

Source

External Event D-Tect Driver (localhost-70-b3-d5-d1-f3-d1) - PIR Detection

1 1 External Event D-Tect Driver (localhost-70-b3-d5-d1-f3-d1) - PIR Detection
L 1 1 & BExternal Event D-Tect Driver (localhost- 5-d 1) - PIR Det:

Y Closed (0) 1 1

External Event D-Tect Driver (localhost- 3-d5-d1-f3-d1) - PIR Detecti
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2. Click on Search. Chose cameras you would like to search. Click Search for>Bookmarks then click New
search. All bookmarks are automatically logged and searchable here through the D-TECT Rule you

created.

# Milestone XProtect Smart Client

Live Playback m Alarm Manager & System Monitor

Search filters : 19 results

1:07 PM 3:07PM
1/30/2020 1/30/2020

Clear list
MERIT-LILIN MR3022A (192.168.1.156) - Camera 1

MERIT-LILIN MR6322A (192.168.1.153) - Camera 1

Select camera...

-
Bookm: =
Bookmarks

£ Motion

HHH-H

Note: The created log entries for this rule can be found in Management Client>Server Logs>Rule-triggered logs,
which can be useful to identify when alarms occurred within the Management Client environment. Check here
to make sure logs are populating properly as a final check of your setup.

€ Milestone XProtect Management Client 2019 R3
File Edit View Action Tools Help

HY o e
Site Navigation -~ 30X
-Gl DESKTOP-ORCUITA- (13.33)
{11 Basics
|5 Remote Connect Services
O Servers
% Devices
3 Client
[E Rules and Events
G@ Security
@ System Dashboard
E'] Server Logs

System logs  Auditlogs | Rule-nggered logs
1/30/2020 9:58 AM - 1/31/2020 9:58 AM ~ Source name ~ Event type
Local time Message text

1/30r2020 4:55:28 PM
1/30r2020 4:55:27 PM
1/30r2020 4:48:52 PM
1/30r2020 4:48:52 PM
1/30r2020 4:47:53 FM

FIR Strobe Activation - D-Tect Driver (localhost-70-b3-d5-d1-f9-d1) - PIR Detection
FIR Bookmark - D-Tect Driver (localhost-70-b3-d5-d1-f3-d1) - PIR Detection
FIR Strobe Activation - D-Tect Driver (localhost-70-b3-d5-d1-f9-d1) - PIR Detection
FIR Bookmark - D-Tect Driver (localhost-70-b3-d5-d1-f3-d1) - PIR Detection
FIR Strobe Activation - D-Tect Driver (localhost-70-b3-d5-d1-f9-d1) - PIR Detection
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In Management Client on the left pane, select Inputs and open the folder containing your Clarius Inputs.
Currently, we have all inputs of our devices in one folder. If you haven't already separated them for ease of

use, we will do so now.

@ Vilestone XProtect Management Client 2019 R3

File Edit View Action Tools Help

H9 ©ei

Site Navigation

-

x

Devices

IP lluminator - Intelligent Deterrence & Camera Enhancement Control through Smart Client

- |l

1@ DESKTOP-ORCUJTA-- (13.33)
{1} Basics
L_g Remaote Connect Services
=, G Servers
;@ Recording Servers
¥ Failover Servers
ﬂ Mobile Servers
= @ Devices
0 Cameras
# Microphones
Q Speakers
? Metadata
oo Input
\. Output

2. Right click on the Input icon and select Add Device Group. We will name it Clarius Inputs. Click OK.

E|c(u

=+ Input Group 1

Jg Clarius Driver (localhost-70-b3-d5-d1-f6-d0) - Digital input
Jg Clarius Driver (localhost-70-b3-d5-d1-f6-d0) - Low light

Jg Clarius Driver (localhost-70-b3-d5-d1-f6-d0) - Tamper

(B Clarius Driver (localhost-70-b3-d5-d1-f6-d0) - Temperature
Jg D-Tect Driver (localhost-70-b3-d5-d1-f3-d1) - Low light detection
o D-Tect Driver (localhost-70-b3-d5-d1-f3-d1) - PIR Detection
Jg D-Tect Driver (localhost-70-b3-d5-d1-f3-d1) - Tamper

Jg D-Tect Driver (localhost-70-b3-d5-d1-f3-d1) - Temperature
o MERIT-LILIN MR3022A (192.168.1.156) - Input 1

o MERIT-LILIN MR2022A (192.168.1.156) - Input 2

o MERIT-LILIN MR3022A (192.168.1.156) - Input 3

o MERIT-LILIN MR30224 (192.168.1.156) - Input 4

o MERIT-LILIN MR30224 (192.168.1.156) - Input 5

wfm MERITZLI IR MBETTIA (107 1688 1 1R - Inras 1

MName:

Clarius Inputs

Descnption:

Add Device Group

x

Cancel

3. Right click on your new folder and select Edit Device Group Members. Select all your Clarius Driver
inputs and add them over to the new folder, then click OK. Replicate this process under Outputs,

naming the folder Clarius Outputs.

Select Group Members - Clarius Inputs

Device Groups | Recording Servers

E-dfo Input

= Clarius Inputs

) D-TECT Inputs

EHS Input Group 1
o Clarius Driver (localhest-T0-b3-d5-
a'e Clarius Driver (localhost-70-b3-d5-
oo Clarius Driver (localhest-70-b3-d5-
o Clarius Driver (localhest-T0-b3-d5-
oo D-Tect Driver (localhost-70-b3-d5-
e D-Tect Driver (localhost-70-b3-d5-

4 Remave

Selected:

e Clarius Driver (localhost-70-b3-d5-d1-f6-d0) - Di
i’ Clarius Driver (localhost-70-b3-d5-d1-f6-d0) - Lo
e Clarius Drver (localhost-70-b3-d5-d1-6-d0) - Ta
ir'e Clarius Driver (localhost-70-b3-d5-d1-f6-d0) - Te

10




4. Under Outputs, we will also create another group, called Clarius Standard. Right click Clarius Standard,
Edit Device Group Members and add the Standard output to this folder. Click OK.

Select Group Members - Clarius Standard >

Selected:
v Clarius Dniver (localhost-70-b3-d5-d1-f6-d0) - Standard

Device Groups | Recording Servers

Output

= Clarius Qutputs

= Clarius Standard

=) D-TECT Outputs

™= Output Group 1

Q Clarius Driver (localhost-70-b3-d5-d1-f6-d0) - Digital out
: K‘\ Clarius Driver (localhost-70-b3-d5-d1-f6-d0) - Standard
Clarius Driver (localhost-70-b3-d5-d1-f6-d0) - Strobe
O-Tect Driver (localhost-70-b3-d5-d1-f5-d1) - Digital out
D-Tect Driver (localhost-70-b3-d5-d1-f3-d1) - Digital out 4 Remove
| MERIT-LILIN MR2022A (192.168.1.156) - Dutput 1
""" K‘ MERIT-LILIN MRE322A (152.168.1.153) - Output 1

HOODD

0K Cancel

5. Navigate to User-Defined Events on the left pane. Right click and Add User Defined Event. Name this All
Lights On. Create another one, named All Lights Off.

'@ Milestone XProtect Management Client 2019 R3

File Edit View Action Tools Help

H9 oemn
Site Navigation ~ 0 X llUser-defined Events - 1
=k Gi DESKTOP-ORCUJTA- (13.33) Events

All Lights Off

All Lights On

=5 [& Rules and Events

Rules
@l Time Profiles

-] Motification Profiles

'Q User-defined Events

i‘ Analytics Events
‘ Generic Events

EJ@ Security

[}o System Dashboard

{F'] Server Logs

ﬁﬁ Access Control

E}{TT:E} Transact

F- & Alarms
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6. Now create arule that allows you to turn on and off the light in your project through Smart Client.
Navigate to Rules>Right Click>Add Rule. Name it All Lights On.

Manage Rule — O >
Mame: All Lights On

Description:

Active:

Step 1: Type of rule
Select the rule type you want to create

[C)] Perform an action on <event>
() Perform an action in a time interval
(O) Perform an action on & <recurring time>

7. Under Event, select External Events>User-defined Events>All Lights On. Click OK then Next.

Edit the rule description (click an underline Select an Fuent
Perform an action on evente——

from devices/recording server/man =3 Events
* () Hardware
(5] Devices

=) External Evenis
# & Predefined Events

ty Generic Events
=Xy User-defined Events
3 All Lights Off
-

EIETn «—2

8. Here you may add any conditions you may like, for our example we will be skipping this portfion. Click
Next again.

9. Scroll down and select Set device output to <state>. Click on state and select Activated and click OK.

Step 3: Actions
Select actions to perform
[[] Set recording frame rate to all frames for MPEG-4/H.264/H.265 on <devices> A
[[] Start patrolling on <device> using <profile> with PTZ <priority>
[[] Pause patrolling on <devices>
[[] Move <device> to <preset> pos
[ Move to default preset on <devi
1—| CETT
[[] Create bookmark on <devices>| (@) Activated
[[] Play audio <message> on <devi O Deactivated
[[] Send notification to <profile>
[[]Make new <log entry>

Select State - a X

Edit the rule description (click an e

Pesform an action on All Lights On
from Extemal
Set device output immediately to ‘state’ «—— 2

Sl ST

12
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10. Click Devices, Select Devices, then open your Clarius Standard folder and add the Clarius driver
Standard output over. Click OK, Next and Finish.

Edit the rule descriptiq Select devices and groups

X
Perform an action on A
se(fé:rcf: ;T:& i Device Groups ~ Recording Servers Selec‘!ed -
1+ on devices B/ Output {J Clarius Driver (localhost-70-53-d5-d1-16-d0) - St

C& Al Output
# 5 Clarius Outputs
=42 Clarius Standard
2 —» () Clarius Driver (localhost-70-b3-d5-d1-f
#-5 D-TECT Outputs
® ) Output Group 1

11. We will repeat this process, however we will make the rule for All Lights Off. We will expedite this by
copying and modifying the rule we just created. Right click All Lights On>Copy Rule.

12. Change the name to All Lights Off. Click All Lights On and change to All Lights Off.

Step 3: Actions

Select actions to perform |
[[] Start recording on <devices> Select an Event X
[[] Start feed on <devices> -

[[] Set <Smart Wall> to <preset> = Q Events

[[] Set <Smart Wall> <monitor> to show <cameras3 # () Hardware

[[] Set <Smart \Wall> <monitor> to show text ‘<mes: [ %0 Devices

[[] Remove <cameras> from <Smart \Wall> monitor & External Events

[[] Set live frame rate on <devices> 3-8, Predefined Events

[[] Set recording frame rate on <devices> % Generic Events

[[] Set recording frame rate to all frames for MPEG £ N User-defined Events

[ Start patrolling on <device> using <profile> with : § «—2

All Lights On

Edit the rule description (click an underlined item) o) Recording Servers
|Petf9rm an action on Al Lights On «—— 1 & ? System Monitor

13. Change Activated to Deactivated. Click OK then Finish.

Edit the rule description (click an underlined item)

Select State - (] X B
Perform an action on Al Lights Off
from Extemal
Set device output immediately to "Activated'+— -
on Clariys Driver focahost- 70535914640} ]im OActivated

@iDeactivated: +— 2

=

13
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14. Now launch Smart Client and click on Setup in the upper right-hand corner.

15. On a premade floorplan with our two cameras, we will add llluminator control to this. Using the Tools

box, select Add Event (lightning Bolt) icon and open your Events folder. Drag and drop your All Lights
On and Al Lights Off events to the floorplan.

) Floorplan

Element Selector n
Enter filter

4 o DESKTOP-ORCUJTA

4 [ Events

All Lights Off
All Lights On

FLILIM MRSI22A (1592 168.1.156) - Camera 1’

MERIT-LILIN MREZ224 {19

16. As an option, after adding your events you may right click on them and choose Select Icon Type>Lamp
to switch the icon to something more relevant.

# : Select lcon Type 3

Remove Event

v Acknowledge Alarms Bl Switch
R Disable Alarms

@ Ignore Status

@ Center Map Here
Q Zoom In

€ Zoom Out

Zoom to Standard Size

# Home

MERIT-LILIN MRE322A (152.186.1.153) - Camne

14
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17. Exit Setup. Click each lamp icon to confirm they are operational.

# < @ Floorplan

—% 1)
o AlLighOF MERIT-LILIN MR30234 (152, 186.1.158) - Carmera 1

| MERIT-LILIN MREZZ3A (153.188.1.153) - Carm

Light On

ra——

15



Creating Alarm Activated LED Strobes

1. In Management Client under Outputs, create a new folder called Clarius Strobe.

Add Device Group *

MName:
Clarius Strobe

Description:

Cancel

2. Right click Clarius Strobe folder and select Edit Device Group Members. Add Clarius Driver Strobe and

click OK.
Select Group Members - Clarius Strobe x
Device Groups  Recording Servers Selected:
=Y,/ Output ty Clarius Driver (localhost-70-b3-d5-d1-f6-d0) - Str

() Clarius Outputs

i Clarius Standard

i3 Clarius Strobe

iy D-TECT Qutputs

=+ Output Group 1

i) Clarius Driver (localhost-70-b3-d5-d1-f
Clarius Driver (localhost-70-b2-d5-d1-f
Clarius Driver (localhest-70-b3-d5-d1-f
D-Tect Driver (localhost-70-b3-d5-d1-f 4 Remove
D-Tect Driver (localhost-70-b3-d5-d1-f

OO

oK Cancel

16



3. Navigate to Rules. Copy the PIR Bookmark rule created earlier in this walkthrough. If you have yet to do
so, visit the first portion of this guide to see the steps involved. Rename the rule to PIR Strobe Activation.

Manage Rule - O X
Name: PIR Strobe Activation

Description: [

BActive:

4. Unselect Start recording on <devices> & Create bookmark on <devices> from the list. The rule
description should now look like this:

Edit the rule descniption (click an underlined item)

Perform an action on Input Activated
from D-Tect Driver localhost-70-b3-d5-d1£3-d1) - PIR Detection
Create log entry: "SRuleNames - S0eviceNames'

5. Select Set device output to <state> and click <state> in the rule description box. Select Activated and
click OK.

g | St device output to <state>
[[] Create bookmark on <devices>
[] Play sudic <message> on <devices> with <priority> ¥

Edit the rule description (click an underl| Select State — O *

Perform an action on |nput Activated
from D-Tect Driver localhost-70-b3-d§
Set device output immediately to "state’ (@) Activated +— 3
on devices :
and Create log entry: "SRuleMName$ - 00 O Deactivated

Carce
2

6. Click Devices>Clarius Strobe and add it. Click OK then Next.

8 1, MERIT-LILIN MRE6322A (1
A (192.168.1.156) - Camera 1,
|

X

Set device output to <state>
[ Create bookmark en <devices>
[ Play audic =

————— mme areme e e eamaang ‘

Select devices and groups

Edit the rule des

Perform an actior] Device Groups  Recording Servers
from D-Tect [ 500 Outout

Set device outpu] W Wuipu

1| 4+ on devices

and Create log

Selected:
\‘, Clarius Driver (localhost-70-b3-d5-d1-f6-dlj) - Sir 4—3

i3 Clarius Outputs

=) Clarius Standard

=+ Clarius Strobe

- ) Clarius Driver (localhost-70-b3-d5-d1-f

¥
2

17



7. Add a stop action based on a timer by selecting Perform stop action after <time>.

Step 4: Stop criteria
Select stop criteria
() Perform stop action on <events
[ Perform stop action after <time>
(O Mo actions performed on rule end

8. Click Time and adjust parameter to 5 seconds. Click OK then Next.

i ¢ i o e e+ e e
Relative Time >
Select time:
2—»55] | Seconds ~
e

Edit the rule description (click

Perform an action on Jnput Activated
from D-Tect Driver (ocalhost-70+b3-d5-d145-d1) - PIR Detection
Set device output immediately to "Activated”
on Clarius Driver localhost-70403-d5-d146-dl) - Strobe
and Create log entry: "$RuleMames - $0eviceNames'

Perform action time #— 1

9. Select Set device output to <state>. You will see in the description that it automatically sets the output
to immediately and ‘Deactivated’. Unless required, these default settings are OK and don’t require
adjustment.

Set device output to <state>
[]Start plug-in on <devices>
[ ] Stop plug-in on <devices>
[ Apply new settings on <devices>

[[] Set Matrix to view <devices> w

Edit the rule description (click an underlined itam)

Perform an action on Input Activated
from D-Tect Driver localhost-70463-d5-d149d1) - PIR Detection
Set device output immediately to “Activated”
an Clarius Driver localhost-7043-d5d146-d0) - Strobe
and Create log entry: "SRuleMNames - SDevice Names'

Perfarm action 5 seconds after
Set device output immediately to 'Deactivated’ *——
on Clarus Driver localhost-70b 3-d5-d146-d0) - Strobe

18
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Laser Watch — Alarm Zone & Action Setup

Tip: After alarm zones are created, you may reference the Automated Bookmarks, Log Creation & Alarm
Recording portion of this guide and replace the D-TECT IP with the Laser Watch.

1. Loginto the web interface of your Laser Watch unit. Click Add alarm and select Zone Alarm. For this

example, it will be called Zone 1.

Alarms Algnment Device Configuration Import and export settings  Firmware update  Logout

Add alarm
Name Zone 1
Input Zone alarm v
Near distance J (m)
Far distance ‘ (m)

2. Setyour Near (beginning measurement of Zone Alarm) and Far (End of Zone Alarm measurement)
distance.

Alarms Algnment Device Configuration Import and export settings ~ Firmware update  Logout

+ Add alarm Add alarm
Name ‘Zone 1 |
Input Zone alarm v\
Near distance 1 (m)
Far distance 20 (m)

3. Click Add action and select Connect to URL as your Action type.

Alarms Algnment Device Configuration  Import and export settings  Firmware update  Logout

Zone 1 (Zone alarm 1m - 5m) - Remove

Add action
sibatpe  [Camedmi 7
+ Add alarm Alarm start | Enter URL |
Alarm stop Enter URL |

19
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4. Inthe URL Start and End fields, put the appropriate information for the Zone alarm you are setting up.
Using the template below, replace the IP address with your Milestone server IP, Laser Watch MAC

address(found in the GJD gateway or the help section of the Laser Watch login) and change the digital
input(di) to the relevant Alarm Zone number.

URL format for Alarm Zone 1:

Start: http://127.0.0.1:5000/callbackgmac=address&type=dil &state=1

End: http://127.0.0.1:5000/calloack?mac=address&type=dil &state=0

Example URL for Alarm Zone 1 completed:

Start: http://192.168.1.7:5000/callbackgmac=70-B3-D5-D1-F3-F8&type=dil &state=1

End: http://192.168.1.7:5000/callbackemac=70-B3-D5-D1-F3-F8&type=dil &state=0

S. After filling in the Start and End URLs, click Add Action below.

Alarms Alignment Device Configuration Import and export settings Firmware update Logout

Zone 1 (Zone alarm 1m - 5m) - Remove

Add action
'+ Adkd ackiom Action type Connect to URL v
+ Add alarm Alarm start }3-D5-D1-F3-F8&type=dil &state=1
Alarm stop }3-D5-D1-F3-F8&type=dil&state=0

On the following page, a table of the URL commands for each individual zone is available may be copied over
and modified in the Laser Watch web interface.
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Zone Template Table:

Zone 1 Start http://127.0.0.1:5000/callbackemac=address&type=dil &state=1
End http://127.0.0.1:5000/callbackemac=address&type=dil &state=0
Zone 2 Start http://127.0.0.1:5000/callboackemac=address&type=di2&state=1
End http://127.0.0.1:5000/callbackemac=address&type=di2&state=0
7one 3 Start http://127.0.0.1:5000/callbackgmac=address&type=di3&state=1
End http://127.0.0.1:5000/callbackemac=address&type=di3&state=0
Zone 4 Start http://127.0.0.1:5000/callbackemac=address&type=di4&state=1
End http://127.0.0.1:5000/callbackemac=address&type=di4&state=0
Zone 5 Start http://127.0.0.1:5000/callbackemac=address&type=di5&state=1
End http://127.0.0.1:5000/callbackemac=address&type=di5&state=0
7one 6 Start http://127.0.0.1:5000/callbackgmac=address&type=dié&state=1
End http://127.0.0.1:5000/callbackemac=address&type=dié&state=0
Zone 7 Start http://127.0.0.1:5000/callbackemac=address&type=di7&state=1
End http://127.0.0.1:5000/callbackemac=address&type=di7&state=0
Zone 8 Start http://127.0.0.1:5000/callbackemac=address&type=di8&state=1
End http://127.0.0.1:5000/callbackemac=address&type=di8&state=0
Zone 9 Start http://127.0.0.1:5000/callbackgmac=address&type=di?&state=1
End http://127.0.0.1:5000/callbackemac=address&type=di?&state=0
Zone 10 Start http://127.0.0.1:5000/callbackemac=address&type=dil0&state=1
End http://127.0.0.1:5000/callbackemac=address&type=dil0&state=0
Zone 11 Start http://127.0.0.1:5000/callbackemac=address&type=dil 1 &state=1
End http://127.0.0.1:5000/callbackemac=address&type=dil 1 &state=0
7one 12 Start http://127.0.0.1:5000/callback?mac=address&type=dil 2&state=1
End http://127.0.0.1:5000/callbackemac=address&type=dil 2&state=0
Zone 13 Start http://127.0.0.1:5000/callbackemac=address&type=dil 3&state=1
End http://127.0.0.1:5000/callbackemac=address&type=dil 3&state=0
Zone 14 Start http://127.0.0.1:5000/callback?mac=address&type=dil 4&state=1
End http://127.0.0.1:5000/callbackemac=address&type=dil 4&state=0
7one 15 Start http://127.0.0.1:5000/callback?mac=address&type=dil 5&state=1
End http://127.0.0.1:5000/callbackemac=address&type=dil 5&state=0
7one 16 Start http://127.0.0.1:5000/callback?mac=address&type=dil 6&state=1
End http://127.0.0.1:5000/callbackemac=address&type=dil 6&state=0
Zone 17 Start http://127.0.0.1:5000/callbackgmac=address&type=dil 7&state=1
End http://127.0.0.1:5000/callbackemac=address&type=dil 7&state=0
Zone 18 Start http://127.0.0.1:5000/calloack?mac=address&type=dil8&state=1
End http://127.0.0.1:5000/callbackgmac=address&type=dil8&state=0
Zone 19 Start http://127.0.0.1:5000/callbackgmac=address&type=dil 9&state=1
End http://127.0.0.1:5000/callbackemac=address&type=dil 9&state=0
Zone 20 Start http://127.0.0.1:5000/callbackgmac=address&type=di20&state=1
End http://127.0.0.1:5000/callbackemac=address&type=di20&state=0
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Nofte: If you are using a Weather Alert or Reference Alarm, it will use up one of the digital inputs. The Laser
Watch may handle up to 20 requests in any combination of Alarm Zones, Reference Points or Weather Alarms.

6. In Management Client, review that your Inputs are populating correctly:

Site Mavigation « 0 X ||Devices

=@ DESKTOP-ORCUJTA - (13.33) o Input
L1 Basics I All Inputs
|5y Remote Connect Services ) Camera Inputs
El Servers I Clarius Inputs

. I DTECT Inputs
=2 % Devices EH Laser Inputs
B Cameras

d'lg Laser'\watch Driver (localhost-70-b3-d5-d1-f3-18) - Alarm zone 1

& Microphones o Leserlwatch Driver (localhost-70-b3-d5-d1-f3-48) - Alarm zone 2

e Speakers op Laservatch Driver (localhost-70-b3-d5-d1-f3-18) - Alarm zone 3
‘E Metadata d'lg Laser'watch Driver (localhost-70-b3-d5-d1-f3-18) - Alarm zone £
oo m p LaserlWatch Driver (localhost-70-b3-d5-d1-f3-18) - Alarm zone 5
'u Output d'B Laser'watch Driver (localhost-70-b3-d5-d1-f3-18) - Alarm zone &
|:.:-| Client JB Laserwatch Driver (localhost-70-b3-d5-d1-f3-18) - Alarm zone 7

JB Laserwatch Driver (localhost-70-b2-d5-d1-f3-18) - Alarm zone &

[ )
1@ Rules and Events op Laserlatch Driver (localhost-70-b3-d5-d1-f3-18) - Alarm zone 9

effl Security of}p Laseriatch Driver (localhost-70-b3-d5-d1-f3-18) - Alarm zone 10
@ System Dashboard o Leseratch Driver (localhost-70-b3-d5-d1-f3-48) - Alarm zone 11
EI] Server Logs o'p LaserWatch Driver (localhost-70-b3-d5-d1-f3-18) - Alarm zone 12

Eﬂ Arcess Control
[:_Qh Transact
B Marms

d'lg Laser\watch Driver (localhost-70-b3-d5-d1-f3-18) - Alarm zone 13
d'lg Laser'\watch Driver (localhost-70-b3-d5-d1-f3-18) - Alarm zone 14
d'lg Laser'\watch Driver (localhost-70-b3-d5-d1-f3-18) - Alarm zone 15

d'lg Laser'watch Driver (localhost-70-b3-d5-d1-f3-18) - Alarm zone 16
d'lg Laser'watch Driver (localhost-70-b3-d5-d1-f3-18) - Alarm zone 17
d'lg Laser'watch Driver (localhost-70-b3-d5-d1-f3-18) - Alarm zone 18
d'B Laserwatch Driver (localhost-70-b3-d5-d1-f3-18) - Alarm zone 15
JB Laser\watch Driver (localhost-70-b3-d5-d1-f3-18) - Alarm zone 20
JB Laser\watch Driver (localhost-70-b3-d5-d1-f3-18) - Reference paint
“{B Laserwatch Dniver (localhost-70-b3-d5-d1-f3-18) - Weather alarm

Laser inputs may now be used to trigger different rules throughout a Milestone Systems deployment. Such rules
can be real time embedded map notifications, PTZ control & LED lllumination, all activated through the
networked based virtual alarm zone. The next portion of the walkthrough will go through the setup of map
noftifications and PTZ preset control.
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Laser Watch - Creating Map Events & PTZ Preset Control

Map Events will give the operator real time indicators of their property perimeter detection system using the
Laser Watch, while also having a PTZ activate its relevant preset.

1. On the left pane, go to Rules and Events>User-defined Events and add a new one. For this example, we
are calling it Alarm Zone 1.

H'9 ©ei
Site Navigation - I X llUser-defined Events ~ 1
=@ DESKTOP-ORCUJTA-(13.3a) =] Events
{11 Basics 'Q Alarm Zene 1
& Remote Connect Services & Warehouse Light OFF
El Servers 'Q \Warehouse Light ON
% Devices
£ Client
= Rules and Events
[E] Rules
Time Profiles

Notification Profiles

Q User-defined Events

T Analytics Events
Generic Events
E@ Security
@ System Dashboard
F] Server Logs
!ED Access Control
rl Transact
2 Aarms

2. Under Alarms, click Alarm Definitions and add a new one.

Alarm Definitions ~ 1 J|Alarm Definition Information
-2 Alarm Definitions Alarm definition
\_! Alarm Definition Enable:
Name: |Alarrn Zone 1
Instructions: |

3. Under Trigger>Triggering Event, set it to be an External Events.

Trigaer

Triggering event: Extemal Events

4. Select your source to be the User-Defined Event created earlier.
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| Edtemal Events
1——# || Select..
Select Sources
Type filter: Al vl -
¥pe - Select
Groups Servers 4————— 7 Selected: Select
[ All Events Bl Alarm Zone 1
5y Allinputs —
-] DESKTOP-ORCUJTA -
K] DESKTOP-ORCUJTA || Select..
2+ User-Defined Events Add
¢ o Marm Zone 1 #4—— 3
p-+ Warehouse Light OFF Remove || select..

-3

+ Warehouse Light ON

5. Click OK once you have added the relevant event over.

upper left-hand corner of MMC.

6. Under Rules and Events, add a New rule for Alarm Zone 1. Select Event>Devices>Configurable

Events>Input activated and click OK.

Manage Rule — [m X
Name: 1—» | Alarm Zone 1 - Map Notification & PTZ Preset |
Description: | |
Active ]
Step 1: Type of rule Select an Event X
Select the rule type you want to create
@ Perform an action on <event> Fire Detection Stopped event ~
(O Perform an action in & time interval Fog Detected
(O Perform an action on a <recurring time> Glass Breaking Detected
Group Detection
Gun Shot Detected
lllegal Access
Images Received
3
Input Changed
2 Input Deactivated
Intrusion started
Edit the rule descriptionfclick an underlined item) Intrusion stopped
Perform an action on event IP conflict start event
from IP conflict stop event
Line Counter A
Linked Event Falling
Linked Event Rising
Loitering detection event started R
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7. Select Laser Watch Alarm Zone 1 as the input trigger and click OK.

Manage Rule - o x
Mame: | Alarm Zone 1 - Map Notification & PTZ Preset
Description: . | select devices and groups X
Active: |
Device Groups  Recording Servers poEe
Step 1: Type of 5 o Input ~ \’o Laserwatch Driver (localhost-70-b3-d5-d1-f2-3)
Select the rule type you want to create g Al Input
[O) Perform an action o > =) All Inputs
(O Perform an action in 2 umelntwal @) Camera Inputs
(O Perform an action on a <recurring ime> @) Clarius Inputs 2
@5 DTECT Inputs l
B+ Laser Inputs

‘oo LaserWWatch Driver (localhost-70-b
oo Laseriwatch Driver (localhost-70-b
o LaserWatch Driver (localhost-70-b
oo Laser\atch Driver (localhost-70-b
e LaserWatch Dnver (localhost-70-b
e Laser\atch Driver (localhost-70-b
e Laser\Watch Driver (localhost-T0-b

Edit the rule description (click an underlined item)

Perform an action on Input Activated oo Laseriwatch Driver (localhost-70-b
from devices/recording server/management server o Laservatch Driver (localhost-70-b
T -of'e LaserWWatch Driver (localhost-70-b
e Laser\Watch Driver (localhost-70-b
1 o Laserwatch Driver (localhost-70-b "
e | mmmdalnbak Piciime Mlanalbant TA K
< b 3 < >
3—»> 0K ' Cancel
8. Next, for the first action we will select our PTZ & Preset.
Manage Rule - O X
Name: | Alarm Zone 1 - Map Notifications & FTZ Preset
Description: |
Active:
Step 3: Actions

Select actions to perform
[[] Start patrelling en <device= using <profile> with PTZ <priority> A
[] Pause Datrolling on <devices>

«—1

O Mm-s to de!ault preset on qﬂe\rlcesp with FTZ <prioritys
[] et devies output to <states

[] Create bockmark on <devices=

[] Play audic <message> on <devices> with <prioritys
[[]Send nofification to <profile>

[] Make new <log entry:

[] Start plug-in on <devices> -

Edit the rule description (click 2n underlined item)

|Perform an action on Input Activated
from LasarWatch Driver (ocalbost-70Hh3-d5-d414348) - Alamm zone 1
Move MERIT-LILIN PSR50Z4EX30 (152.168.1.157) - Camera 1 to postion Preset Point 003 immediately with PTZ priority 1

! f

2 3

Help | cancel | < Back Next> | | Finish
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9. Our next action will be to trigger an onsite event. Select your recording server for your site, and
the relevant User-Defined Event. Click OK and Finish unless it is required to add a Stop Criteria.

R — L: w
Name: Alarm Zone 1 - Map Motifications & PTZ Preset
Description:
Active: E
Step 3: Actions

Select actions to perform
[C]Start plug-in on <devices> P
[[] Stop plug-in on <devices>
[]Apply new settings on <devices>
[[] Set Matrix to view <devices>

[[] Send SNMP trap

[[] Retrieve and store remote recordings from <devices> Select User-Defined Event x
[[] Retrieve and store remote recordings between <start and end time> from <devices
[ Save attached images

DActivate archiving on <archives>

= External Events

. . =] Predefined Events
| On <site> trigger <user-defined event> ISy | £, ReguestPlayludio
Edit the rule description (click an underlined item) : 3 E:ﬁg:ggzgj;:s
Peform an action on |nput Activated . 3
from LaserWatch Driver (ocalhost-70b3-d5-d14348) - Alam zone 1 =R ”Sd"ﬁ E““s
Move MERIT-LILIN PSR5024EX30 (192.168.1,157) - Camera 1 to postion Preset Point - N —
and On site DESKTOP-ORCUJTA trigger user-defined event user-defined event '\ Warehouse Light OFF
L Warehouse Light ON

f f

2 3

o e ][ < Coce

10. This example has the following definition when completed.

Definition:

Perform an action on Input Activated
from LaserWatch Driver (localhost-70tb3-d5-d14348) - Alarm zone 1

Move MERIT-LILIN PSR5024EX30 (192 168_1.157) - Camera 1to position Preset Point  003[Preset Point 003] immediately with PTZ priorty 32000
and On site DESKTOP-ORCUJTA trigger user-defined event Alarm Zone 1
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11. Open Smart Client and click Setup. A Map has been added representing the south perimeter of the
property. Using the Toolbox, drag and drop your User-defined event onto the map and place where
relevant. Adjust the size of text and change the icon that matches accordingly.

©

S Li > -

Note: Currently, there is limited icon selection within Smart Client which includes a switch, light bulb, gate, and
door.

12. Test the Alarm Zone to make sure the Map Nofification & Preset are working properly. A red circle will
appear around the Alarm Zone that has been triggered and the PTZ moved to the appropriate Preset.

Priocity Level  State Level  State Name
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Internet Protocol Anything (IPA)

The following example demonstrates the process of using a locally powered GJD141 sensor and its alarm input
with an IPA. This achieves an alarm input which may be interpreted via the network and trigger an event within

Milestone.

The wiring for this will be as follows:

Blue — Digital Input 1 positive to Digital Output T NO
Green — Power Output 0V to Digital Input 1Negative
Red — Power Output 12V to Digital Output 1 Com
White — GJD141 contact to NO on Digital Output 1
Purple — GJD141 contact to Com on Digital Output 1

® =

sese 1P Angthing
cez

Note: This wiring is based on the GJD141, which comes with a NC contact. The Digital Inputs Open/Closed state
can be manually controlled within the web interface of the IPA if it is required to change them.
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1. Under Rules and Events, add a New rule for the IPA and GJD141 1. Select Event>Devices>Configurable
Events>Input activated and click OK.

Manage Rule - ]

Name: GJD141 1o IPADN |
Description: ' |
Active: ¥]

Step 1: Type of rule
Select the rule type you want to create

@ Perform an actic >
(O Perform an action in a time intery] Select an Event X

(O) Perform an action on a <recurring

Gun Shot Detected ~
lllegal Acoess

Input Deactivated

Intrusion started

Intrusion stopped

IP conflict start event

IP conflict stop event

Line Counter A

Linked Event Falling

Linked Event Rising

Loitering detection event started
Loitering detection event stopped
Low Battery Output Start

Motion Started (H\W)

Motion [(15)] bl

Help — [ok ]| Concel

Edit the rule descriptionclick an un

Perform an action on event
from devices.

2. Select the IPA Digital Input 1 as your trigger and click OK.

Manage Rule == (] X
Name: GJD141t0 IPADIT ‘
Description: \
Active: %] Select devices and groups X
Select the rule type you want to create Device Groups ~ Recording Servers Select -
[O] Perform an action on <event> = oo Input o |PA Driver (localho
(O Perform an action in a t:me interval & Al Input
(O Perform an action on a <recurring time> 13 All Inputs
# ) Camera Inputs 2

# Clarius Inputs

i) DTECT Inputs

B IPA Inputs
o IPA Driver (localhost-70-b3-d5-d1-fc-cd) - Digital inpu Ll
o |PA Driver (localhost-70-b3-d5-d1-fc-cd) - Digital inpu
ofo IPA Driver (localhost-70-b3-d5-d1-fc-cd) - Digital inpu | |f | ¢ Remove
o |PA Driver (localhost-70-b3-d5-d1-fc-cd) - Digital inpu
o |PA Driver (localhost-70-b3-d5-d1-fc-cd) - Tamper

Edit the rule description (click an underlined item)

Pedft:romm an action on m i oo IPADriver (localhost-70-b3-d5-d1-fe-cd) - Temperatur
A || B Laserinputs
1
< > < >
Help Cancel | Exrsl

29



£ CID

3. Under Action, select Set Device output to <state> and set it to Activated.

Manage Rule - ] >
Name: | GJD14110IPADI |
Description: [ |
Active:
Step 3: Actions
Select actions to perform
] Pause patrolling on <devices> ~
[ Move <device= to <preset> position with PTZ <priority>
[ Meve to default preset on <devi : —
A SN | 5| Set device output to <state> Select State — a x
[] Create bookmark on <devices>
[ Play audio <message> on <devi .
[ Send nefification to <profile> ®hActivated 3
[ Make new <log entry> (O Deactivated
[ Start plug-in on <devices> v
| I tan clundin cn e F — | Cancal
Edit the rule description (click an L = -
Perform an action on Input Activated
from IPA Driver focalhost-7043-d5-d14c-cd) - Digital input 1
Set device output immediately to ‘state’ ¢«— 2
on devices
Help Cancel <Back Next > | Finish
4. Under Devices, select the Clarius Standard Output.
Active: Select devices and groups *
Select actions to per] Device Groups  Recording Servers Selected:
[J Pause patrolling 4 | & C Output C Clarius Driver (localhost-70-b3-d5-d1-f6-3b) - St
[[] Move <device=td L& All Output T
[ Move to default pf C Al Outputs
MErE [ Camera Cutputs 2
[] Create bookmark =] & Clarius Outputs
[]Play zudio <mess Q Clarius Driver (localhost-70-b3-d5-d1-f
[ Send notification Clarius Driver (localhost-70-b3-d5-d1-f
] Make new <log e : Clarius Driver (localhost-70-b3-d5-d1-f
[ Start plug-in on < {3 DTECT Outpuis
| I St plisnin . o 2 IPA Outputs
Edit the rule descript {3 Laser Outputs
Pen;orm TF-: :dipn on
rom i
Set device output iﬁ
on devices
1
< > < >
Help 0K Cancel
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5. Setup a Stop Criteria for Input Deactivated on IPA Digital Input 1 and click Next.

Manage Rule - [m] X
Name: GJD141te IPADI
Description: [
Active:
Step 4: Stop criteria
Select stop criteria

Perform stop action on <event>
(O Perform stop acfion after <fime>
(O Mo actions performed on rule end

Edit the rule description (click an underlined item)

Perform an action on Input Activated

from IPA Driver focalhost- 7'0-b3d5-d1-fc-cd1 Digttal input 1
Set device output immediately

on Clarius Driver focalhost- 71}4:3115—11”5 3b) - Standard

Perform stop action on Input Deactivaied +——— 2
from |PA Driver focalhost-70463-d5-d14c-cd) - Digttal input 1

Help Cancel <Back Next >

6. Select Set device output to <state> and Milestone will automatically fill it with Deactivated. Click Finish
once you have made all the appropriate adjustments.

Manage Rule = [m] X
Name: GJD141to IPADI
Description:
Active:
Step 5: Stop actions
Select stop action to perform
Restore default recording frame rate of keyframes for MPEG-4/H 264/H. 265 A

Resume patralling
Stop patrolling
[] Move <device= to <preset> position with PTZ <priority>
[ Move to default preset on <devicesswith PTZ <pricrity>
%] Set device output to <state> Bl
[ Start plug-in on <devices>
[] Stop plug-in on <devices>
] Apply new settings on <devices>
[] Set Matrix to view <devices>

Edit the rule description (click an underlined item)
Perform an action on Input Activated

from |PA Driver focalhost- 7D-b3d5-d1-fc-cd) Digital input 1
Set device output immediately to ‘Activ

on Clarius Driver focalhost-70b3-d5d146-3b) - Standard

Pesform stop action on Input Deactivated
from IPA Driver focalhost-70+53-d5-d14c-cd) - Digital input 1

Set device output immediately to ‘Deactivated’ ¢+—— 2
on Clanus Driver focalhost-70-b3-d45-d1£6-3b) - Standard

Help Cancel < Back Next > Finish
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7. The rule definition will look like the following when finished.

Definition:

Perform an action on Input Activated

from IPA Driver (localhost-70-b3-d5-d14c-cd) - Digital input 1
Set device output immediately to ‘Activated’

on Clarius Driver {localhost-70-b3-d5-d146-3b) - Standard

Perform stop action on Input_Deactivated

fram IPA Driver (localhost-70-b 3-d5-d 14c-cd) - Digital input 1
Set device output immediately to ‘Deactivated’

on Clarus Driver {localhost-70-b3-d5-d146-3b) - Standard

The IPA is now setup to take in a non-IP sensor, convert it into IP and frigger an event within Milestone. The IPA
may be used for many applications to monitor or activate different equipment, not just sensors or lighting. The
inputs are even controllable through overlay buttons on Smart Maps, giving control fo the operator
activate/deactivate locks, sirens, horns etfc., or any device that has contact.

If you require additional assistance, please call our foll-free number at 1 (855) 241-2264 or email us at info@gjdusa.com
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