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INTRODUCTION

Graymatics is a Video Analytics software product for actionable intelligence in security installations.
The Analytics are including City Surveillance, Building Surveillance, Business Intelligence, Loss
Prevention, Consumer Behavior Analysis, Monitoring Traffic Flow, Parking Management and more 100
Al use cases.

The Graymatics software evaluates the contents of video to determine the specific information
about the video contents. The product analyzes rapidly the video for specific data, behavior
patterns, tracking movement of people/objects in monitoring zones.

Being an open-platform video analytics solution, Graymatics easily and tightly integrates with many
VMS including Milestone. This document provides details on Graymatics integration with Milestone
XProtect.

SYSTEM REQUIREMENT

Graymatics analytics has the following system hardware and software requirements.

CATEGORY REQUIREMENT

Ubuntu 18.04
Server: Ubuntu 18.04 LTS server

Ethernet, 1 Gbit or higher recommended.

x86 Platform, 64 bit, AVX2 support 6th Gen or higher

Core i7 (6 Cores), 3 GHz, 32 GB RAM for up to 15 channels

Xeon 6 core, 3 GHz, 32 GB RAM for up to 15 channels

Xeon 12 core, 3 GHz, 64 GB RAM for up to 30 channels

(approx. 2.5 channels per core, suitable to add multiple CPUs in single server)
Supports Nvidia GPU acceleration for all DL based features

Note: Actual Configuration will be based on the use-cases and features

> 8 fps for Security Analytics (Perimeter Protection/Intrusion), Face Recognition
, People Counting, Traffic features and LPR.

Any other camera requires URL to connect camera and get video feed.
Models from Axis, Pelco, Bosch, Sony, Honeywell, Hikvision, Dahua,
Panasonic,Brickcom, Indigovision, Cisco, Samsung, Acti, Vivotek, FLIR, Digital
Watchdog, and others (ONVIF Cameras). Any Camera with RTSP stream
URL.

Supports MJPEG, H.264, MPEG4

Supports ONVIF camera,

Milestone (Express/Expert/Professional/Enterprise/Corporate)
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INTEGRATION WITH MILESTONE

» Graymatics application is installed in the Ubuntu Server with GPU.
» Graymatics can take the Video feed directly from Camera.

» Graymatics send alarms to Smart Client application.

\ .

Milestone XProtect Graymatics

Analytic Server
Graymatics Analytics — \ /
Milestone Integration
m Smart Client
=

sl

Graymatics Dashboard client Features

Graymatics Management client connects to Milestone and gets video feed
The analytic rules are set in Graymatics dashboard and started as service
The alarms are sent to Event server of Milestone

Graymatics sends events to Milestone as well

oaua A W N =

Graymatics sends metadata to Milestone so that it can be seen in Live view


http://www.google.co.in/imgres?imgurl=http%3A//images.mylot.com/userImages/images/postphotos/1804987.gif&imgrefurl=http%3A//www.mylot.com/w/photokeywords/programmer.aspx&usg=__4wILNGJDFKyhZqcQpHb67u58HIU%3D&h=290&w=426&sz=15&hl=en&start=9&zoom=1&tbnid=xupLHUET0l4fuM%3A&tbnh=86&tbnw=126&ei=mJL9Tq22CMeIrAe3h8QB&prev=/search%3Fq%3Dperson%2Bin%2Bfront%2Bof%2Bcomputer&um=1&hl=en&sa=N&gbv=2&tbm=isch&um=1&itbs=1
http://www.google.co.in/imgres?imgurl=http%3A//graphics8.nytimes.com/images/2007/11/07/technology/personaltech/08server.190.jpg&imgrefurl=http%3A//www.nytimes.com/2007/11/08/technology/personaltech/08server.html&usg=__SIxC7EeW7nCaA0n93foBk9O3rV8%3D&h=265&w=190&sz=11&hl=en&start=49&zoom=1&tbnid=M3Z20C83MKFbMM%3A&tbnh=112&tbnw=80&ei=PVb9TpnUBobVrQect_T4Dw&prev=/search%3Fq%3Dcomputer%2Bserver&start=42&um=1&hl=en&sa=N&gbv=2&tbm=isch&um=1&itbs=1
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Configuration needed in Graymatics Dashboard

Addition of Cameras in the Dashboard.
To Add a Camera just enter the RTSP URL of the camera and click on add camera.

/home/videos/town.avi intrusion v | add camera | start analytics

Starting the Analytics

/home/videos/town.avi intrusion v | add camera | start analytics

/home/videos/town.avi intrusion E.

To start the analytics click on Start Analytics
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Deleting the Analytics

 [remove

To delete analytics, click on remove icon.

Selecting the Camera Stream to Display Live

Click on View icon to open the analytic view of the camera. On Clicking below view will appear.

Tue, 14 Dec 2021 04:54:46
GMT

1639457673 28

Tue, 14 Dec 2021 04:54:42
GMT

1639457673 20

1639457673 14

Tue, 14 Dec 2021 04:54:34
GMT

1639457673 13

Tue, 14 Dec 2021 04:54:33
GMT

1639457673 _1
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EXTERNAL EVENT CONFIGURATION IN MILESTONE

Graymatics alarms can be used as external events in Milestone to trigger applications like
Matrix Pop-up, Sound Alarms, E-mail, Event based Recording, triggering Camera Output etc.

For triggering above mentioned applications in Milestone XProtect Corporate, Analytics events
have to be created and then rules need to be defined under Rules and Events

Graymatics sends external events as “AlarmName_CamerName”. For example, if camera name is
Highway1l and Loitering application is running in Graymatics, whenever Graymatics detects Tripwire
alarm, it sends the alarm to Milestone and external event as “Loitering_Highway1”.

For example, if we want to generate alarms for Loitering application running in Graymatics, the
below mentioned steps must be followed:

1. Select Analytics Events under Rules and Events tab.
2. Under Analytics Events tab, right click and select Add New to create a new event.

Wi New Session | | X |[1261838188 OG5 = 5 I

& Milestone XProtect Management Client 2020 R3 - g x
File Edit View Action Tools Help

H9 o=f
Site Navigation « @ x ||Analytics Events =787 Analytics Events Information e
{1} Recording Servers ~ T art

e |

= @E:'_‘“ & Refresh Fs
Cameras
P Microphon es
¢ Speakers
'v Metadata
oo Input
¢ Output
=3 Client
B3 View Groups
) Matrix
= [ Rules and Events
[B] Rules
@) Time Profiles
[ Netification Profiles
R User-defined Events
® Analytics Events
R, Genesic Events
=eff] Security
T Roles
£ Basic Users
=@ System Dashboard
£] Current Tasks
i ServerLogs
[Be Access Conrol
=L, Transact

€| Transaction sources

& Transaction definiions

-8 Marms

2rm Definitions
£ Alarm Data Settings
£ Sound Seftings
51 % MIP Plug-ins v

P Type here to search =i - ¢ @ 26°C Lightrain ~ O W @ 0 ENG ;

-
® Connected to 261838188 (identity verified). oo:25:56 IO G ¥ 8
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AnyDesk x

B New Session | | X |[1261838188 0O E = 5§ [

©n
File Edit View Action Tools Help

H9 oei@i
Site Navigation » B % JAnahtics Events -

H)) Recording Servers ~ | E ® Analytics Events —
1) M Servrs t :

5 %@ Devices | mtzusion
= Cameras
P Microphanes
@ Speskers Description:
& Metsdata
oo Input
%y Output

=53 Client
B3 view Groups
& Matrix - -

=% Fules 2nd Events Milestone XProtect Management Client 2020 R3 x
(_Izj‘ :‘fﬁvﬁ\e& '@' Do you want to save changes?
=3 Notification Profiles
R User-defined Events [
® fnalytics Events By [ |l & Cancl
ﬁ Generic Events eh

el Security
T Roles
£ Basic Users

=) System Dashboard
[] Current Tasks

1 ServerLoge
[Be Access Control

=HE, Transact
21| Trarsaction sources
&4 Transaction definifions

=+ & Marms
& Xarm Defiritions
3 Alarm Data Settings
£ Sound Settings

= @ MIP Plug-ins @

«

Analytics Events Information

L Type here to search " & 38°C lightrain ~ O @ ENG =}

10
@ Connected to 261838188 (identity verified). oozs:03 B IO G B @ E

3. Under Properties tab, mention the required Alarm Name and Description.

4. Select Analytics Events under Triggering event

5. Next, select Alarm Name and select the sources
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Wi New Session | | X [1261838188

& Milestone XProtect Management Client 2020 R3
File Edit View Action Tools Help

1] Mobile Servers
£ 0 Devices
o Cameras
# Microphones
¢ Speakers
B Metadate
oo Input
) Output
A Client
B3 View Groups
) Matrix
= [ Fules and Events
[B] Rules
) Time Frofiles
[ Netification Profiles
B User-defined Events
® Analytics Events
R, Generic Events
=eff] Security
T Roles
8 Basic Users
=@ System Dashboard
£] Current Tasks
i ServerLogs
[Be Access Conrol
=i, Transact
€] Transaction sources
Transaction definitions
5 ® darrs
& Marm Definitions
£9 Alarm Dsta Settings
19 Sound Settings
& @ MIF Plug-ins v

P Type here to search

® Connected to 261838188 (identity verified).

Site Navigation « 8 X [|Alarm Definitions -2 IAIurm Definition Information
)] Recording Servers - add Nm N

Refrech £
&

Sminutes

Light rain

oo:30:08 MO G ¥ @
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AnyDesk x

B New Session | | X [1261838188 0O = & 0 =
© F =
File Edit View Action Tools Help
H9 oei
Site Navigation v 7 % |JMarm Definitions + # [Aarm Definifion Information -8
i)l Recording Servers » | & & Alarm Definitions AMarm definition |
1) Mobilz Servers 2 Cnatle: =
= F2 Devices
B Camerss Hame: [rerusion |
P Microphanes _
@ Soeshers Instructions:
& Metsdata
<o Input
%y Output Tilgger
=53 Client y
Triggering event Pnalytics Events w
2 View Groups
Milestone XProtect Management Client 2020 R3 x Analytics Evert v
&3 Coveuantosave . Sources | Universal 1 channel drver (152 168.1.102) - Camess 1 Select .
g Activation perdod
(@ Time profie: Aways =
B, Yes Mo Cancel
O Event based
g e T -
=l Security
T Roles
§ Bosic Users St
—@ System Dashboard Marm manager view:
[] Current Tasks
I ServerLogs Ralzted map:
[R sccess Contrl Operator action required
o [, Transact = _ -
1| Trarsaction sources me it 5 minutes "
5% Transaction definitions Evertsiogered Select..
=+ & Marms
. & Marm Definitions Other
£ Aarm Daia Settings Related cameras: Select
£ Sound Settings -
= @ MIP Plugeine v 4

L Type here to search - & 28°C Lightrain ~ ) % ENG B
® Connected to 261838188 (identity verified). oo20:24 B, AH B @

6. Select all cameras & add it to the selected list
7. Save changes

Select Sources ot

Type filter: All -

Groups Servers Selected: |

@ Access Contral ~
-0 Access Control Servers

- All Access Control

- All Access Control Servers

- All Access Control Units Add
- All Cameras

i) Al Events Femove
- Al GIS map locations

- All Inputs

- All Layout Groups

Cancel
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4

File Edit View Action Tools Help

H9 oeh

Site Navigation v & X || Alarm Definitions v 1 ||Properties
= § DESKTOP-04FGM26 - (1235) & & Alam Defnitions Alam defirtion
(1) Basics 3 T
) Remote Connect Services :
[ Severs Name: TRESPASS
9T Devices )
# 3 Client Instructions:
@ [ Rules and Events
® ° System Dashboard Trigger
urj?eme' ng st | Triggering event: Analytics Events v
R Access Control
B, Transact TRESPASS 3
=) \! Alarms
& Marm Definitions Sources: ‘A“ Cameras Select...
£ Aarm Data Settings =
ﬂ Sound Settings Milestone XProtect Management Client 2018 R3 X
Always v
‘ o‘ Do you want to save changes?
ET"n No Cancel
I T 5 minutes v

Event Output

%  Milestone XProtect Smart Client 12/14/2021 45601 AM = O

* Playback Search Property - 9 Y

XProtect € < Select view Setup
Views Quick Filters Alarms  Mew (fiter applied) Clear filter 1-100

Time Priocity Leve!  StateLevel  StateMame  Message Source

1250:18 PM 1211 New intrusion Universal 1 channel driver

Default group , . - :

Defa Y On hold (0) New intrusion Universal 1 channel driver
"

Y Closed
New View (1 1) el

New View (4x 3)

New intrusion Universal 1 channel driver (
New intrusion Universal 1 channel driver {
New inbrusion Universal 1 channel driver (
New intrusion Universal 1 channel driver (
MNew mtrusion Universal 1 channel driver (
New intrusion Universal 1 channel driver (
S718HD New ntrusion Universal 1 channel driver
_ ~ New intrusion Universal 1 channel driver (
a Camera Group 1

% Universal 1 channel driver (192.168.1.1)

*  MIP Plugins

1
1
1
1
1
1
1
1
1
1
1 New ntrusion Universal 1 channel driver {
1 New intrusion Universal 1 channel driver
1 New intrusion Universal 1 channel driver {
1 New ntrusion Universal 1 channel driver {
1 New intrusion Universal 1 channel driver
12.50:46 PM 2 1 New mtrusion Universal 1 channel driver {
12:50:46 PM 1 intrusion Universal 1 channel driver {
1
1
1
1
1
1
1
1
1
1
1
1
1

ntrusion Universal 1 channel driver (
Shared g

125050 PM
12:50:51 PM
1250:51 PM

nbrusion Universal 1 channel driver (
intrusion Universal 1 channel driver (
ntrusion Universal 1 channel driver (
intrusion Universal 1 channel driver (
intrusion Universal 1 channel driver
12:51:15 PM 12

125116 PM 47201
1251:16 FM 4201

intrusion Universal 1 channel driver (
intrusion Universal 1 channel driver (
intrusion Universal 1 channel driver
intrusion Universal 1 channel driver
intrusion Universal 1 channel driver (
125119 FM

12.64.21 BRI 191/

Universal 1 channel driver

E=
=
G2
E
&
=
=
=
=
=
=
=
E=
=]
=
E=
E=
E=
]
&=
E=2
&=
=
E=
=
=
=
=
=
&=
(o]

Llohaceal 1 chacoal deime [
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Milestone Meta Data Support

Graymatics sends Alarms/Events to Event Server of Milestone for storage and viewing in Smart
Client application.

Alarms can be viewed in either of the following 2 ways:

1. The Alarm Manager displays alarms in real time and would be able to search alarms.

#  Milestone XProtect Smart Client 12/14/2021 45517 AM  — O X
Live Playback * Property -0 97 v

Search filters 16 results s Newest event time B +

4:42:30 AM

THHHHHHE
2:44 AM 4:44 AM

12/14/2021 12/14/2021

Universal 1 channel driver (192.168.1.102) - Came...

Select camera...

Search for...

> =
Universal 1 channel driver (192.168.1.102) - Camera 1

Universal 1 channel 12/14/2021 4:42:30 AM 12/14/2021 4:42:30 AM
dnver (192.168.1.102) -
Camera 1
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2. Alarms sent by Graymatics can be seen in Live Video of Milestone Smart client
Graymatics provides live view of alarms via Universal driver. The streams from the
dashboard can be accessed via RTSP stream over Universal driver in client. In order

to do that we need to add the universal driver as shown in the below steps:

Open the Management client and select the recording server.

AnyDesk x

BiNew Session | | 2 |[L]261838188 O= = 5 O

© Milestone XProtect Management Client 2020 R3
File Edit View Action Tools Help

H9 oef

Site Navigation - 0 X |HaumingSnrm

-

) g DESKTOP-OST12HD - (20.2a) N E rn] Recording Servers

=7} Basics
{&] License Information
[iZ] Site Information
= Servers
Flibe) S
ﬂ Servers
= & Devices
T Cameras
P Microphones
@ Sosskers
B Metadats
o Input
' Output
£ Client
B2 view Groups
Matrix
= Rules and Events
[E] Rules
® Time Profiles
[0 Motification Profiles
R User-defined Events
® Analytics Events
R, Generic Events
=effl Security

gmic|

Properties
Fecording server information
Mame:
[omee

Description:

Host name:

|DESKTOP-0ST18HD

Local web server address

|Pitp-/deshaop-os 71 8ha: 7563/

Web server address
Time zone:
[(UTC08:00) Kusla Lumpur, Singapore

) info [J Storage §Y Network

T Roles
,E Basic Users
— @ System Dashboard
i | Current Tasks
[ ServerLogs
TH' Aocess Control
=+, Transact
Jj Transaction sources
&% Transaction definifions v

Preview

& 28°C Light rain R

£ Type here to search
® Connected to 261838188 (identity verified).

00:05:03

Ao e
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Click Add hardware

Wi New Session | | X |[1261838188

@ Milestone XProtect Management Client 2020 R3

File Edit View Action Tools Help

Site Navigation + B X ||Recording Server

Properties

5 b DESKTOP.OST1EHD - (20.33)
= (11 Basics
& License Information
Site Information
2 [ Servers

# Microphores
@ Speshers
% Metadata
oo Input
W Output

= 6 Client

|| © 4P Recording Servers

@ Add Hardware...

Ctrl«N

Move Hl.&were.

Delete All Hardware

Rename Recording Server
W Remove Recording Server
& Refresh

F2

Reconding server information
Name:
ame

Description:

Host name:

|DESKTOP-0S718HD

Local web server address:

|pitp #/deskiop 03 718hd: 7563

B3 View Groups
B2l Matrix [
=G F:_uleg and Events Time zone:
E% ?ul:l:ﬁuﬁlee ‘[LITE*-W:GO}M Lumpur, Singapaore:
[ Notification Profiles
® User-defined Events
® Analytics Events
R, Generic Events
=l eﬁ;zcum,- ) Info (3 Storage ¥ Network
Roles
. § Basic Users G AR
=@ System Dashboard
(] Current Tasks
1) ServerLogs
TH' Access Control
=iy Transact
2| Transaction sources
Transaction definitions v

Web server address

P Type here to search

3°C Light rain

) ENG [

® Connected to 261838188 (identity verified).

oo:06:1 B IO G ¥ B

Select manual and click next

B New Session | | XX | (1261838188 0O E = 5§ O =
®

File Edit View Action Tools Help

Site Navigation v B X ||Recording Server v 3 ||Properties v 3
=] DESKTOP-OS718HD - (20.3a) N E Recording Servers
?D Basics ﬂq] K&gm«domn
{& License Information
) Sitefrformation Add Hardware o x
= [ Servers
P Recording Servers
1) Mobile Servers
=1 %2 Devices
o Cameras
& Microphones
@ Speakers
2 Metsdats
oo Input
 Output
= 53 Client
B3 View Groups
& Matrix
=@ Rules and Events
(] Rules
@) Time Profiles
[ Notification Profiles
R User-defined Events
® Analytics Events
R, Generic Events
=&} Security
T4 Roles
B Basic Users
= @ System Dashboard
[] Current Tasks
5 Server Logs
})- Access Control
= {2, Transact
12NSacUon sources
Transaction definitions. v

Add Hardware W

This wizard helps you detect and set up hardware.

Hardware detection method:

O Express recommended)
Automatically detects hardware on the recordng server's local network

(O Address range scanning
Scans defined network address ranges and detects hardware models

® Manual
Detects hardware models for manually entered |P addresses and host names.

milestone

Concel B

pel Type here to search - 28°C Light rain

@ Connected to 261838188 (identity verified).

ooo7:03 B35 X Br
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Specify User credential and click next

X [J261838188

B New Session
@ \iestone KProl

File Edit View Action Tools Help

- B X

Recording Server

+ 7 [|Properties

(=) i DESKTOP-OST18HD - (20.33)

= 1] Basics
(& License Information
[T] Site Information

= [ servers
ff})) Recording Servars
ﬁ Mobile Servers

= T Devices
T Cameras
P Microphones
@ Soeskers
¥ Metacata
oo Input
W Output

= B8 Client
B2 View Groups
&gl Matrix

=&k Rules and Events
[E] Rules
) Time Profiles
(=] Notification Profiles
R User-defined Events
® Analytics Events
By Generic Events

= effl Security
T Roles
8 Basic Users

= @ System Dashboard
[] Current Tasks

) Server Logs
f}l' Aecess Control

=z, Transact

2| Transaction sources

Transaction definitions

L Type here to search

= ] Recording Servers

o

FRecording server information
Name:

(o]

=

Add Hardware

Opti y. specify user

with if the hardware is not using the factory defaults.

include  Username

&

admin

Pazaword

[m] x

I

* |

milestone

Add

< Back

Cancel =

@ Connected to 261838188 (identity verified).

8°C Light rain

00:07:19 8 I3

FET 1

Select universal from list and check channel as per

reiuirement and click next

B New Session | | X |[[1261838188 O E = ¢ O =
& wm e WProt C &
File Edit View Action Tools Help
H92 oei
Site Nawvigation ~ & X [|Recording Server + 2 ||Properties -2
(=) il DESKTOP-QST18HD - (20.33) 2 @ Recording Servers server informaion
[0 Basics o B
(& License Information
Add Hardware [m] X
7] Site Information
= [ servers L
Recording Servers ich drivers to use when ing for hardware. .
il ™ The mare drivers selecied the slower e scanmng.
ﬁ Mobile Servers milestone
£ G2 Devices
= Cameras & [Jinfinova - T
P Microghones & []iQkve
@ Spsskers @ [Juve Clear All
% Metadata &[] LG Electronics
oo Input 4[] Milesione
@ Output 4[] Mobotix
5 5 Client 3 kA ONVIF
B View Groups &[] Panasonic
& Matrix & []Pelea r
- @[] Samsung
=@ Rules and Events &[] Sony
[ Rues =i ] Universal b
@ Time Profiles [ Universal 1 channel driver —
[ Netification Profiles [ Universal 16 channels driver
R User-defined Events [ Universal 64 channels driver
R Analytics Events [ Universal 512 channels driver
Ry Generic Events B Eg’;‘;‘f" .
= ) Security
T Roles
- A E—T— N
8 Bosic Users Hep <Back Cance "
=@ System Dashboard
] Current Tasks
7 Server Lags
f]l' Access Control
=1L Transact
|| Transaction sources
Transaction definifions -
0 Type here to search Light rain
® Connected to 261838188 (identity verified). poo7se B @D X B
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Enter the IP address of the server and click next

B New Session | | X | [[1261838188
@ Milestone XProt

File Edit View Action Tools Help

- B X

Recording Server

+ 7 [|Properties

(=) i DESKTOP-OST18HD - (20.33) -
=i [T Basics

= ] Recording Servers

o

FRecording server information
Name:

E = 4

(o]

(& License Information
[T] Site Information
= [ servers
ff})) Recording Servars
ﬁ Mobile Servers
= T Devices
T Cameras
A Microghones
@ Soeskers
¥ Metacata
oo Input
W Output
= B8 Client
B2 View Groups
&gl Matrix
=&k Rules and Events
[E] Rules
) Time Profiles
(=] Notification Profiles
R User-defined Events
® Analytics Events
By Generic Events
= effl Security

Add Hardware

Enter the network address and port of the hardware you want to add.
Opti hards el to speed up detect

Address
- 192.168.1.102

Use HTTPS
8030 ()

HTTPS port Hardware model
443 Universal 1 channel driver

[m] x

* |

milestone

Add

T Roles |
8 Basic Users
= @ System Dashboard

< Back

Cancel -

[] Current Tasks
) Server Logs
f}l' Aecess Control
=z, Transact
2| Transaction sources

Transaction definitions v

L Type here to search

@ Connected to 261838188 (identity verified).

8°C Light rain

00:10:49 B A G

g B

Click next after success status

AnyDesk

B New Session
®

File Edit View Action Tools Help

X |[1261838188

>| X

E > DESKTOP-0S718HD - (20.2a)
= {J} Basics

Recording Server

P Recording Servers

-3

(& License Information
E Site Information
= [ Servers
1)) Recording Servers
1) Mobile Servers
=1 %P Devices
o Cameras
& Microphones
@ Speskers
¥ Metadata
oo Input
 Output
= 53 Client
B2 View Groups

& Matrix
&

€

[ Notification Profiles

R User-defined Events

® Analytics Events

¥, Generic Events
=&} Security

Add Hardware

;\mi- iley

Detected hardware

milestone

Add  Address
& 192.168.1.102

Hardware model
Universal 1 channel drver

¥ Roles

8 Basic Users

= @ System Dashboard
] Current Tasks
i
) Server Logs
]'l' Access Control
=2, Transact
2| Transaction sources
&% Transaction definitions v

L Type here to search

& Connected to 261838188 (identity verified).

& 28°C Light rain

00:11:11

2 B
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Check hardware and camera port and click next

B New Session | | X | [[1261838188
@ Milestone XProt

File Edit View Action Tools Help

- B X

Recording Server

+ 7 [|Properties

(=) i DESKTOP-OST18HD - (20.33) -

= 1] Basics
(& License Information
[T] Site Information

= [ servers
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Select group and click finish
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Once added click on universal channel 1 and mention the
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If the setting is right and the port/ip is forwarded, the stream will be valid and the driver
will work perfectly.
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Click on Option to configure option
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Goto Analytic events and check the Enabled box and click OK
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Metadata output in Smart Client Live View
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For creating sound on alarms, select Sound for Alarm Priorities in Alarm Data Levels under Alarms >
Alarm Data Settings.
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Then go to Alarms > Alarm Definitions, select External Events, and select the event name from the
list of External Events, set time for alarm sound and alarm priority.
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For more details on external event creation and setting rules, refer Milestone XProtect Administrator’s
Manual.
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