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Copyright and Disclaimer

Copyright © 2021 6SS L.L.C.

Disclaimer
The information provided in this document is intended for general information purposes only.

6SS believes the information is provided in good faith in this publication and it is accurate.

The information is subject to change without notice.

Any risk arising from the use of this information rests with the recipient, 6SS makes no representations or
warranties of any kind with respect to the information in this publication, and specifically disclaims implied
warranties of merchantability or fitness for a particular purpose. Use, copying, and distribution of any 6SS software
described in this publication requires an applicable software license.



Introduction

As security surveillance networks rapidly develop and applications become
diversified, demands for network infrastructure reliability are increasing, especially
in nonstop network transmission applications. By allowing Milestone System to
have automatic failover feature on the Management Server and the SQL Server
levels without the need to use proprietary clustering mechanisms and without the
need of dedicated storage and advanced IT personnel skills, 6SS Centaur® will
contribute in increased security by maximizing system uptime and eliminating
single point of failure in addition to decreasing the deployment cost and the most
important thing is that it only takes less than a minute to be configured.

6SS Centaur® is a standalone application developed in order to provide an
automatic failover mechanism for both Milestone Management Server and SQL
Server including SQL Server Express without the need to use Windows Clustering
feature which requires advanced IT competency, a domain environment and
shared storage. It is fully integrated with Milestone System Event Server and Alarm
Manager in order to allow the operators to be notified once a physical server or
service goes down.



Centaur® Main Features

Seamless Management Server Failover
Seamless SQL Server Failover
Server status monitoring

Real-time data synchronization between primary and secondary servers
Automatic switching between primary and secondary servers with no data loss

No system downtime
Alarm generation in case of any failure on the main server

Fully integrated with Milestone Alarm Manager and Event

Server Does not require dedicated storage
Does not require advanced IT skills
Does not depend on proprietary clustering technologies

Does not require a dedicated server

Fast configuration and deployment



Getting Started

System Requirements

® Windows OS 8.1 or above
® Microsoft SQL Server Express, Standard or Enterprise edition

® Milestone XProtect Corporate, XProtect Expert, XProtect Professional+, or

XProtect Express+

® Centaur Application v1.1.8 or above

Quick Start

Read Best Practice section before installation.
Microsoft SQL Server Management Studio installed.
Named pipes and TCP/IP protocols must be enabled on first server (FAQ).

SQL Server and Windows Authentication mode allowed on both machines (FAQ).
Same Milestone XProtect product and version installed on both machines.

Run Centaur setup on the second server as mentioned in Centaur® Setup
section.

® Follow Milestone & Centaur® Configuration section.



System Introduction

6SS Centaur® is an application that groups two Milestone Management Servers, or
two SQL Servers into a virtual entity. It allows logical devices to work separately
from physical devices. The primary server and the secondary server will each have
its own physical IP address and they will be combined together to form a virtual
server with its own separate virtual IP address. All the Management Server entities
including the Event Server and the Alarm Manager in addition to the SQL Server
will be configured to use the Virtual IP Address in all system communications and
6SS Centaur® will make sure to forward the data to the primary server. Real-time
data replication and synchronization will assure that the secondary server will take
over in case the primary server goes down with no downtime or system
interruption. An alarm will be triggered in the Smart Client in case of a faulty server.
6SS Centaur® does not require a dedicated server, it can be installed on the
secondary server and thus reducing IT infrastructure cost.

The below figure describes the architecture of 6SS Centaur® functionality and its

related components.




Best Practice

Centaur best practice is to install it in a domain environment using domain
account with full administrator privileges and it's the same domain user used
when installing SQL Server and Milestone XProtect.

In case domain controller is not available, you need to make sure that SQL Server
is installed with local administrator and Milestone XProtect installed using network
service. Make sure to define a basic user on Milestone XProtect Management
Client and add it to administrator role directly after installing Milestone XProtect
on the first machine, and use this basic user whenever you need to log into
Milestone XProtect Management Client.

You will no longer be able to log into Milestone XProtect Management Client using
windows user, as when replication happens between two machines, windows user
cannot be seen by the other machine. This is not the case when using a domain,
as both machines belong to a domain controller and they are using the same
domain user.

Make sure when installing Centaur software that you are logged in with the same
user used to install Microsoft SQL Server.

Both machines should be identical in terms of time, date format, user privileges,
Microsoft SQL server version, SQL server instance name, and Milestone XProtect
version.



Centaur® Setup

Centaur-5e
tup.rmsi

First open the copied file received on the second server and double click to start
the installation. The setup wizard opens, click Next to continue.
ﬁ Centaur — X

Welcome to the Centaur Setup Wizard el

ol

The inztaller will quide you through the steps required to install Centaur on pour computer.

WARMIMG: Thiz computer program iz protected by copuright law and international treaties.
Unautharized duplication ar distributian af this prograrn, or any partion of it may result in zevere civil
or criminal penalties, and will be prosecuted to the maximum extent pozzible under the law.

< Back Cancel

The wizard will guide you through the installation steps from the default
installation folder to specifying the login credentials used to install Centaur service
till the installation completion of the application along with a shortcut created on
the desktop.

Make sure when you specify the username to enter “\your local user” if you are in
a workgroup, otherwise “your domain name\your domain user” if the machine
belongs to a domain name.

Centaur iz being installed,

Flease wait..

|
Password: | |
|

Confirm password:

Cance



Milestone & Centaur® Configuration

Milestone Configuration

Login to Milestone XProtect Management Client on the first server and navigate to
Tools > Registered Services.

@ Milestone XProtect Management Client 2020 R1
File Edit View Action |Tools | Help

H 9 | @ © B T Registered Services..
m“ﬂm ﬂ Effective Roles...
El“ FEDEARTORHQ - |

=H{1] Basics

E Options... Ctrl+ 0

From Add/Remove Registered Services windows, edit all the registered services to
reflect the virtual IP address (in this example 192.168.100.50 is the chosen virtual

IP).
Update as well the network URL to the virtual IP by clicking on the Network...
button.
Do the same above steps on the second machine.
Add/Remove Registered Services x
Service list:
Type Name URLs Trusted Description Ay | Add... |
Event Server Event Server http://152 168.100.50:22331/ fes Event Server Service | Edit |
Log Server Legacy log server hittp://152 168.100.50:22337/Legacy... fes The legacy log serverforh... Mo
Log Server Log server http /1592 168.100.50: 22337/ LogSer... fes The log serverforhandling ... Mo | Remove |
Repart Server Report Server http://152.168.100.50/Reporting/ fes Report Server registered by... Mo | |
Metwork...
| Close |
£ >




Centaur® Application

® Launch Centaur application from the shortcut created on the desktop.

Wirkual IP Configuration hodule Modes

19216301 192 168 15 111 Node 1 Bri ;
ljl Add 1592.168.15.110 Node 2 Secondary
Subnet Mask

255.255.255.0

Ethernet
Current Active Modes

192.168.15.110 Mode 2 Secondary Standby

50L Server Clustering

50L SERVER 1/ Instance Name 192.168.15.111 MESOLSERVER

SOL SERVER 2/ Instance Name 192.168.15.110 MESOLSERVER

Generate the requested license

C:\Centaur\6sslcs

® Start by generating the license needed by clicking the button Generate the
requested license and send the generated file saved on the desktop to 6SS
Team.

® Once you receive the activated license, make sure to paste it on the path
indicated by License Path, and close Centaur application.

® Reopen Centaur application, and start by defining virtual IP address for the
cluster and specify the relevant Subnet Mask and Network Interface Card
name using Virtual [P Configuration panel.



® C(lick Validate button to make sure that the chosen IP does not conflict with an
existing IP on the network.

‘Wirtual IP Configuration

19216815.150 | yalidate

Subnet Mask

® Next, specify in Module Nodes panel the IP address of Server 1 (in this example
192.168.100.36) and choose Primary as a type, click Add to submit. Then add the
IP address of Server 2 (192.168.100.37) with type Secondary and click Add
button.

Module Modes

Ijl Add 192.168.15.110 Mode 2 Secondary

® InSOL Server Clustering panel, specify SQL server instance name for each
server. In case it's a default instance enter MSSOLSERVER, otherwise enter the
named instance chosen when installing SQL Server. Make sure first that you
have enabled both SQL and Windows authentication mode on SQL server
level (check FAQ).

S0l Server Clustering

SCOL SERVER 1/ Instance Name 192.168.15.111 MSSQLSERVER

SOL SERVER 2/ Instance Name 152.168.15.110 MSSOLSERVER




® Inthe Current Active Nodes panel check the current state of the previously
defined nodes.
Right click on Node 1 and select UP with Cluster [P to assign the virtual IP
first to Node 1. Click Agree in the pop up windows to proceed.

Current Active Modes

T

UP with Cluster IP

192 168.15.110 MNode 2 Secondary DOWN Cluster [P
Wi [N LIUETE

Management Server Registration

After you have made sure that the virtual IP address is assigned to server 1, you
need to encrypt and register Milestone XProtect Management Server on primary
server and only register Milestone XProtect Management Server on secondary
server.

® For Milestone XProtect versions prior to 2020 R2, do the following steps:
Navigate to C:\ProgramData\Milestone\XProtect Management Server and
right-click > edit ServerConfig xml file

| [F] | = | XProtect Management Server - O X
Hame Share View [7]
- v 4 <« Local Disk (C:) » ProgramData » Milestone » XProtect Management Server » v O Search XProtect Management., @

el Name Date modified Type Size
3¢ Quick access
BackupFolder File folder
B Deskiop P
Logs File folder
" Deeionts Offline File folder
=/ Documents * [ idp.sec M SECFile 1KB
[=] Pictures + 2 ServerConfin XML Document 6 KB
IDP L] VideoOS.5e| Open DMP File 317,305 KB
2 Local Disk (C2) (S
XProtect Management Ser £ Scan with Windows Defender...
. Open with 5
XProtect Recording Server
Restore previous versions
[ This PC
= l, Send to >
-
Gitems 1 item selected 5.97 KB = EH=
Copy
Create shortcut
Delete
Rename

Properties



® Inthe opened file, search for IDP and replace the hostname by the virtual
IP. Do the same steps for RecorderConfig.xml located on
C:\ProgramData\Milestone\XProtect Recording Server.

| ServerConfig - Notepad — O
File Edit Format WView Help

<VMOCommunication>
<Serveriame>localhost</Serveriame:>
<Port:>80</Port:
<HttpsPort»>443</HttpsPort>»
< /MMOCommunication:
<Rules>
<!-- Accept a delay of up to 2008ms without correcting timestamp in ExecuteRulelctionsCommands -->
<MaxRulebctionExecutionCommandDelay>2888< /MaxRuleActionExecutionCommandDelay»
</Rules>
<ClientRegistrationld»>b3d3312d4-5981-47al-98ca-4dcaldedBbcBi</ClientRegistrationld>
<WeblpiConfig>»
<Port:>9088</Port:
<ServiceDiscoveryTimeout>18</ServiceDiscoveryTimeout>
<ServiceDiscoveryCheckInterval»2</ServiceDiscoveryCheckIntervals>»
<51leepBetweenRecorderReconnection>2</51eepBetweenRecorderReconnections

<AuthorizationServerUri>http://192.168.180.58/1DP</AuthorizationServerUris
<51leepBetweenGetCompleteConfigurationfReconnection»5</51eepBetweenGetCompleteConfigurationReconnection>
</HWebApiConfig>
<!--
RequestTimeout - Timeout in seconds to use when performing online activation.
Possible wvalue are integers between 38 and 6080.
Default is 368 (6 minutes).

® After this, you need to make sure to encrypt Milestone XProtect Management
Server. Skip the encryption step for the second server.

® Right click on Milestone XProtect Management Server service and
choose Change encryption settings... click OK

Start Management Server Service

Stop Management Server Service
Show status messages...

Change encryption settings...
Change license...

Restore configuration...
Select shared backup folder...
Update 50L address..

Help...

About...

Exit Management Server Manager



® Then register Milestone XProtect Recording Server by right click on the recording
service and choose Register ...

Start Recording Server Service

Stop Recording Server Service
Show Status Messages..,

Change Settings...
Register...

About...
Exit Recording Server Manager

® Update management server address to reflect the virtual IP as shown below
and click OK.

@ Register on the management server x

The recording server needs to be registered on the management server to enable
communication with the management server

Enter management server address:
W N 157 168 100 5080

0K | Cancel |

® Navigate now to C:\Program Files\Milestone\XProtect Management Server\lIS\IDP,
right click on appsettings and choose Edit.

| < | Ipp - O ES
Home Share WView o
- v 4 <« Program Files » Milestone » XProtect Management Server » [I5 » IDP v O Search IDP el
A

&=/ Pictures P Mame Date modified Type Size #
Iop | appsettings.development 9/29/20209:31 AM  JSON File 1KB
‘ia Local Disk (C:) | appsetting 9/28/I00012-A0B0  JSON File 1KB
AProtect Management Ser D AutcMapp Open Application extens.., 309 KB
XProtect Recording Server D IdentityMo Edit Application extens... 110KB
D IdentitySer Ea Scan with Windows Defender... Application extens... 578 KB
& This PC |:| IdentitySen Open with... Application extens.., T3 KE
I Deskivp [&] Microsoft.E Restore previous versions Application extens... 21 KB
_‘|::'| Documents D Microsoft.| Sendts N Application extens.., 233 KB
* Downloads E| Microsoft.B Application extens... 1,462 KB
J», Music El Microsoft.E Cut Application extens... 771 KB
[ — [] NLag.conf Copy CONFIG File 2KB
m Videos _D NLog.dll oo o onE Application extens... 640 KB
u MLog,Exter Delete Application extens.., 2TKB
i itocal Bek ) |:| MNLogWeb, Rename Application extens... 35KB
i DVD Drive (D:) S55_X64FRE [#] Remaotion. Application extens... 173 KB
¥ Network D System.Int Rroperies Application extens.., 246 KB
B v M_M.i] VideoOS.|dentityServer.deps 1/7/2020 1:36 PM JSON File 233 KB

21items 1 item selected 322 bytes




® Edit the JSON file to update the hostname to the virtual IP address for “Authority”
value.

| appsettings - Notepad — O x
File Edit Format View Help

i

"LogRequestResponse”: false,

"KeyRolloverSettings": 1
"ExpirationInDays": 1,
"DeleteExpirationInDays”: 3

¥

"IdentityProviderSettings": {
"Authority™: "http://192.168.168.58/IDP"

¥
"Logging": 1
"Loglevel™: {
"Default”: "Warning",
"Microsoft”: "Warning"
¥
¥

¥

® For Milestone XProtect 2020 R2 version and higher, follow these steps:
Right click on Management Server Service and choose Server Configurator...

Start Management Server Service

Stop Management Server Service
Show status messages...

Server Configurator..,
Change license...

Restorc configuration..,
Select shared backup folder...
Update 501 address...

Help...

About...

Exit Management Server Manager




@ C(lick Apply button shown on Encryption tab. Skip the encryption step for the
second server.

@ Milestone Server Configurator

Encryption

Encryption

Registering servers It is recommended to secure communication with encryption. Learn more

Server certificate
Applies to: management server, recording server, data collector

Encryption: Off C’

v

Select certificate...

Apply

® Navigate to Registering Servers node and change Management server
address to the chosen virtual IP address. Click Register button.

[l Milestone Server Configurator - =] X

Encryption = .
Registering servers

The servers running on this computer must be registered on the management

Registering servers 1gan
server to enable communication to the management server.

http://192.168.100.50/

Register




Centaur® Service

@ Start Centaur service by choosing Start Service from the system tray to scan
and synchronize both servers for replication.

Start Service

Stop Service

Restart Service

® After running the service and whenever the primary node goes down, the
secondary node will automatically take over.

® The services will switch back to the primary node whenever the first server is
up again.



FAQ
Frequently Asked Questions

How to allow SQL Server and Windows Authentication mode?

® Open SQL Server Management Studio and connect to the server. Right click

Connect...
I Security Disconnect
5 Server Objects Register...
Replication New Query

" PolyBase
 Management Activity Monitor
#] XEvent Profiler T
Stop
Pause
Resume

Restart

Policies 3

Facets

Start PowerShell
Azure Data Studio 3

Reports 3

Refresh

| Properties |

® Select Security node and choose SQL Server and Windows Authentication mode
option under Server authentication,

B Server Froperties - FEDERATORCHILD e O x
Selecta page HScriptvﬂHelp
F General
& Memory
& Procecasen e
- Server authentication
& Connections () Windows Authertication mode
& Database Settings
B Advanced (® 50L Server and Windows Authertication mode
& Pemissions

® SQL Server needs to be restarted in order to take effect. Right click again on SQL
server name and choose Restart.

=W =} Iocalhost (SOL Server 14.0.1000

Connect...
R Dofobecs Disconnect
I Security i
Server Objects Register...
Replication New Query
PolyBase
Management Activity Moniter
IZ] XEvent Profiler e
Stop
Pause
Resume
Policies »
Facets

Start PowerShell
Azure Data Studic »

Reports 3

Refresh

Properties



How to enable Named pipes and TCP/IP protocols?

® Go to Windows Start screen and navigate to Microsoft SOL Server folder and

click on SQL Server Configuration Manager.
. Microsoft SOL Server 2017

E—i SQL Server 2017 Configuration...

E S0L Server 2017 Error and Usag...

! 5QL Server 2017 Import and Exp...

. [ 5 S
SQL Server 2017 Installation Cen..

® Navigate to SQL Server Configuration Manager > SQL Server
Network Configuration > Protocols for <machine instance>

- O X

Sql Server Configuration Manager

File Action View Help

&= | 7| E6= H

‘@ SCL Server Configuratior Manager (Local) Protocol Name Status
B QL Server Senvices % Shared Memory  Enabled

_E_ 50L Server Network Configuration (32bit) : :
» 2 SQL Native Client 11.0 Configuration (32bit) ¥ Cle el
i " FTCP/IP Enabled

v _E_ SUL Server Metwork Configuration
B~ Protocols for MSSOLSERVER
5 .. SOL MNative Client 11.0 Configuration

® Double-click Named Pipes. The Named Pipes Properties screen
appears. From Enabled, select Yes. Then click OK.

Marmed Pipes Properties ? x
Protocol
Bl General
Enabled Mo -
Pipe Mame Whpipetsghquery
Enabled
Enable or disable Mamed Pipes protocol for this server instance
Cancel Apply Help




® From SQL Server Management Studio, restart the server instance.

=W =1 localhost (SQL Server 14.0.1000
Databases

Security ;
Server Objects Register...
Replication New Query
PolyBase
Management Activity Monitor
%] XEvent Profiler

Connect...,

Disconnect

EEEEEEE

Start
Stop
Pause

Resume

Restart

Policies 3

Facets

Start PowerShell
Azure Data Studio 3

Reports 3

Refresh
Properties

How to find SQL server instance name?

There's lot of ways to obtain SQL instance name.

Option 1:

Launch the SQL Server Configuration Manager.

Go to Start > Microsoft SQL Server > SQL Server Configuration Manager. Locate
the running MS SQL Server instance name (circled below in red). This is what you'll
need to enter in the record.

Sql Server Configuration Manager — O X
File Action View Help
e=|n|E4dE]

‘Q SQL Server Configuration Manager (Local) Protocol Mame Status
Bl SOL Server Services ] " Y % Shared Memery  Enabled
_E_ S0L Server Network Configuration (32bit) %~ Named Pipes Enabled
3 .- S0OL Mative Client 11.0 Configuration (32bit) = TCP/IP . Enabled
nable

v _E_ SCQL Server Network Copfiguration
EF Protecols fo @
> % SOL Mative Client 11.0ConTiguration




Option 2:

Launch windows Services app.

Go to Start and search for services. Locate the running SQL Server instance name
(circled below in red). This is what you'll need to enter in the record.

£ Services B o y
File Actien View Help
e |@E o= HE »eanp
G Servieas (L6Eal] &}’ = = '._» I SOL Server (MSSCLSERVER) Properties (Local Computer) X
SQL Server (MSSQLSERVER) Mame Gerersl LogOn Recovery Dependencies ~
-E;): Secondary Logon
i 2 Service name:
ﬁi::i::iie ‘&) Secure Socket Tunneling Protoco..,
Eﬁ: Hecerice \S:)? Security Accounts Manager Display name SQL Server (MSSGLSERVER)
S?: Sensor Data Service Desciription [Provides storage, processing and cortrolled sccess
‘£ Sensor Monitoring Service jof data, and rapid transaction processing.
Description: B . !
Provides stora rocessing and G Sensor Service )
ge. ] i _5& S Path to executable:
contiofedaccessot dalarand i © 18 _ "C:\Progrem Fies\Microsoft SQL Server\MSSQL14 MSSQLSERVER\MSS!
transaction processing. £ Shell Hardware Detection B
_&, Smart Card Startup type | Automatic g

é:)_; Smart Card Device Enumeration ...
3&:}; Smart Card Rernoval Policy

L€ SNMP Trap

-E{z Software Protection

»S‘L Special Administration Console ... Start ! S_l_:_xp_ | | I_’a_u_se_ 1 Resure
-E:l; Spot Verifier

ﬁf soL Serve

-f:!g SQL Server Agent (MS50LSERVER)
-éx;?; SCL Server Browser

LQ; SQL Server CEIP service (M550LS...
1501 Server VS5 Writer

1, SSDP Discovery _ Cancsl Foply

1€} State Repository Service Frovidesre.,  Running _ Manua Local Svste..

Service status: Running

You can specify the startt parameters that apply when you start the service
from here

Start parameters

Extended }( Standard ’J{

What user privileges are needed to install Centaur?

Before installing Centaur application, you need to make sure that the user used to
install SQL Server and Milestone XProtect product has full administrator privileges
and it's the same user logged in to the machine in order to install Centaur
software.

Privilege access might be needed while specifying IP Address for the primary
server in Centaur application, especially if you are in a workgroup environment
and you are using a local user.

Access to the path v\ R S\ Centaur is denied.



Reason: User Account Control (UAC) is turned on the servers.

Resolution: Turn off UAC on the second server via registry by changing

the DWORD "EnableLUA" from 1 to O

in "HKEY_LOCAL_MACHINE\SOFTWARE\Microsoft\Windows\CurrentVersion\policie
s\system".

& Registry Editor [- T
File Edt View Favortes Help
ai |, system ~ Marne Type Data ~
I UIP ab] (Default) REG_SZ {value not set)
PreviewHandlers 7l ConsentPrompt.. REG_DWORD CeeDODOODOD (0)
4 PropertySystem P8 ConsentPrompt... REG_DWORD OeeD0000003 (3)
b4 PushNetifications 4 DelayedDesktop... REG_DWORD D0000000 (0)
b-ii9 Rekabiity 4 disablecod REG_DWORD (00000000 (0)
b E‘"’"“’F"" %4 dontdisplaylastu.. REG_DWORD 00000001 (1)
F::Onct 25 EnableCursorbu.. REG_DWORD OuOOO0001 (1)
. SelfingSyrc ‘-’-'-'T EnablelnstallerD... REG_DWORD Dn0O000001 (1)
i B e #4)EnableLIA REG_DWORD 000000000 (0) | i
SharedDLLs e EnableSecurell... REG_DWORD Os00000001 (1) B
b Shell Extensiciis -“-':'T_Enahlel.llmuh... REG_DWORD Dec0DO00000 (0
b ShellCompatibility s EnableVirtualizat... REG_DWORD 00000001 (1)
'Shﬂ[g-!h'iieclb_jEEtDEhyLoad oo Filterddministra... REG_D'-'I'CIRD Cec0D000000 (0
" SideBySide ablegalnoticecapti.. REG_SZ
SMDER ab| legalnoticeten REG_SZ
b b SMI = /|| ®ELogonType REG_D'WORD 0000000 (0}
b Store ¥4 PrormptOnSecur.., REG_DWORD oDO000000 (0
StructuredCieny 14 scforceoption REG DWORD DreDO000000 (00
SysPrepTapi ¥ shutdewnwithe... REG_ DWORD CoeDO0O0000 (00
b SystemProtectedUserData 8 undeckwithoutl.. REG_DWORD 00000001 (1)
B Teleahony Y| et b a h et BES PUASER e, 1L e
< i ¥ £ [
Cormputer\HKEY_LOCAL_MACHINE\SOFTWAREMicrosoft\ Windews\ CurrentVersion\ policies\system

You will get a notification that a reboot is required. After the reboot, UAC is

disabled.

You must restart your computer to
turm on User Account Control




About 6SS

6SS was founded in 2013 with Headquarters in Minnesota, USA. 6SS
is a modern video surveillance and security systems company that
provides complete security solution that you need and deserve, from
Software to Hardware to Professional Services and Training.

All our products will integrate fully with the Milestone VMS. ¢

Any Questions?

Please reach out to us if you have
any question or inquiry
Email us at info@6ss.co

For more information visit:
www.Bss.co

Headquarters

7725 Bryant Ave N,

Brooklyn Park,

MN 55444 USA

Telephone: +1-651-233-0977
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