SECURE ~
[ LOGIQ

BEST PRACTICE
SERVER MAINTENANCE



MAINTENANCE L

- | LOGIQ

To ensure reliable operation it is highly recommended to implement a maintenance schedule. The
basic parameters that should be observed are as follows:

CLEANING

a. Power down machine

b. Disconnect all cables

c. Remove screws as shown below

d. Remove lid as shown below

e. Remove power supply modules as shown below

f. Use compressed air to blow out the dust paying particular attention to heatsinks and vents

fmaun

POWER
DUSTE!

REMOVES DUST, DIRT AND LINT
FROM ALL RARD-T0-CLEAN PUACES

Remember to drain any water build-up from your tank If using spray canister do not invert the can when
spraying
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WINDOWS UPDATES

By default the Windows updates are set to automatically download and install. Please note that
installing Windows updates requires a system restart which will make the system offline for a few
minutes. Should you wish to change the settings or setup a different schedule you can do so as
shown below,

DRIVER UPDATES

Should you wish to get the latest approved driver packs for your machine please contact

support@securelogig.com. Alternatively you can register and login to the partner portal area of our
website here www.securelogig.com

APPLICATION UPDATES

Please contact the software vendor directly for instructions on how to update your applications, However
you can always contact the friendly support team at Secure Logig who can point you in the right direction.

CREATE WINDOWS RESTORE POINT

a. Right click on Computer Icon on desktop or Start menu
b. Select Properties

C. Select System Protection

d. Select Create to create a new restore point

ﬁ;- Use system protection to undo unwanted system changes and
:}_w restore previous versions of files. ¥What is system protection?
Control Panel Home
Open System Restore
Manage . ‘You can undo system changes by reverting :
) @ DE"!” ce M ana g er your computer to @ previous restore point Sgen Deslors
Scan for viruses
% Check reputation in KSN 1 .
¥. Kaspersky Application Advisor l@' H.Em ote settin g 2 Frotection Settings
Available Drives Protection
Map network drive... .
: _ '@' System protection TS () o
Disconnect network drive... = NTFS 1) Off
&, Local Disk (C:) (System) On
- - :
Show on Desktop '@' Advanced systemn settings
eeeee Configure restore settings, manage disk space,
and delete restore points
Create a restore point right now for the drives that
have system protection tumed on. *

SAVING CONFIGURATION FILES FROM YOUR APPLICATION

Check with the software vendor on how to save configuration files for your application.
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VIEW EVENT LOGS

Below is how to access the event logs which may prove useful in diagnosing problems.

a.Go to Control Panel
b. Click System and Security
. View eventlogs

Documents

Pictures

Music

Computer

Control Panel

Devices and Printers

Default Programs

Help and Support

Adjust your computer’s settings

iy  System and Security
% Review your cokputer's status
Back up your computer
Find and fix problems

_ Network and Internet
ﬁi View network status and tasks
~&2, Choose homegroup and sharing options

; Hardware and Sound
= View devices and printers
Add a device

Connect to a projector
Adjust commonly used mobility settings

- Programs
h L Uninstall a program

@ £ &

Update
tic updating on or off | Check for updates | Viewi

tions
ery settings | Require a password when the computel
k the power buttons de | Change when the compute

d Restore
computer | Restore files from backup

Anytime Upgrade

tures with a new editicn of Windows 7

ative Tools
Epace | Defragment your hard drive
d format hard disk partitions '@"u‘iew event logs

tasks b
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