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KNOWLEDGE BASE ARTICLE

CONNECTING MILESTONE TO AN EDGEVIS SERVER

This article explains how to configure a Milestone system to connect to an EdgeVis server.

This is an updated article to support the latest Milestone XProtect Device Pack 9.6 and details on configuring different

versions of Milestone XProtect.
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Prerequisite Hardware and Minimum Software Versions

The minimum recommended PC specification for running Milestone XProtect with EdgeVis Integration is:

e Windows 7 64-bit.
e Intel 4" generation Core-i5 CPU.
e 8GBRAM.

The following minimum software versions are required:

e Digital Barriers EdgeVis Server 6.5.0

e Milestone XProtect

e Alicense file is required to use Milestone XProtect. Contact Milestone to obtain this or request a
trial license from their website.

e Milestone XProtect Device Pack 9.6

About Milestone versions

Essential, Express, Professional, Expert & Corporate are the current versions of Milestone XProtect. Not all features
may be available on all Milestone products.

Milestone Enterprise is no longer developed by Milestone and has been discontinued.

The process to add cameras to Milestone Enterprise & Professional is not the same as the other versions of XProtect.
This process is explained in its own section of this article.

Installing or Upgrading an EdgeVis Server

Refer to the EdgeVis Server — Quick Start Guide for instructions on how to install or upgrade an EdgeVis Server. The
guide is available on the TVI Support site https://tvi-support.digitalbarriers.com/live/documentation/

The latest Digital Barriers software is available from https://tvi-support.digitalbarriers.com/live/

Installing Milestone XProtect and XProtect Device Pack

Refer to the Milestone software instructions for your installation. Milestone XProtect software and the latest device
packs can be downloaded from https://www.milestonesys.com/

Refer to the Milestone Release notes to check if the latest device pack is compatible with your version of Milestone.
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Adding an EdgeVis Encoder to Milestone XProtect
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(All versions except XProtect Enterprise & Professional)

1. Open the XProtect Management Client

2. Under the Site Navigation panel on the left of the screen, select Servers then select Recording Servers.

- Microphones

Site Nawvigation ~ B X ||Recording Server
B--U DESKTOP-CDDBSRJO- (11.13) A B--:ﬁ] Recording Servers
= E Basics =H]
""" E License Information : gl Collapse ho.net)
i
. g rri;: 'g{f;f::;“;'; . 93 o [y Add Hardware.. N clen P
: [H-{I= Dig Move Hardware... 0.125)
- i) Axis One-click Camera Connection () Dig
D G Servers Delete All Hardware
@ Hecon e Rename Recording Server F2
ﬂ Failover Servers _
..... ﬁ Mobile Servers @ Remove Recording Server
& % Devices E Refresh F5

3. Rightclick on a recording server and select Add Hardware.

4. Select Manual for the Hardware detection method then press Next.

m

The Open

Add Hardware

Add Hardware

This wizard helps you detect and set up hardware.

Hardware detection method:
() Express (recommended)

Automatically detects hardware on the recording server's local network

(O Address range scanning

Scans defined network address ranges and detects hardware models

(® Manual

(O Remote connect hardwars

Platform Company

L\\)Detects hardware models for manually entered |P addresses and host names

e Add hardware connected via a remote connect server

Help
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5. Addthe EdgeVis server user credentials. Create a milestone specific user on the EdgeVis server that has access
to the encoders.

Add Hardware O *

Specify user name and password if devices are not using the default ones.

Include  User Name Password | Add |
[ |{Factory Defautt) sessssse
[0 | Administrator sessssse

6. Pressthe Clear All button on the driver select page.

7. Scroll down; select other, then select DigitalBarriersTVIDecoder. Press Next.

Add Hardware O *

_IS_ILeIechdli!:I_l drivers to use wh ing for hardh

] 1. the slower t

~[[] Convex CNB No PTZ Series
- [] Convex CND PTZ Series
~[[] Dahua DH-SDE582-HN

~[] Darim Visicn PVE400

¥4 Digital Barriers TVIDecoder

~[] DirectShowDriver

~[] ElsagDatamat Visip2 Encoder

~[] Ernitec SX PTZ Series

~[] Ernitec SX Series

~[] Ernitec Viega SX Series

~[] Etrovision EVxx5x camera

~[] BtrovisionEV B PTZ Series

~[] EtrovisionEVBxooe Transparent PTZ Series
+[] GE CamPlus 2 IP Series

~[[] Grandeye Halocam

Help <Back | [ Next > || Cancel
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8. Specify the details of the EdgeVis Encoder in the address field in this format:
encoder.server
e.g., to add an encoder called “camera-1" on server “my.server.com”, you would enter:
camera-1.my.server.com
With a full stop (. ) between encoder name and server name.
Note: Encoder names can only have A-Z, a-z, 0-g and — (dash) in their name. Underscores ( _) are not supported

in Milestone XProtect)
Ensure the user credentials entered in step 5 have permission to access the encoder account.

Add Hardware O *
Enter information for hardware you want to add.
Optionally, select driver type to speed up detection.
Address Port Hardware mode! Add
v encoder? my server.net a0 Cigital Bamiers TVIDecoder R
Help < Back Mext = Cancel

9. Setthe Hardware Driver to DigitalBarriersTVIDecoder. Leave the port setting as 8o. Then press Next.

10. Milestone XProtect will attempt to connect to the EdgeVis Server. The encoder is added if the status displays
Success. Common reasons for failure are:

o Incorrect username and password specified. Go back to the username and password entries and
ensure a valid login is specified for the EdgeVis Server.

o The EdgeVis Server is not accessible. Check that the EdgeVis Server is running and verify that you can
access the server from the same PC by using EdgeVis Server Web Manager.

o The EdgeVis Server version needs to be at least 6.5.0. Milestone XProtect will not connect to any
earlier Server versions.

o The Encoder name and server name has been entered in the correct format of encoder-name.server-
name
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11. If the connection to the EdgeVis Server was successful, then press Next until the templates page is shown.

Add Hardware O *

Hardware and cameras are enabled per default Manually enable additional devices to be used.
Thehardware and its devices will be assigned auto-generated names. Altematively. enter names manually.

Hardware name template: Device name template:
| Default ~ | | Default w
Hardware to Add Enabled Name
DigitalBamiers TVIDecoder - bodyZ beta evdemo net

% Hardware: DigitalBamiers TVIDecoder (body2 beta evdemo net)
== Camera port 1: Digital Bamers TVIDecoder (body2 beta evdemo net) - Camera 1
& Microphone port 1: DigitalBamiers TVIDecoder (body2 beta evdema net) - Microphone 1
oo Input port 1: DigitalBamiers TVIDecoder (body? beta evdemo net) - Input 1
o Input port 2: Digital Bamers TWIDecoder (body?2 beta evdemo net) - Input 2
o Input port 3: Digital Bamiers TWIDecoder (body2 beta evdemo net) - Input 3
o Input port 4: Digital Bamiers TVIDecoder (body2 beta.evdemo net) - Input 4
e Input port 5: Digital Bamiers TVIDecoder (body2 beta.evdemo net) - Input 5

Enable the hardware elements to add to Milestone. Audio and trigger inputs can be enabled here if required

12. Add the hardware to groups as set-up on your milestone system. If not required then add the hardware elements

to the default groups.
Add Hardware O X
Selecta defaultgroup for all devices types.
Alternatively. select dex for h devi
Select Group X
Default camera group: Broup
| No group | -8 Cameras
e
Default microphone group Sroup |V
| No group sel i |
Default speaker group: g |V
| Mo group |
Broup w
Default lata group:
~
| Mo group | =r
Eroup w
Default input group: hroup =
| No group sel 1 | e -
Default output group: ') 53 I oK | | Cancel |
| Mo group sel i |
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13. Press Finish to complete the setup. The EdgeVis Encoder is listed under the Recording Server.
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€ Milestone XProtect Management Client 2017 R1

File Edit View Action Tools Help

H 9 @ ® g Acion-

Site Navigation -1 x

Recording Server

=+ Basics
|&l License Information
[Z] Site Information
=+{y Remote Connect Services
{4 Auis One-click Camera Connection
= [ Servers
1) Recording Servers
£ Failover Servers
1 Mobile Servers
(=P Devices
B Cameras
# Microphones
@ Speskers
@ Metadata
o Input
¢ Output
=53 Client
Smart Wall
View Groups
£2 Smart Client Profiles
£ Management Client Profiles
Matrix
=B Rules and Events
(] Rules
@) Time Profiles
Notification Profiles
®] User-defined Events
¥ Analytics Events
Generic Events
=reffl Security
P Roles
8 Basic Users
=@ System Dashboard
[] Current Tasks
@ System Monitor
% System Monitor Threshalds

(=@ DESKTOP-CDD5RJO - (11.1a) ~

=g Recording Servers
=6

(=) DigitalBarriersT¥|Decoder (alarms-test beta.evdemo.net)
[ DigitalBarriers TvIDecoger (body1.beta.evdemo.net)
(=) DigitalBarriers TVIDecoger (body2 beta.evdemo.net)
[ DigitalBarriersTVIDecoder (1p250_linux_8 beta evdemo.net)
(=) DigitalBarriersTVIDecoder (ip450_linux_1.192.168.0.128)
[ DigitalBarriers TvIDecoger (sdk3 beta.evdemo.net)

Properties

Recording server information
Name:
DESKTOP-CDDSRI0

Description

Hast name:
DESKTOP-CDDSRI0

Local web server address
hitp:/ldesktop-cdd5ri0 7563/

‘Web server address:

Time zone:

(UTC+00:00) Dublin. Edinburgh. Lisbon. London
Platform:

B4-bit

€ info [J Storage § Failover b Multicast 5 Network

Site Navigation | Federated Site Hierarchy

Preview

Live: 512x288 61KB

DigitalBamiersTVIDacodar (alamms-ta_ D»gna\Bamer—W\Deocdathdﬂ be_ DigitsBamiersTVIDacodar {body2.be . DigialBarmiarsTV|Dacoder (ip250_fin_ D

> B X

Decodar (zdk3 bat_

Decodar (ip450_lin_. Di

14. Additional encoders can be added by repeating these steps

e The preview window at the bottom of the screen will show thumbnails of all the cameras that are online.

e Ifthe EdgeVis Encoder has an audio input, has audio enabled and audio streaming has been enabled on the
EdgeVis Server then the audio can be received in by enabling the relevant Microphone input. Audio cannot be
played in Milestone XProtect Management Client. It will only play in Milestone XProtect Smart Client.

e Theicon next to each camera in the list shows its current state:

o Yellow warning sign: Camera is offline.

o Green play sign: Camera is online and streaming.

o Red square sign: Camera is recording.
e PTZis enabled on all cameras by default. There are no settings within Milestone XProtect Management Client

for this.

e Camerarecording state can be changed by selecting the camera then selecting the Record tab on the
Properties window on the right of the screen.
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Adding an EdgeVis Encoder to Milestone XProtect
Enterprise & Professional

The procedure for adding an encoder to Milestone XProtect Enterprise and Professional is different.

There is a known issue adding encoders where the EdgeVis server can only be accessed by a domain name and not by
IP Address. There is a simple workaround detailed below.

1. From the Milestone management application, right-click on Hardware Devices and select Add New Hardware
Device

@ XProtect Enterprise 2013 Management Application

File Semvices Wizards Options Help

ct HlvaE e @

=-H]J Surveillance Server
i, Getting started
-4 Advanced Configuration
- () Hardware P e
<@ Add New Hardware Dpyice k

(& Hardw
(=) Hardw,

i Hordu 9 Delete All Hardware
=B Cameras and Storage Information

P Microphones
Events and Output Hardware Device Name License tigeo , Hoensed Speaker  MCTonhone sdress

~(&) Scheduling and Archiving
] Matrix Hardware Device 1 Licensed 1 1 0 1 AERIAL-|uk evdema.net @ B0 WindowsEncoder
Logs Hardware Device 2 Licensed 1 1 0 1 glasgow-caml uk evdemonet @S 80 C300

= gﬂ't‘tﬁ “‘at‘m Harcware Device 4 Licensed 1 1 [} 1 Bodyworn-London uk evdemanet ¢ 80  WindowsEncoder
entra
- % Access Control
Server Access
Master/Slave

Users
Services

lware Device Summary:

Wwhe/  Port Device Driver

Servers

@ Alarms

% MIP Plug-ins

2. Select Manually Specify the hardware to add

Add Hardware x

How do you want to add new hardware?

Scan for hardware

XProtect will scan your network for available hardware. You can extend the scan to include
other networks. When the scan is complete, select which hardware you want to add.

Manually specify the hardware to add

Use this option if you know the IP addresses of the hardware you want to add. You can either
type the IP addresses manually or import them from a comma-separated values (CSV) file
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3. Enterthe address of the camera.
Use the format

encoder.server

e.g., to add an encoder called “camera-1" on server "my.server.com”, you would enter:

camera-1.my.server.com
With a full stop (. ) between encoder name and server name.

Note: Encoder names can only have A-Z, a-z, 0-g and — (dash) in their name. Underscores ( _) are not supported in
Milestone XProtect)

If the EdgeVis server is only accessible with an IP Address and not by a domain name then a domain name
must be assigned locally for the server. Refer to the Confiquring XProtect Enterprise & Professional with IP
Address for more details.

Enter the details as follows
IP Address: Camera-1.my.server.com
Port: Is not required. Leave set to 80
User Name: An account on the EdgeVis server that has access to the encoder.
Password: The password of the account

Driver: From the dropdown select DigitalBarriersTVIDecoder

Add Hardware x

Type IP addresses

Type the IP addresses of the hardware you want to add to your system ar import the information from a comma separated values (C5V)
file. You can speed up the scanning process by selecting the manufacturer(s) of the devices you want to add.

IP Address Port User Name Password Driver

LdiTErd= LI I:,-'btl v

erlocal &0 | myuser sssnenee DigitalBarriersTVIDecor ~
IP Address 50| <default> Auto-detect i
Import C5V file...

Previous | | Mext | | Cancel

Select Next — the EdgeVis Encoder is now be added to the system
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Note: If the EdgeVis encoder is not enabled for audio, it must be disabled within Milestone. Select the Hardware
device, then Microphone. Un-tick the enabled box.

@ XProtect Enterprise 2013 Management Application
File Serices Wizards Options Help

ctdvaE @@

& HJ Surveillance Server
i Getting started
=-[1] AdvancedConfiguration
i e
(@ Hardware Devices
() Hardware Device 1

() Harduare Device 2

5[ Herdware Device 4 Microphone Settings Summary:
o Camerz 4

< Cameras and Storage Information Enabled Microphone Name Recording Mode

P Microphones O Microphone 4 Mways
Events and Output
Scheduling and Archiving
Matrix
Logs

14 Notifications
Central

E Access Contral
Server Access
Master/Slave
Users
Services

Servers
Alsrms
&} MIPPlug-ins
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Configuring XProtect Enterprise and Professional with IP address

Milestone XProtect Enterprise and Professional does not accept an EdgeVis server that is only accessible using an IP
address. To resolve this issue, add the EdgeVis server to the windows hosts file.

1. Add the server to the hosts file
On the Milestone recording server, open the Windows hosts file from the following location.
C:\Windows\System32\drivers\etc\

Open the file with an application running with Administrator privileges.

To configure an EdgeVis server with an IP address of 192.168.0.63, add the following to the file:
192.168.0.63 my.server.local

Note: You only have to add the server once.

Use a domain name that is not in currently in use

Below is the sample hosts file in Windows. Once edited, Save the file.

# Copyright (c) 1993-2009 Microsoft Corp.

#

# This is a sample HOSTS file used by Microsoft TCP/IP for Windows.

#

# This file contains the mappings of IP addresses to host names. Each

# entry should be kept on an individual line. The IP address should

# be placed in the first column followed by the corresponding host name.

# The IP address and the host name should be separated by at least one

# space.

#

# Additionally, comments (such as these) may be inserted on individual

# lines or following the machine name denoted by a '#' symbol.

#

# For example:

#

# 102.54.94.97 rhino.acme.com # source server

# 38.25.63.10 X.acme.com # x client host
192.168.0.63 my.server.local

# localhost name resolution is handled within DNS itself.

# 127.0.0.1 localhost

# i1 localhost
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2. Test the hosts file
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To test the host file has been configured correctly, from the Milestone recording server attempt to ping the new
domain name you have created

ping my.server.local

Pinging my.

Reply from
Reply from
Reply from
Reply from

The domain name should resolve to the IP address

server.local

192
192
192
192

.168.

.168
.168
.168

0.

.0.
.0.
.0.

63:
63:
63:
63:

[192.168.0.63] with 32 bytes of data:

bytes=32 time<lms
bytes=32 time<lms
bytes=32 time<lms
bytes=32 time<lms

3. Addthe encoder to the system

TTL=128
TTL=128
TTL=128
TTL=128

Using the procedure above, add the encoder as you normally would.

In the example above, to add Camera-1 to a server with IP Address 192.168.0.63

Add the IP Address to the hosts file as follows

192.168.063

Add the encoder as:

ISSUED: 18 APRIL 2018
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Configuring capture codec

New in Milestone XProtect Device Pack 9.6

EDGEVIS Live
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The recording codec used by Milestone (for EdgeVis encoders) is now configurable between JPEG and H.264. This can
be configured within the management client. H.264 will use considerably less disk space than JPEG but may have a
slightly higher CPU requirement depending on frame size and the complexity of the video scene

Settings

From the management client, open the Recording server. Expand the EdgeVis encoder and select the camera. Open

the Settings to access the available settings.

& g

File Edit View Action Tools Help
H9 g=*i

Site Navigation -

x

Recording Server

~ 1 ||Properties

<

EH{I]} Basics
| License Information
Site Information
=5y Remote Connect Servic
(%3 Axis One-click Cam
= Servers
1)) Recording Servers
‘%] Failover Servers
W] Mobile Servers
TP Devices
b Cameras
& Microphones
@ Speakers
¥ Metedata
oo Input
() Output
nt
Smart Wall
B3 View Groups
£2 Smart Client Profile
$2 Management Client
I3 Matrize
=-[3 Rules and Events
[E] Rules
Time Profiles
[ Motification Profiles
R User-defined Event
® Analytics Events
Y Generic Events
=reffl Security
T4 Roles

£ Basic Users

>

) |G DESKTOP-LASPKPD - (12

v

£XIS Q7404 Video Encoder (192,168.0.136)
{2 Conon VB-H41 (152.166.0.32)
1) DigitalBarriers TVIDecoder (glasgow-cam 1 uk evdemo.net)

i1 Digital Barriers TVIDecoder (glasgow-cam 1.uk.evdemo.net) - Camera 1

v  General
Active camera

A, DigitalBarriers TVIDecoder (glasgow-cam1.uk evdemo.net) - Microphone 1 v Video stream 1
g DigitalBarriers TVIDecoder (glasgow-cam1.uk.evdemo.nef) - Input 1 Codec

g DigitalBarriers TVIDecoder (glasgow-cam1.uk evdemo.nef) - Input 2
g DigitalBarriers TViDecoder (glasgow-cam1.uk.evdeme.nef) - Input 3
g DigitalBarriers TVIDecoder (glasgow-cam1.uk evdemo.net) - Input 4
o‘g DigitalBarriers TVIDecoder (glasgow-cam1.uk.evdemo.net) - Input 5
g DigitalBarriers TVIDecoder (glasgow-cam1.uk evdemo.net) - Input 6

Frame height
Frames per second

Maximum bit rate (kbit/s)

o'p DigitalBarriers TViDecoder (glasgow-cam1.uk.evdemo.net) - Input 7 Quality

g DigitalBarriers TVIDecoder (glasgow-cam1.uk.evdeme.net) - Input &
() DigitalBarriers TVIDecoder (ip250_linux_1 bets.evdemo.net)
= DigitalBarriersTVIDecoder (ip450_gla.uk.evdemo.net)

% DigitalBarriers TVIDecoder (ip450_gla.uk evdemo.net] - Camera 1
# DigitalBarriersTVIDecoder (ip450_gla.uk.evdeme.net) - Microphone 1
g DigitalBarriers TVIDecoder (ip450_als.uk evdemo.net] - Input 1

o DigitalBarriers TVIDecoder (ip450_gla.uk.evdema.net) - Input 2

- Input 3

- Input 4

- Input 5

- Input &

- Input 7

- Input &

g DigitalBarriers TVIDecoder (ip450_gla uk evdemo net)
o‘g DigitalBarriers TVIDecoder (ip450_gla.uk.evdemo.net]
g DigitalBarriers TVIDecoder (ip450_gla uk evdemo net]
o‘g DigitalBarriers TVIDecoder (ip450_gla.uk.evdemo.net]
g DigitalBarriers TVIDecoder (ip450_gla.uk evdemo.net]
g DigitslBarriers TVIDecoder (ip450_gla.uk svdemo.net

Max frames between keyframes
Max frames between keyframes mode

2

H.264

0

30

3

Default {determined by driver)
1000

100

v | @ info &3 Settings [ Sreams @ Record 2 Motion +1» Presets ¥ Patrolling ¥ ¢ |3

- 1

Site Navigation Federated Site Hier

Preview

DigialBamersTVIDecoder (glesgou-cam uk evdemo net.

- X
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General
Active camera
Video stream 1

Codec

Frame height

Frames per second

Max frames between keyframes

Max frames between keyframes mode
Maximum bit rate (bits)

Cuality

H.264

1]

30

a0

Default (determined by driver)
1000

100
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JPEG H.264
Frame Height Set to o for the frame size to match incoming EdgeVis encoder frame size.
Any other value and incoming image will be scaled up/down to match
Frames per second Maximum frame rate. Frame rate will not exceed incoming frame rate
Maximum frames between Not used Set to ‘custom’ to use the value set below
keyframes mode
Maximum frames between Not used If keyframe mode if set to custom this will
keyframes be the maximum number of frames
between keyframes. Default is 30
Maximum bit rate Not used Maximum bitrate of recording
Quality Set from 5 to 100 Not Used
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Configuring triggers and Rules

Added in Milestone XProtect Device Pack 9.2, additional events added in version 9.5

Triggers and events from EdgeVis encoders can be configured to trigger rules in a Milestone system.

Adding hardware events

Add the Events to the hardware device

Select the device
. Ontheright hand pane select ‘Events’
3. Click*ADD’

Recording Server ~ 1 ||Properties -1
=]} Recording Servers
=B DESKTOP-CDD5RJD Configured events

() DigitalBarriersTVDecoder (alarms-test beta evdemo.net)
igitelBarrie

—ofp DigitalBarriers TVIDecoder (body1.bets.evdemo nef) - Input 1
—ofp DigitalBarriers TVIDecoder (body1.bets.evdemo nef] - Input 2

—ofp DigitalBarriers TVIDecoder (body1.bets.evdemo nef) - Input 3
—ofp DigitalBarriers TVIDecoder (body 1 bets.evdemo nef) - Input 4
“ofp DigitalBarriersTV|Decoder (body1.beta.cvdemo.net) - Input 5
(=) DigitalBarriersTVIDecoder (body2 beta.evdema.net)

= DigitelBarmiersTVIDecoder (ip250_linux_8.beta.evdema.net)
(=) DigitalBarriersTVIDecoder (ip450_linux_1.182.162.0.128)

{3 DigitslBarriers TVIDecoder (sdk3 beta evdema net)

i Streams @ Record 2% Motion +3+ Presets §¥ Patrolli

¥ Client B Privacy Mask (€ %

Select Driver Event *

4.  Pick the event to add to the hardware device

Face Appearing
Face Detected Start

Linked Event Rising

' Low Battery Qutput Start

1 Object Presence

' Object Stopping

' Recordings Available Event
I 5D Card Event

' Temperature Above Range

' Temperature Below Range

¢ Tripwire

' Trouble Qutput Start

1 Trouble Output Stop

I Video Loss

' Video Loss Stopped

5. Once all the device events are added, click the ‘Save’ icon on
the menu.
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Adding input events

Add the trigger Events to the Input device
1. Enable the input to be configured by right-clicking on it.

site Nawvigation ~ 1 X lIRecording Server -~ 1
B--a DESKTOP-CDDERJ0 - (11.18) ~ il & ;:ﬁ Recording Servers

BD Basics E}H] DESKTOP-CDDSRJD

: ez DigitalBarriers TVIDecoder (alarms-test beta evdemo.net)
DigitalBarriers TVIDecoder (body 1 beta.evdemo.net)
C?ap DigitalBarriers TVIDecoder (body1 beta.evdemo.net) - Camera 1
& DigitalBarriers TVIDecoder (body1 beta.evdemo.net) - Microphone 1

E License Information
B Site Information
} Remote Connect Services
|5 Axis One-click Camera Connection
E}--D Servers
Hi]) Recording Servers
ﬂ Failover Servers
ﬂ Mobile Servers

Imao.net) - Input 2
[mo.net) - Input 3
Imo.net) - Input 4
Imo.net) - Input 5

-0 Devices E net)
.2 Cameras - DlgltalBarrlersTVIDeooder (|p250 I|nux 2 beta.evdemo.net)
. [#-{E2) DigitalBarriers TVIDecoder (ip450_linuwe_1.152.168.0.125)
g ;"c"’k"h""es () DigitalBarriers TVIDecoder (k3 beta.evdemo.net)
peakers

* Metadata

1

On the right hand pane select ‘Events
Click *ADD’

Add the Input Rising event on the ‘Events Tab’

Once added, the events can be previewed as shown below by activating the input on the device. Note that the
preview may only activate on the first trigger and may not show subsequent triggers. This is normal.

VW

Recarding Server
E-@ Recording Servers
= E| DESKTOP-AHSVNTE
A5 (7404 Video Encoder [192.168.0.27)
--@ DigitalBariersTVIDecader [badwwarrlondon uk_evdema. net)
(2 DigtaBaniersTVIDecoder [cameral. 192,168 50.140]
"\')p D\g\la\EamersTVlDecudsr [camsra‘\ 132.168.50.140) - Eamsra 1

I1.192.768. SD.NU]—
[1.192.168.50.140) - Input 3
[1.192.168.50.140) - Input 4
1.192.168.50.140) - Input §
1.192.168.50.140) - Input &

(9 D\g\la\EamersT\f’lDecoder [camera1 192.168.50.140] - Input 7 Properties
dg DigitalB arriersTVIDecader [cameral. 192.168.50.140] - Input 8
(&2 DigitalBamiersTVIDecoder [camera2. 192.168.50.140) Configured events:

(=) DigitalBaniersTVIDecoder (gloucester-vehicle, uk.evdemo. net)

e )|
R —

e 10:10:23 fetivated

Digital Baniers T¥lDecoder [cameral.192.168.50.140 - Input 1
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Supported Events

Milestone support the following EdgeVis encoder events

EDGEVIS Live

Powered by TVI

EdgeVis encoder event

Milestone Event name

Notes

Low Battery

Low Battery output event

High temperature

Temperature above range

Low temperature Temperature below range

Camera disconnected Video Loss Triggered when a camera is
disconnected from an encoder

Camera connected Video Loss Stopped Triggered when a camera is

connected to an encoder

Trigger input changed*

Input rising event

Triggered when an input is
activated on an encoder

Alarm rule triggered on the encoder

Linked Event Rising

Triggered when any alarm rule
set-up on the encoder has
triggered

Safezone 2D object detected

Object Presence

Safezone 2D object detection
finished

Object Stopping

Triggered when the SafeZone 2d
analytics running on the encoder
trigger.

Encoder disk is nearly full

SD Card Event

Triggered when the disk nearly full
threshold hit on the encoder.

RDC event has been triggered Tripwire Triggered when any RDC event is
triggered on the encoder
Face Appearing Future use
Face Detected Start Future use
Recordings Available Event Future use

Note*: Not all events are available on all models of EdgeVis Encoders
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Adding an Alarm Definition in Milestone

EDGEVIS Live

Powered by TVI

The supported events can be used as trigger sources for alarms in Milestone. Alarms, when triggered, will appear in
Milestone Smart Client. These steps use a Trigger input changed event as an example of how to create an alarm
definition:

1.

2.

From the Site Navigation, Select Alarms, then select Alarm Definitions.

Tranzachon definitions

ﬂ Sound Settings

Collapse

w @ ||Alam Definitions -

M eddNew..  Culi

2 Refresh F5

Right click Alarm Definitions and select Add New...

Set the Name of the alarm definition.

Set the Triggering event to External Events

Properties

Alarm definition

Enable:
Name:

Instructions:

Trigger

Triggering event:

Sources:
Activation periad
@® Time profile:

O Event based

@mera 1lnpult Trigger Y

External Events

Access Control Event Categaries
Analytics Events

Hardware Events
MIPSDK Sensor Monitar
Recording Server Events
System Events

System Mornitor Events
Transaction events

Under Trigger Sources press the Select button.

ources: [DitelB sriersTVID ecode (camers1182.168.50 140) - Input 1

Select Sources

Type filter Al

<

Groups  Senvers Selected

o5 DigitalBarriersTviDecader (aodywarn-london uk evdemo.net - A
o5 DigitalBarriersTVIDecader (aodywarn-london.uk evderno.nep) -
s DigitalBariersTVIDecader (aodyworn-Iondon.uk eviemo net) -
fo DigitalBarriersTVIDe cader (a0 tywith-Iondon.uk everno net) -
o DigitalBarriersTVIDe coder (aodyworn-london.uk evderno.net) -
o DigitalBaniersTViDecoder {bog: landon. ukevdemo.ned -
g [ —
-ofo DigitalBarriers TVIDecoder (cameral 192.166.50.140) - Input 2
ofo DigitalBarriersTviDecoder (cameral 192.168.50.140) - Input 3

o5 DigitalBarriersTviDecoder (cameral 192.168.50.140) - Input 4
[ o5 DigitalBariersTviDecoder (cameral 192.168.50.140) - Input§
o DigitalBarriersTVIDe coder (carmeral 192.168.50.140) - Input 6
o DigitalBarriersTVIDecoder (ameral 192.168.50.1 41) - Input 7
o DigitalBarriersTViDecoder (cameral 192158504 40) - Input 8
fa DigitalBarersTVIDecader (camera2.192.168.50.148) - Input1
ofo DigitalBarriersTVIDecoder (sameraz.192.168.50.140) - Input 2
-ofo DigitalBarriersTvIDecoder (cameraz.192.166.50.140) - Input 3
ofo DigitalBarriersTvIDecoder (cameraZ.192.168.50.140) - Input 4
o5 DigitalBarriersTviDecoder (cameraZ.192.168.50.141) - Input &
s DigitalBarriersTviDecader (:amera2.192.168.50.140) - Input6

< >

Cancel

CJ[sseet |

[ 1

Select,

1

Select,

Select,

Select the Servers tab then find the Input event for the Camera. Select the input and press Add. Then press

OK.

Under Related cameras press the Select button.

Other

Related cameras: < [DighaBaniersTVIDecoder (cameral 192.168.50.140) - Camera 1

Related map:
Il alam avwner:

Iniil alaim pricrty: High
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8.

9.

EDGEVIS Live

Powered by TVI

Select the Servers tab then find the Camera that should be associated with the event. Select the camera and

press Add. Then press OK.

L LU [ L | D2, 100 U0, 14U - I |

Select Related Carneras

Groups  Servers

IP-AHEWVNTE

KTOP-AHAVMNTE

XIS Q7404 Video Encoder (1832 168.0.27) - Camera 1
ligitalBarrier: Lo ewdprmg net - Car

Eroder

ligitalBarders Ty eTa2: 5 A “Camera 1
ligitalBarriersTVIDecoder (glouce ster-vehicle.uk.evdema.net) - Ca

Selected:

Save the changes using the Save 'H button on the top left menu bar.

10. Testthat the alarm is not listed in Milestone Smart Client when the input event is triggered.

& Milestone XProtect Smart Client
Playback Sequence Explorer Alarm Manager §
0> New View (1+ 1) - »

™ DigitalBarriersTVIDecoder (camera1.192.168.50.140) - Camera 1

Quick Filters Alarms  No filter v

Y New (1) = Time

Priority Level State Level  State Name

Y In progress (0)
Y On hold (0)
Y Closed (19)

Servers

DESKTOP-AH5VNT6
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Adding a Rule to Milestone

Supported events can be added to a Rule in Milestone to enable more complex alarm processing rules. For example, a
rule could be set up to, on event trigger, send an email notification and display the video stream on the Milestone
video wall.

1.  From the site navigation, select Rules.
2. Rightclick and pick ‘Add Rule’

Site Navigation + 1 x JRules -7
1§ DESKTOP-CDDBRJ0- (11.12) ~N=E
=+{L} Basics - Default Goto Preset when PTZ is done Rule
E License Information Default Record on Bookmark Rule
Site Information Default Record on Motion Rule
55 Remote Connect Services Default Record on Reguest Rule
: _ i . Default Start Audio Feed Rule
5% Aods One-click Camera Connection Default Start Feed Rule
=) Servers Default Start Metadata Feed Rule
ﬂ:ﬂ Recording Servers MNew Rule 001
ﬂ Failover Servers New Rule 002
-4 Mabile Servers New Rule 002
[_3@: Devices New Rule 004
- Cameras
¢ Microphones | I Collapse
0 Speakers
? Metadats Ctrl+N
~ale Input Edit Rule...
) Outout Delete Rule Del
=L Client
[ Smart Wil Rename Rule F2
~ g View Groups opy Rule..
B3 View G Copy Rul
E Smart Client Profiles Validate Rule
ﬁ Management Client Profiles
@ Matrix Validate All Rules
E—}ﬁ ules and Events Refresh £S5
(&) Time Profiles

3. Select “perform an action on <event>"

Manage Rule - m} x
Name: | New Rule 005 ‘
Description: | ‘
Active:

Step 1: Type of rule
Select the rule type you want to create
[C)] Perform an action on <
() Perform an action in 2 time |nterva|

Edit the rule description (click an underlined item)

Perform an action on event
from devices/recording server/management server
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4.  Click on the event option in the edit rule. From the dialog, select the event to trigger this rule.

Select an Event X

B~ 'Q Events ~
- Hardware
% Devices
Eh&} Configurable Events
: Abandoned object event started
Abandoned object event stopped
Adaptive motion event started
Adaptive motion event stopped
Anti-Masking Output Start
Anti-Masking Output Stop

5. Forexample to trigger a rule on a trigger event, select Input activated.

llegal Access
Images Received
Input Changed

Input Deactivated
% Intrusion started

6. Click on the devices/recording server/management server in edit rule.

EDGEVIS Live

Powered by TVI

7. Select the input device to trigger this rule. In this example we are using trigger input 1 from the EdgeVis encoder

a

‘] DESKTOP-CDDSRI0

o DigitalBarriersTV|Decoder (alarms-testbe
-0 DigitalBarriersTV|Decoder (alarms-test be
oo DigitalBarriersTV|Decoder (alarms-test be
-o'e DigitalBarriersTVIDecoder (alarms-test.be
e DigitalBarriersTVIDecoder (alarms-test.be

c(nl Digital BarriersTVIDecoder (bogy1 beta evdemo.net] - Input 1 | 4
o DigitalBarners TVIDecoder (bod$1 beta.ev
e DigitalBarriersTVIDecoder (body1 beta.ev 4 Remove

--offe DigitalBarriersTVIDecoder (body1.beta.ev

o DigitalBarriersTV|Decoder (body1.beta.ev
oo DigitalBarriersTVIDecoder (body2 beta ev
oo DigitalBarriersTVIDecoder (body2 beta.ev
oo DigitalBarriersTVIDecoder (body2 beta.ev
--offe DigitalBarriersTVIDecoder (body2 beta.ev

oo DigitalBarriersTVIDecoder (body2 beta.ev
~ofp Digital BarriersTV|Decoder (ip250_linux_8
o' DigitalBarriersTVIDecoder (ip250_linux_8

. PlimisalDerrien TUIN am e GnTR fiman O
< > <

]

Select devices and groups
Device Groups  Recording Servers Selected:
Recording Servers A lo’e DigitalBarnersTVIDecoder (body 1 beta.evdemo.

8.  Set-up therest of the rule as per the Milestone user guide.
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Setting up Milestone XProtect Smart Client (Video Wall)

Milestone XProtect Smart Client is the main way to view video streams on a video wall.
To set up a new video wall in Milestone XProtect Smart Client:

1. Open XProtect Smart Client
2. Press the Setup button near the top right of the screen. This will put the application into Setup mode.

@ Milestone XProtect Smart Client 2014 16/09/201509:36:30 — O 1 X

Playback Sequence Explorer Alarm Manager System Monitor -+ O 97

XProtect & | < Selectview > - -

<&, WINTPROVM

= Camera Navigator

[=] Hotspot
£) HTML Page

3. Under the Views section on the left select Private then select the Create New Group button. Give the group a
name.

4. Select the newly created group then press the Create New View button. Select the type of view you want from
the menus presented. In this article a 2x2 grid view was selected from the 4:3 menu. Give the view a name.

5. You should now be presented with a view similar to the one shown below.
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@  Milestone XProtect Smart Client 2014
Playback Sequence Explorer

<

Alarm Manager System Monitor

XProtect

< Select view > -

Private

TVI Cameras

Shortcut:

Alarms

£ WINTPROVM
Camera Navigator
Carousel
Hotspot
HTML Page

Application
Camera
PTZ

Device

EDGEVIS Live

Powered by TVI

x

16/09/2015 09:40:46 — O
- e @ It 7

6. Toadd cameras to the view select the recording server from the System Overview menu on the left. Then select
the name of the camera group on the recording server that contains the cameras from the EdgeVis Server.
Select a camera from the list then drag it onto one of the video windows.

@ Milestone XProtect Smart Client 2014
Playback Sequence Explorer

<

Alarm Manager System Monitor
< Select view >
™ 02_aerial10 ™ 03_Glasgow1

4 [ Private

4 [ TVI Cameras r
4

S xm

Shortcut:

Alarms

4 [ Digital Barriers

A, 01_Aeriall
02_aerial1l0

% 03 Glasgowl

A 04 Testl
05 Test?

A 06_MeetingRoom
07 Office

%, 08 Offline:

A, 09_TriStar

Application
A Camera
4

* Device

16/09/201510:21:55 = B X

ER R

7-

When all the required cameras have been added to the video wall press the Setup button again to exit setup

mode and return to normal operation. The video streams will begin streaming in each of the video windows.
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8. Whenever you restart Milestone XProtect Smart Client and select the view that has been set up from the Views
section the same video streams will start.
9. PTZ can be used by moving the mouse over the video window and clicking or holding the mouse button down in
the direction of camera movement.
10. If a camerais showing PTZ controls but it is not a PTZ camera then the controls can be changed to Digital Zoom
mode instead by:
o Move the mouse over the Video Window then select More from the popup menu on the bottom right.
o Select Digital Zoom.
11. If a camera has an audio input enabled then audio can be heard by selecting the video window for the camera.
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Troubleshooting

Milestone XProtect Management Client is failing to connect to an EdgeVis Server

Incorrect username and password specified. Go back to the username and password entries and ensure a valid
login is specified for the EdgeVis Server.

The EdgeVis Server is not accessible. Check that the EdgeVis Server is running and verify that you can access the
server from the same PC by using EdgeVis Web Manager.

The EdgeVis Server version needs to be at least 6.5.0. Milestone XProtect will not connect to any earlier EdgeVis
Server versions.

Username and password does not have permission to access the encoder. Check the User account has permission
to access the encoder

The Encoder name and server name has been entered in the correct format of “encoder-name.server-name”. Enter
the encoder name in the correct format

PTZ camera control does not work in Milestone XProtect Smart Client

The PTZ connection may be in use by another user. Try again in a few seconds.

Ensure that Digital Zoom is not enabled for the camera in XProtect Smart Client by selecting the video
window, selecting the More popup menu and checking that the Digital Zoom option is not ticked.

Check that PTZ control works by using EdgeVis Client.

Ensure you have the most up to date version of Milestone XProtect. The tested version is Milestone XProtect
Corporate 2014 (7.0d).

The camera window keeps reporting " The server has lost connection to the camera” in Milestone
XProtect Smart Client

The performance of the PC running Milestone may be causing the video loss. Check in Windows Task
Manager and ensure that the PC has enough CPU processing power and RAM memory in reserve.

It is also recommended that both the Milestone and EdgeVis Server PCs are set to synchronise their time
clock with a time server such as an NTP server (e.g. time.windows.com).
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I can’t hear any audio from the Camera

Audio can only be played back in Milestone XProtect Smart Client by selecting the video window for the
camera. Audio cannot be played in Milestone XProtect Management Client.

Check that the EdgeVis Encoder has an audio device connected and configured.
Ensure that audio streaming is enabled for the encoder on the EdgeVis Server using EdgeVis Web Manager.

Ensure that the correct Microphone device is enabled in Milestone XProtect Management Client.
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