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Product Configuration and Description



O Integration Schematics: Sound and Voice Analytics — Milestone VMS
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SEN1000i-S: External sound receiving hardware device with microphone that recognizes abnormal sound and speech recognition.

ISD Server : Interworking program that transmits event data received through SEN1000i-S device to Nx Witness VMS. KServer

Kserver : A voice recognition server program for classifying voice that received through the SEN1000i-S device.



O SENT100O0I-S voice recognition product configuration and description -1

& Product Components

Angle adjusting/ Mount bracket Etc



@ SEN-1000-S voice recognition product configuration and description -2

& Equipment Description

Front view Bottom

@ Microphone for detecting abnormal sound / @® 5V IN Power Terminal
@ LED for status indication (blue, green, red)

® Waterproof flexible Connector @ RJ45 terminal

VESA Mount hole




@ SENT100O0I-S voice recognition product configuration and description -3

& Status LED Description

Explanation Detailed image

‘ "Turned on" until the device reboot (takes 3-5min)
"Flashes" when sound source is detected (left)

4’ "Flashes" once per second during normal operation of o

device (center) I g

’ Power ! -

"Always on" after system boot (right)

X Each LED direction is based on the front of the equipment.




Pre-installation Requirement

Step 1. Milestone-related Program Installation
Step 2. Adding Camera to Milestone

Step 3. Neurolytics plugin Settings in MIP

Step 4. ISD Server Settings

Step 5. Adding MIP driver to Milestone

Step 6. Adding Metadata (Camera to MIP driver)
Step 7. SA Event and Alarm Settings

Step 8. CCTV Footage View grid Settings

The detailed Milestone VMS user manual found in the following link

https://doc.milestonesys.com/latest/en-US/portal/htm/chapter-page-sc-user-manual.htm?TocPath=XProtect%20Smart%20Client%7CXProtect%20Smart
%20Client%20user%20manual%7C 0

https://doc.milestonesys.com/sc/pdf/2020r3/en-US/MilestoneXProtectSmartClient UserManual en-US.pdf



https://doc.milestonesys.com/latest/en-US/portal/htm/chapter-page-sc-user-manual.htm?TocPath=XProtect%20Smart%20Client%7CXProtect%20Smart%20Client%20user%20manual%7C_____0
https://doc.milestonesys.com/sc/pdf/2020r3/en-US/MilestoneXProtectSmartClient_UserManual_en-US.pdf

Milestone — SA Plugin System; Installer & License files

1) Milestone installer
2) Plugin File
3) SEN-1000i-S installer files Milestone VMS

4) SEN-1000i-S Speech Recognition + Milestone

Make sure that all installer and relevant license files are received before starting the installation process

Download and install Visual C++ Redistributable Packages
https://www.microsoft.com/en-us/download/confirmation.aspx?id=14632 (2010)
https://www.microsoft.com/en-us/download/confirmation.aspx?id=48145 (2015)



https://www.microsoft.com/en-us/download/confirmation.aspx?id=14632
https://www.microsoft.com/en-us/download/confirmation.aspx?id=48145

Step 1. Milestone-related Program Installation

|+ = | 3_Milestone installer
I“ Home Share Wiew
— v » Milestone - VA Plugin System » 3_Milestone installer v D . .
ﬂ Milestone License
Mame Date modified Size

s Quick access

& Milestone XProtect VMS Products 2020 R... | 6/2/2021 1:19 PM Application 1,923, 213 KE
I Desktop

j@ MIPSDE Installer 202082 Windows Installer ... 286,976 KB
¥ Downlopds 1 VideoOS.ONVIF.Installer 372021 1:29 PM Application 704,817 KB
=| Documents & [ M01-C01-202-02-6C45B3.lic

@ Milestone XProtect VMS 2020 R2

@ XProtect Corporate 2020 R2 Test

Select an installation type

Select license file
Suitable for small systems where the entire system is

Single computer managed from one computer.

Use the XProtect license file that you have purchased and received from your reseller.

Installs all system components and dlients on this

Alternatively, download a free XProtect Essential+ license file. b and M\ady for use. Additional configuration may be

You can change the license file after Instzliation.

Suitable for large orxpmplex systems, or if the distribution
Custom of system componentNacross several computers is
Enter or browse to the location of the license file:

Installs system components axd dients of your choice on
this computer. After installation, system needs to be

B(WSQ\L | configured.

Vist the Misstone ressllr page to find 3 reseller. Choose Single computer

Locate Milestone License




Step 1. Milestone-related Program Installation

XProtect 20 R2 To & XProtect Corporate 2020 R2 Test
@ Newobcct Corporate 2020 = & XProtect Corporate 2020 R2 Test

Components to be installed Specify recording server settings

Select encryption

Recording server name:
DESKTOP-2B239GS

It Is recommended to secure communication with encryption. Learn more

Server certificate
XProtect Management Server (64-bit)

XProtect Management Server

% xzrorec ;ecordng Senéler (stobamg) . (64-bit) Encrypt ot = — Management server address:

XProtect Management Client 202 DESKTOP-2B239GS 8

XProtect Smart Chent 2020 R2 (64-bit) Stores the configuration of your o | . 8 ) i v
[] XProtect Event Server (64-bit) surveilance system i a refational Examples: localhost, managementserver.doman.com and managementserver.domain.com:81
[Z] XProtect Log Server (64-bit) database and handles user

XProtect Mobile Server (64-bit) authentication, user rights and similar.
. . f {O9-OK

Streaming media ceniiMcate
— r Select your media database location:

[ Encrypt  Belect certificate ot Note: The recording server stores the recordings in the selected folder. It s recommended that
you save your video recordings on a drive different from where you install the program. You select
lected the installation location in the next step.
N 3
W DiMediaDatabase Browse...

Free disk space on drive: 2.39 TB

U n C h eC k a n d CO nti n u e Retention time for video recordings:

7 + days

Previous Continye Cancel
[ contrye I ]

Previous Continue Cancel Previous Continye Cancel

@ XProtect Corporate 2020 R2 Test

@ XProtect Corporate 2020 R2 Test

Before enabling encryption, make sure that the selected certficate s trusted on all devices
running services that retrieve data streams from the mobile server.

If you do not enable encryption and use an HTTP connection, the push-to-talk feature in XProtect Fie location:

VD Clent ot e sl fc Program Fios 686 iestonc] | [ srowse.. Installing XProtect Corporate 2020 R2 Test

If you select a self-signed certificate for the encryption of the mobie server, XProtect Mobile Client
wil not be able to connect with the mobile server,

Free disk space on drive: 129 GB

For more information, see the guide about certificates.

[] Encrypt the connections from clients and services that retrieve data streams from the mobile server I

\ <No selection> Details Product Bnguage:

stz [ r
English (United States) z In__alini Microsoft SQL Express...
U h k d t' 4\ Note that IIS logging wil be disabled on the management server.
n C ec a n CO n I n u e Also note that the basic user feature requires an HTTPS binding with an IS certficate. If Overal progress

the binding and the certificate are not installed, the program nstalls them automatically.
]

Conti L |

Previous lnstaf Cancel




Step 1. Milestone-related Program Installation

& xprotect Corporate 2020 R2 Test @ XProtect Corporate 2020 R2 Test

The installation is complete Enter user names and passwords for hardware

If you have changed hardware user names and passwords from the manufacturer defaults, add
the values here. While scanning for hardware, the system will look for manufacturer default
credentials as well as your customized credentials

These components have been successfully installed. Click Continue to add hardware and users
or click Ciose to make the configurations in the Management Client

XProtect Management Server (64-bit) e
XProtect Recording Server (64-bit) 'I 'I

XProtect Event Server (64-bit)
XProtect Log Server (64-bit) User name Password
XProtect Management Client 2020 R2 (64-bit)
XProtect Smart Client 2020 R2 (64-bit)
XProtect Mobile Server (64-bit)

/ senturian

Share these addresses with your users for online access to the system.
Web Client address:

DESK P-28239GS:808

bl Clor st 10 Enter user name/password
and continue

Contjnue | Close
—t‘ N [Con(mue Cose
& XProtect Corporate 2020 R2 Test
Add users
You can add different types of users to access the system: Windows users or basic users. Basic
Select the hardware to add to the system users require a user name and a password. These users must be assigned to either the, User type User name Rale
Operators role or the Administrators role 1 5 Blrsic user Adminestrators
Password Repeat password
User type User name Role =
|+/| Discovered hardware: .
t Windows user v [ﬂ Administrators
Windows user
Basic user Repeat password
User type User name Rale
No hardware found. ¥ Basic wser e TUrian Administrston
User type User name Raole
Badi user . Seriurian I | Adminigirators
Password Repeat password
1 3 SRERERERERES EREEEREEEEE
1 8 | Cos iy 3 s
Previous OontinEF Close =5




Step 1. Milestone-related Program Installation

Run the "Smart client” & connect Make sure all the Milestone sever programs
are running in the background.
- It can be verified by "desktop tray” icon as

Milestone
==" XProtect® Smart Client 2020 R2 shown below.

Computer

localhost

Authentication

Basic authentication

User name

senturian

Password

oooo.i

[[] Remember password

Recycle Bin

Mute microphone |

N\ a . ’
2h S Bum.. 6/2/2021 =




Step 2. Adding Camera to Milestone

et IP Camera Emulator - O

Add Edit  Delete Settings Stop Infio
Channel Mame Video File Port Enabled Status
1 Channel 1 CASimulatorCAMvideos\appear_mlmpd 8554 Enabled Streaming uu

0 XProtect

Management Client 2020 R2

4 Milestone XProtect Management Client 2020 R2
File Edit Wiew Action Tools Help
Computer H f‘? a -« Eﬁ
iocalhost L Site Mawvigation + 1 X |Recording Server
Authentcation =gl DESKTOP-2B239GS - (20.23) =) i 4
Bamc authenticason - .
= Basics
- ] . Add Hardware... Crl+M
E Licenze Information L
Site Information Mové’aardwar P 0
User name . ardware
Ao = L_b Remote Connect Services Delete All Hard
_‘_J,,,,,ﬁ,_,, — — |55 Axis One-click Camera Cennection (B Change Hardw Add Hardware
ssoword 3
2] Seryers
ssscssssens = This wazard helps you detect an tup h v
I ﬁ i r— I Rename Record 15 WiZar ps you detect and set up hardware.
V| Remember password |
ﬂ Failover Servers @ Remove Record Hardware detection method:
(&} ONVIF Bridges O Express recommended)
=t E‘éﬂ Devices @ Refresh Automatically detects hardware on the recording server’s local network
% F;II'I’FF;IQ
(or“‘u Close (O Address range scanning
- Scans defned network address ranges and detects hardware models
(® Manua
Detects hardware models for manually entered IP addresses and host names
(O Remote connect hardware
Add hardware connected via a remote connect server
Help ! Nax{:é Cancel




Step 2. Adding Camera to Milestone

Add Hardware

Add Hardware

VA

Opnomwwumimmsmmmmmm.

Optionally, specify additional user credentials 1o connect with if the hardware is not using the actory defaulls

Include JUser name

Password

Add Hardware

Select which drivers to use when scanning for hardware.
The more drivers selected, the slower the scanning.

+-[[] Hanwha
+- [] HikVision
+ [] Infinova

£ [T]1QEye

& []dvC
+-[] LG Electronics
+ [] Milestone
#-[] Mobotix

+ [T ONVIF
+

+

+

g 12

[[] Samsung
=

J oe d
[] Universal 1 channel driver
[[] Universal 16 channels driver
[ ] Universal 64 channels driver
w1 ] Vivotek

Help

< Back

0

%

milestc

Select All

X

e

Clear All

Cancel

11

Enter the network address and port of the hardware you want to add.
Optionally, select the hardware modd to )

Address Port Use HTTPS HTTPS port Hardware model
. ocalhost 8554 O Universal 1 channel dnver
Hel ¢ Back Mext »
| P ] P

hcude Username Password Add
Add []  (Factory default) 888808000 Remove
Hel < Back Next f.\— Cancel
Add Hardware O X

milestone

Cancel




Step 2. Adding Camera to Milestone

Add Hardware ] X
Add Hardware O X
Waitwhile your hardware is being detected ‘
Once detection has completed, sdect which hardware 1o add. SR Hardware and cameras are enabled per default M lly enable add i devices o be used ‘
The hardware and its d will be gned auto d names. Al cly. enter names ally.
Hardware name template Device name template
Detected hardware: Defauit v Defaut v
Add Address Port Hardware moded .
[ localhost 8554 Uriversal 1 channel driver «f Success [ Hardware M Camera [[] Microphone [[] Speaker [] Metadata [ Input ] Outpest
Hardware to Add Enabled Name
.
(G2 Hardware 1% Universal 1 channel diver focalhost)
0 Camera port 1 %] ‘ Universal 1 channel driver focalhost) - Camera 1
& Microphone port 1 O V‘.hwemal 1 channel driver focalhost) - Microphone 1
Help < Back Net> Cancel Help < Back I[ Next > Cancel

Devices Add to Group

Selecta defasit growfor = Careras = Universal 1 channel diver focalhost) - Cam... | Default Group
Alternatively, select device group i each device. i (g

Default camera group Devices
Defaul microphone group 0 Universal 1 channel dnver foc)

No group selected...

< Back pFinish Cancel

Lt




Step 2. Adding Camera to Milestone

[ﬁ] F"._c::cr:m; Servers Device information
| DESKTOP.2R278GS
= s e Name
= (23 Universal 1 channei driver (localhost)
i3 Universal 1 channel driver (localhe: I) - Camera 1 Universal 1 channel dniver (localhost) - Camera 1
& Universal 1 channel d!i'.{;} (localhost) - Microphone 1 Short name:
Description
Frames per second
RTSP Port 8554
Streaming Mode RTP (UDP)
Video stream 2 Hardware name
Codec H.264 Universal 1 channel driver (localhost)
Connection URI
Frames per second 60 Port number
RTSP Port 554 1
Streaming Mode RTP (UDP)
Video stream 3 Positioning information
Codec H.264 GPS coordinates lustration:
Connection URI A
North
Frames per second 60
: ———aort 554 {Example: -33.856900, 151.215100)
Milestone XProtect Management Client 2020 X hq Mode RTP (UDP) Direction (a) -
h", 4 0 Degrees ;@
Do you want to save changes? H.264 ~ :
Yon URI Field of view (b): b l’
per sacond 60 0 Degress #
- ot 554 :
By Yes No Cancel hg Mode RTP (UDP) Depth (c) A
0 Feet v
B
- Preview position in browser
O info |J Storage EJ Failover «}f
- E
Univarsal 1. channel divar:flocalioad o ""fc id| Streams | @ Record 7 Motion QF""he'-"e Lens
L




Step 3. Neurolytics plugin Settings in MIP

7 Quick access

v = | 3_Milestone installer
Share View
“ A » Milestone - VA& Plugin Systern » 3_Milestone installer
s
Mame

r& Milestone XProtect YMS Products 2020 R...

I Deskto
P ﬁg}l MIPSDE Installer_2020R2

4 Downlozds

%=| Documents

Date modified Type
B/2/2021 1:19 PM Application
B/2/2021 1:20 PM Windows Installer ...

Size

1,923,213 KB

286,976 KB

17

End-User License Agreement

Please read the following license agreement carefully

Milestone End-user License Agreement

NOTE: If you are a Milestone Dealer, systems integrator or are otherwise
installing this Product on behalf of a third party, you shall ensure that you
have their acceptance of this End-user License Agreement and their
consentto provide end-user personal data for registration with Milestone
Systems if such voluntary option is applied.

T

between you (either an individual or a single legal entity) and Milestone

cept the terms in the License Agreement

This End-user License Agreement (“"EULA") is a legally binding agreement

v

Cancel

j,? Milestone MIP SDK 2020 R2 Setup

instaliaton settings. Click Cancel to exit the wizard.

Ready to install Milestone MIP SDK 2020 R2

Click Install to begin the nstalation. Click Back to review or change any of your

{ Ins:elt\
s

Cancel

Completed the Milestone MIP SDK 2020
R2 Setup Wizard

Click the Finish button to exit the Setup Wizard,

]

Finf‘l
5




Step 3. Neurolytics plugin Settings in MIP

1. Run MIPSDK _Installer provided by Milestone.
2. Copy plugin folder named “Neurolytics” and paste the folder inside the path C:\Program Files\Milestone\MIPPlugins

[ [ = | 4_Plugin file

“ Home Share View

= ¥ P » Milestone - VA Plugin Systern » 4_Plugin file v | O

Mame Date modified Type Size

3 Quick access

Meuraolytics 67272027 Jpuuial
[ Desktop yt

5  Milestone
Home Share View

Cop and paste;
folder to folder

« v N » ThisPC » Local Disk (C:) » Program Files » Milestone » o
Name Date modifiec Vi )ZE
# Quick access Login...
Milestone ONVIF Bridge 6/2/2021 2:01 PM File folde
[ Desktop 9

MIPDrivers /27202 M File folder
¥ Downloads MIPPlugins 2/2021 2:01 PM File folde
& Documents MIPSDK_™ 6/2/2021 2:00 PM File folde o bt ey

3. Enable Neurolytics plugin by opening “Plugin Overview” and » Showm
choosing Neurolytics option in “MIP SDK Tray Manager” Abock -
program as shown in the picture:

Exit Tray Manager



Step 3. Neurolytics plugin Settings in MIP

4. Unselect all plugin files by “Clear all”

5. Enable “Neurolytics” plugins by opening “Plugin Overview” and select in Plugin Overview Manager as shown in

the picture. Press “Save”.

] Plugin Qverview

MIP Flugins in Program Files

SCOverlayGraphOnEvent
SC0OverlaylmageTester
SCOverlayOnEvent

S SettingsPanel
SCTheme

SCToast

SCToolbarPlugin
SCViewAndwWindow
SCwiorkSpace
SensorMonitor
ServerConnectionlicense

Select all Select built-in

MIP Flugins in Program Files (x86)

Select all

Clear all

EVS | Mgt Clent| SC |

v| VideoOS Analytics Events
v VideoDS.CUDAFIugin
w| VideoO5 Generic Events

Select all Clear all

Save

Clese

[ Plugin Overview

MIP Plugins in Program Files

LocationView

ol (]

Property
RGEVideoEnhancement
[:} SCAnimals SearchAgent
SCAudicExport

SCAwi Sequencebxport
SCBookmark

Select all | Select bult

07

Clear all

MIP Plugins in Program Files (xB8&)

Select all

Clear all

EVS | MgtClent| SC |

v| VideoDS. Analytics Events
| VideoDS.CUDAFIugin
| VideoD5.Generic.Events

Select all Clear all

Save

Close |




Step 3. Neurolytics plugin Settings in MIP

% To verify the Neurolytics plugin that installed was successful or not, open XProtect Smart Client
program, and go to “About” option and click on.

% It was successful if a pop-up window show as below.

stone XProtect Smart Client 25/6/2021 2:46:49pm = B X

Milestone

==" XProtect® Smart Client 2020 R2

- Playback Search Alarm Manager System Monitor - 0 97 v

select view > v =
elect view Setup A Milestone XProtect Smart Client 2020 R2

Version 20.2a (64-bit)
Build 2352

Copyright © Milestone Systems A/S -
www.milestonesys.com

25/6/2021 224653 pm — O x
- o ? v

Help (F1)

Plug-in(s) and version information

MetadataSearchPlugin v1.0.0.0 - Milestone Systems A/S
Senturian, Neurolytics v1.0.0.1 - Senturian Solutions

Setup
Video Tutonals

0 Ab.&xt

/6/2022. To tull..




Step 4. ISD Server Settings

Setup - ISD Server version 2.0.0 - X
@ ISDserver is an interworking program that transmits events to Milestone VMS. ISD Server Setup @
Prog ram image Enter Milestone YMS Server Information
Miestone VMS
IP address | [ERAE
» 15D_project » 15D o Port -554 7
() Mame - Date modi =0 acmin

015 Password | abed1234

4 icutudd.dil
A. ISDserver.exe Connection o s
EISDsemer.exe |
1 J |SDserver.exe.config
& ISDserver.pdb
1) Execute ISDserver.exe in the ISD folder. | (SDservervshost.exe

| 15Dservervshost.exe.config

o Next Cancel
_| 15Dserver.vshost.exe.manifest 12/7/201% 3

2) Milestone VMS is installed in the Server address of the
*

“Connect to server” screen. Enter the IP address of the server. 5 Connect to server
_.

* When using Milestone and ISD together on a local server,
Enter http://localhost/

4) Enter your Milestone account information in User Name and Server address: http://192.168.21.33%/ v|
Password. uthentication: Basic authentication v
User name: |5EI‘ItIJriEI'I N |

% Milestone related information is changed according to the setting
value when installing Milestone.

Lkl s bbb bd b |

Password:

Rernember password
[] Auto-login

e Connect || Cancel

5) Click "Connect” button to connect to ISDserver.



http://localhost/

Step 4. ISD Server Settings

& ISDserver is an interworking program that transmits events to Milestone VMS.

Program image Explanation

B. ISDserver.exe settings |SD server Start server
1) Click "Choose Folder” to select a folder to extract o 9 -
Chocse Folder |- — = Waiting ...

camera information from.

9 Exported

2) Click "Export” button to extract information of all Close
cameras connected to Milestone VMS.
1
X After executing the ISDserver program, » 15D ' v O Search ISD
" . ” . . . s ) o
Caminfo.txt” file is created in the selected folder. ! Nome . ] 3 Caminfot- Notepad _ 0 x
Information of all cameras connected to Milestone VMS | boost_thread-vc120-mt; File Edit Format View Help
: d in the fil | BouncyCastle. CoasMlCAN 1D || CAM NAME
Is entered In the file. de6439db-9236-4c3e-9b37-9afc939ebfa7 ||| MDC-L7290FTD-24 MDC-L7290FTD-24 (192.168.21.60) - Camera 1
| CoreToolkits.dll 67bcdbf2-35¢1-42b3-a36c-76d6859882cf | || TRUEN Co,, Ltd. IVS-P5236W12R (192.168.21.203) - Camera 1
Y cudartt4_80.dll I
3) Click the “Start server” button to connect to the | DBExporterClientMW.dI
Y| Google.Protobuf.dll
Server. ] icudtdg.di
X After clicking the button, “Waiting... " status and ready  icuind8.dll
Y icuiodd.dll
to link.) ! ] iculedg.dil
v oL Ln 4, Coll 90% Windows (CELF) UTF-8
o=




Step 5. Adding MIP driver to Milestone

Notes: MIP driver can only be added when the ISD server is running

= = Uniy

E—1 ,
z 7)) Add Hardware... ]} Ctrl+N 'bcre

E]

Move Hardware...

Nelata A1 Hardars

Help

(® Manual

Detects hardware modeis for manually entered IP addresses and host names

(O Remote connect hardware
Add hardware connected via a remote connect server

+-[] Brickcom
+l [[] Canon

+ [[]Hanwha
+ [[] HikVision
+-[] Infinova
+ []1GEye

+ [JIVC

# [[] LG Blectronics
+ [[] Milestone

+ [[] Mobotix

£ [[]ONVIF

v
+
+
4
+

[[] Panasoni

[[] Pelco

[[] Samsun
=

j[ | Universal

% [] Other

Help

Selectwhich drivers touse
The more drivers selecled, the

nchuds  User Faame P iicpmcrsd

|EA

SERa N EEEEE R

Address

Port Lise: HTTFS HTTFS port

Hardware model

- localhost

- [] Brickcom
+1-[_] Canon

+- [ Hanmwha
+- [] Hik\ision
+- [] Infinova
+ I:l I0Eye

= |:| JVC
+ |:| LG Elecironics
- |E| Milestone

[JHu=ky 10 module

[[] Milestone Arcus Embedded Interconnect

[[] Milestone XProtect Professional WMS Inferconnect
i t WMS Interconnect

MIF Driver

YEToT el

[Jvideo Push Driver
B[] Mabatix
- [ ] ONVIF

Help

5000 0

MIP Driver

e Help

< Back

« Back Net > I

-




Step 5. Adding MIP driver to Milestone

Hardware name template: Device n
ﬁ Defauit
Cobected hardware iformation;
Address Port Hardware model Status ) ) )
it 5000 MIF Driver \\" e [ Hardware ] Camera [} Microphone [T] Speaker ] Metadata [ npud
Hardware to Add Enabled Name
MIP Drver - localhost V]
() Hardware M MIP Dnver focalhost)
' Metadata port 1: M MIP Driver focalhost) - Metadata 1
Y Metadata port 2: % MIP Driver focalhost) - Metadata 2
Y Metadata port 3: I~ MIP Dnver focalhost) - Metadata 3
% Metadata port 4 MIP Driver focalhost) - Metadata 4
o % Metadata port 5 %) MIP Driver focalhost) - Metadata 5
. SY Metadata port 6: MIP Driver focalhost) - Metadata 6
]
T
Help < Back Mest > I Help < Back Nex.‘T:-
Y
Select a default group for all devices types
Alternatively, select device group individually for each devic|
T CANE e Devices Select Group
No group selected
# Metad ¥ T UNVET JoCanost] - Melauaa J UEToul oroup
. IR -atadata
Defauk microphane group: ol i (@ | E] ' MIP Driver (localbost) - Metadata 6 Default Group
N ’ lected... N M =
T ] ¢ MPI ' MIP Driver (localhost) - Metadata 7 Default Group
el
Defauk spaaker group: o ¥ MPI ' MIP Dnver (localhost) - Metadata 8 Default Group
bedil
No group selected... © MPI ' MIP Driver (localhost) - Metadata 9 Defauit Group
o WP
Dkl ks ot A ! S’ MIP Driver focalhost) - Metadata 10 Defaut Group
r "M
No group selected.. [ | | s ' MIP Driver (ocalhost) - Metadata 11 e]dadl Grouwp
L|"v el
_ Sl ' MIP Driver jocalhost) - Metadata 12 Default Group
Defauk input group: & WP |
No group selected MR | < Back I Finit. Cancel
~ >
Default output group: ' MIP
No group selected ' MIP [ 3 | | 5 | oK
& MIP |




Step 6. Adding Metadata (Camera to MIP driver)

Recording Server

) Recording Servers
=B NFSKTOR-JRI(GS

» Note that you have to associate metadata channels with
cameras and MIP in a one-to-one mapping manner.

*| (Z3 MIP Driver (localhest)
*l (=3 Universal 1 channel driver {locathost)

Recording Server Relsted metadata:
HY Recerding Servers | L,;:l
&) DESKTOP-28239GS
(=3 MIP Driver (localhost)
':! MIP Driver (localhost) - Metadata 1
2 MIP Driver (localhost) - Metadata 2
'z MIP Driver (loczlhost) - Metadata 3

Select devices

svice Gro i = Selected:
%L MIP Driver (localhost) - Metadata 4 v ch ce Laroups | Recording Server Ty ey S Matn
L MIP Driver (localhost) - Metadata 5 ='W Metadata & MIP Driver (localhost) - Metadata 1
= 5 Meas Coroue 1

'z MIP Driver (localhost) - Metadata 6
ﬁ MIP Driver (localhost) - Metadata 7
2 MIP Driver (localhost) - Metadata 8
= MIP Driver (localhost) - Metadata 9
: MIP Driver (localhost) - Metadata 10
T MIP Driver (localhost) - Metadata 11
': MIP Driver (localhost) - Metadata 12

& MIP Driver (localhost) - Metadata 1 |
MI¥ Univer (localhost) - Metadata Z
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Step 7. SA Event and Alarm Settings
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Step 7. SA Event and Alarm Settings
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Step 8. CCTV Footage View grid Settings

# Milestone XProtect Smart Client 6/2/20214:05:52PM =— O X

Playback Search Alarm Manager System Monitor - O ¥ v

XProtect < | Sekctviews — '] -
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Step 8. CCTV Footage View grid Settings

2= Milestone XProtect Smart Client 6/2/2021 4:07:22PM  — DO
Playback Search Alarm Manager System Monitor - 0 9

7

£ | NewView(Zx1) . Setup

o 4:05:36 PM  Thank you for using this trial license to demonstrate or evaluate the XProtect video management software. The trial license expires on 11/5/2021. To fully license the prod...
™ Universal 1 channel driver (localhost) - Camera 1 0
4 [@w Default group

¥ [ Default view group

4 [ New Group

BB New View (2 x 1)

| 4 % DESKTOP-2B239GS

| 9.1 Drag and drop

4 [@w Camera Group 1

9 - Universal 1 channel driver (localhost) <

Connected to server.
The server has lost connection to the
camera.

Universal 1 channel driver {localhost) - Camera
1
http://deskiop-2b239g= 7563/




Device Hardware Installation



() Device HW Installation -1

Explanation Detailed image

1. Power Supply

This unit uses a 5V DC power adapter or

For POE equipment, supply power through POE.

2. Equipment connection

After powering on, connect the device to the router.
Run the supplied SEN2000-ETHERNET.exe.
SEN2000-ETHERNET: Tool to set network related setting, interworking

el

/ LAN Cable

A

IP Router > =—J restrc

information and threshold (volume bar)

(See back page)




() Device HW Installation -2

Explanation Detailed image

@ Connect the angle source equipment and angle
bracket.

* Screws required for bracket mounting are included.

@ Connecting blocks and RJ45 when installing

waterproof flexible. pass all DC and UTP lines first.




(>) Device HW Installation -3

Explanation Detailed image

Field installation example)

® Waterproof flexible after connecting DC power and
RJ45 (UTP cable) Replace the bottom cover with the
connector attached.

@ Attach abnormal sound equipment to the wall.

X Notes on Installation

v' There should be no obstacles near the equipment for smooth sound source detection.
v It is recommended to avoid installation where frequent noises occur.

v It is recommended to install at least at the height of 2M because there is a risk of damage.




Device Hardware (HW) Settings



() Device HW settings

& ISD Ethernet is a tool program used to set up the equipment IP address.

Explanation Detailed image

Clipboard

b Quick access

[ Desktop
¥ Downloads

t »  2020_07_07_SEN2000-ETHERNET

~

Organize

{. me
data
mszrt%ooo-zmsmn.m P

1. Equipment IP Settings

1) Click the 'Device Find' button to search for the connected device.

2) Find the IP of the device you want to set in the device list and

double click it.

3) After checking 'Static' item, input the IP and network setting value

of the device to be set in Client IP, Subnet mask, Gateway.

(You must check the Static radio button to activate each equipment.)

Example) If the equipment is
set as follows

v Device IP;: 192.168.21.162
v' Subnet mask: 255.255.240.0
v Gateway : 192.168.17.1

E SEN2000-ETHERNET v2.1.0

DEVICE SETTING
100% ected IP ooog

evice

. Upgrade




() Device HW settings

& Ethernet tool

Explanation Detailed image

2. FTP Server setting

Dhecp Static

Server PC IP

Enter FTP Server IP and PORT where detected sound will be Client [P Fin Server P Port

uploaded. (By default, PORT uses 24.) 132, 166.250.5 192,166,250, 2 24

X The detected event source is uploaded to the FTP server. [\:JEtr'-_'aSk : UdD L‘lerkfer_l_p P?'fi_
255, 255,255,0 192, 168,250,2 1308
3. UDP Server Setting Gateway e Server |P Port
192,168,250, 1 I 16% 250.2 5050
Enter the Server IP and Port to receive UDP messages. amerall

(In case of linking with Milestone, PORT is 1308 and Serverip is the Info Update d-cfE9dd4d9eedq

server IP where “ISD server” program is installed.)

Camera ID that
exported from ISDserver.

Clock Sync catio 3 Vode B
* When interlocking with VMS, etc,, interlock with UDP packet. ! Lacton il oy Refer page 23
Clack Sync Al gelieiias s Example:
4. VOICE Server setting Class Setting Device Alive Time 0 CAM ID || CAM MAME

35fces04d-e1 S5c-47ec-0c60-2721db9ef331

Enter the Server IP and PORT where KServer (voice recognition server)
will be installed.

(Default port is 5050 and if changed, KSERVER program also v FTP Server PORT: 24

You need to change the setting.) “; \l-;d_P Server PI?(;{FITH;%SSO
oice server :

X It analyzes / extracts the words included in the sound source
stream input through the device.




() Device HW settings

& Ethernet tool

Explanation Detailed image

5 . Ca mera I D E SEN2000-ETHERNET v2.1.0 . — - =

DEVICE SETTING

Enter the camera information to be linked. Refer to Slide #23
(You can check the camera information in “Caminfo.txt” that
"Exported” from ISDServer.exe.)

6. PTZ Initial number setting

PTZ Set the initial number.
7. Location setting

Specify the equipment installation location.

8. Par Camera |0 Ptz

interlocking-formatted Separator Set (default: _) Sfeatige: S
Location Par  Mode

9. Mode TE:E:tT 0

Sets UDP packet interlocking format (default: 0)

Device Alive Time 0

10. Device Alive Time

Keep alive Set the interval for sending messages.
(When it is set as O, it is not transmitted. When it is linked
with Milestone, it is set as 0.)

i e




() Device HW settings

€ Ethernet Tool

Explanation Detailed image

[ SEN2000-ETHERNET v2.1.0 — x

11. Threshold Setting

DEVICE SETTING

Selected IP 0000

Click “Device and Mic Settings” and “Connect” menu.
= Mic input: current environmental noise dB
» Threshold: set value, should be higher than Mic Input

= Gain: Microphone Gain Value e

Device Upgrade

. Upgrade

This function sets the dB value for detecting sound sources.

¥

The more you set it to the right, the higher the volume of the
sound source you want to detect. B SEN2000-ETHERNET v2.1.0

Mic Input
Click the 'Info Update’ button to apply the changes before S——
setting the threshold.

Fain

At this time, the device will reboot once.

Lpply Cancel




() Device HW settings

& Ethernet tool

Explanation Detailed image

[E3 SEN2000-ETHERNET v2.1.0

DEVICE SETTING

12. class setting

@ Class Mode

- Lite : SEN1000i-S Ver
@ Target list

Specify which event number to send the result to the
VMS when classified as a class.
(No event sent when set to 00)

Edit
4. After clicking the ‘Light’ button, change the “Target List" as

follows using "Edit” menu” Delete

B Enter new text 7 x

Deletedl|
02 NOise — 00 Enter new text

1: Scream — 05 3 5. After editing with ‘Edit’ s

Ok [Cancel button be sure to click the 9 Update
Remove other events or numbers by “Delete” menu "Update” button Class Mode




() Device HW settings

& Ethernet tool

Explanation Detailed image

E SEN2000-ETHERNET v2.1.0

DEVICE SETTING Dhep Static

100% 0.0.0.0 Client IP Server P Part

I 0
Location levice o late

. - o Metmask i ! Port
9 Default SO 11-16 1€ 1 - 0
Port
i
= = Camera |0 Ptz
13. |nf0 Update Clo C Lacation Par  Mode
- _~|[0
After class set, press “Info Update” I

Device Alive Time

= The device start reboot

— Reboot takes roughly 5min

Device Upgrade

Upgrade

Device Find Infa Clear Device Rboot




Sound & Voice Analytics Server Program Setting

1)) KSERVER Settings



® KSERVER Settings-1

& KSERVER is a voice recognition server program that has the function of extracting the words contained in the sound source
received through the SEN1000I-s voice recognition equipment.

Explanation Program image

s Licence KEY - O *
licence | || |

A. KSERVER License R |

1) When run “K server program”, it will ask license Infa mhiifs0GCEKmDg VMG WYQiONMSHng /0 UG TO5S 1 24/co= |

"e " . . . Ok Cancel

2) Please send the “info” to Senturian to deliver the license 1, 2,

3) After plugin license it will show “Good” and click “ok” ‘

¥ This license part, generate different “"info” whenever you turn licence 1 [|39+Dh00EI2MoGCewIQlvIcus+WRERYILIEVoURIoWLI= |

on. To keep in same, it is recommended to disable all Ethernet icance 2 [VUEIGwaayhutiEaIJdNIadtDjp Cir Walr e G+ Hz 30 3kuADks Y 92Lo/ TWW ]

connections except just 1, in “device manager” menu. o [RWDGCEKmDSVMAGWYGIOMSHn VM /el aTOBS 24 c0= |




® KSERVER Settings-2

& KSERVER is a voice recognition server program that has the function of extracting the words contained in the sound source
received through the SEN1000i-s voice recognition equipment.

Explanation Program image

B K Server — O ey

i
B. KSERVER setting a "“ 5‘"" 9 : 55“ Sae Setting

‘ector extractor

1) ® Specify the port to receive the sound stream from the item..

(When changing from 5050 set as the default port, click Save Setting to apply.)

ormpilation,

q for client, ..

2) Start button (item 1): Receives sound stream from abnormal
sound source equipment and starts word extraction.

3) Stop button (item 2): Receives sound stream from abnormal sound

source equipment and stops word extraction.

X By default, it automatically start the program without clicking
the Start button and receives a sound streams from the device.




Abnormal Sound Event & Event Log Testing in Milestone



® Checking the “Event” in Milestone

-0 % Scream 1 - O X

Playback o Link window live Playback ¢ Link window

Help me 2 = : Scream 1

. . ®™ Live Camera *™ Live Came
Event confirmation ive Camera

When an event ("Help” or
“Help me” or “Scream” is
normally received, an event
popup is displayed along with
the event type as shown in the

picture




® Checking the “Event Log” in Milestone

2  Milestone XProtect Smart Client 6/24/2021 4:54:40PM —

Live Playback Search m System Monitor - 0 Y

@ No map has been selected Wl UveCamera - 6/24/2021 45438313 PM
The event log can be
checked in the “Alarm
Manager” tab as shown

in the picture.

VAEvent = Video analytics

430PM

Event

Quick Fiters Alarms No filter v Reports

Y New(2) =] Time Priority Leve!l  State Level  State Name  Message

Gl 45428 PM 6/247202° 1 1 New 1SDevent
E 45343PM624202° 1 1 NERY ISDevent

ISDEvent = Intelligent

Y In progress (0)
Sound Detector Event Y On hold (0)
Y Closed (30)

Servers

DESKTOP-CRVR3DR




6]

Summary



® Summary

Run all the program after closing all the program. All program should not be closed but can be minimized.

Program image

—

Run FileZilla program

Login if need Ei
' ST
Sdatdf o

2. Run ISD program

Login server

Press “Start server” status
should be "Waiting”

3. Run Kserver program

4. Run Milestone Client (No need to open

Management server) #  Milestone XProtect Smart Client

5. No need to run Ethernet program because
HW reset is done by 1 time.

Run Ethernet when need to change

HW settings such as IP address, etc.

FileZilla Server (127.0.0.1)
File Server Edit ?

[; Connect to server... = ] R
Disconnect

g (tim kosse@filezj

Quit
o~ at - 1 13 s. 4 44 4
" to= fto-
2 Connect 1o server L =
' org
.
Server address: L o Google Protobuf.dil
Authenticafion: = ¢ ieudtaddil
Usar name: - , icunal.dal
I ) ouspdf.dil
Passwond: [Fr—— | # e
ipubed2 dll
&1 Remambar password o .
L], By icutusds.dil
" icwucdd.di
[ Conect | Cancel
[_Comea ] i e
Bl 5Daerverexe

Server

Waiting ...







