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1) User Creation

Milestone XProtect™

SMART CLIENT 2019 R1

Computer:
192.168.1.11

Authentication:

Basic authentication

User name:

admin

Password:

Remember password

[ Auto-login

Login page allows user to access the Milestone XProtect SMART CLIENT R1
software with valid credentials.

Follow Steps below:

i. InComputer field, insert Computer’s IP address.
ii. In Authentication, Select Basic authentication for Login with Username &
Password.
iii. Enter Username, Password & then click on Connect to Login.
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Follow below steps to create new client side user.

Milestone XProtect®
MANAGEMENT CLIENT 2018 R1

Computer:
|‘|92_158.1.11 |-|

Authentication:
[‘h"ﬁndﬂws authentication {current user) - ]

Domain: WIN-N01A2C310GA

User name:
WIN-MN01A2C3I0GANImMInistrator

Password:

Remember pPaSsSswWors

Connect Close

Server Login Page allows user to login into server side application. User when
logged in can create Client side username & password.

Follow Steps below:

i. Login into Milestone XProtect Management Client 2019 R1 i.e. Server
side application.
ii. Under Computer field, insert user Computer’s IP address.
iii. Under Authentication, select Windows Authentication (Current User).
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» 0 X BasicUser v 0 |Basic User Seffings

E G WIN-NOTA2C3I0GA- (12 14) Name ‘
=[] Basics 7 admin

E! Licens Information 4 Basic

[ Ste Information & eins Description:

[-}-w Servers

[fﬂ Recording Servers

ﬁ Mobile Servers

=58 Devices

0 Cameras

Name:

|adrr|in

& Microphones

0 Speakers

8 Metadats

oo Input

Q Output

=3 Client

3 View Groups

Bl Matrix

=8 Rules and Events

Rules

@ Time Profiles

- 00 Nofeation Frefles

‘ User-defined Events

% Analytics Events

R, Generic Events

=l Security

ﬂ Roles

E Basic Users

=@ System Dashbozrd
D Current Tasks

ﬁ Server Logs

Basic User Settings Page allows creating new admin & normal user.
Follow Steps below:

i. Goto Security below Site Navigation.
ii. Click on Basic users.

iii.  Then Right Click under Name & select Create Basic User.
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New Basic user page allows to create user with new username &

password.

Follow Steps below:

i. Insert username & password.

ii. Click on OK to save the user record.
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=G WIN-NO1A2C3I0GA - (13.13) Hame Name | Description

{1 Basics . Administrators (Administrators have com & admin

& License Information T User 8 Basic

Site Information I@ BUILTI have complete and unrestricted access to the computeridomain

= Servers

- ]} Recording Servers
“ 4] Mobile Servers
=52 Devices

- Cameras

8 eins

6§ NT AUTHORITYINETWORK SER.

# Microphones
@) Speakers
- Metadata
<o Input
- Output
=53 Client
B3 View Groups
- [ Matrix
=+ Rules and Events
Rules
() Time Profiles
[ Nofification Profiles
R/ User-defined Events
% Analytics Events
Y Generic Events
el Security
- §% [Reles
8 Basic Users
=@ System Dashboard
“[] Current Tasks
{2 Server Logs
[Ee Access Control
EHE, Transact
[} Transaction sources
“[6#] Transaction definitions
& Marms
= MIP Plug-ins
) EINS Access Control

Hemave

€D Info 98 Users and Groups | @ Overall Security |& Device | PTZ |&f) Speech | Client | § External Events | &3 View Group | (] Servers |Ig < [3

Role Settings page allows giving roles to the saved users.
Follow Steps below:

i.  Under Security Click on Roles.
(Select Administrator if user wants to add user to the admin / Select User if
user wants to add user to the normal User).
ii. Click on Add Button under Role settings then select Basic User.
iii.  Select required user & then click on OK.
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Roles v 1 RoleSettings
Name Roles information
% Administrators (Adminisiretors have com || pame:
% User Ldministrators
Description:

Administrators have complele and unresiricled access to the system

Iv] Mlow Smt Clent login
[v] Alow Mol Clet lagi
[yl Alow Web Client login

Role Settings Page allows giving different login roles to the user.

Follow Steps below:

(Select Administrator if user wants to give roles to the admin / Select User if
user wants to give roles to the normal User).
Select login roles from the checkbox.
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2) Adding Camera - Milestone

& Milestone XProtect Management Client 2019 R1 - |
File Edit View Action Tools Help

[} Recording Servers Recording server information
3PS Neme
EINSST-SANKET
Description

R Talover Serve K Remove Recording Server

@] DLNA Servers El

@ Mebile Servers & Refresh Host name: -
R :wezs [EINS-ST-SANKET ]

Cameras

2 Uheremones Local web server address

@ oo [rte:/eins s-sanicet: 7563/ ]

@ Metadete Vel server address

o nput ]
- &CII 0|Mvul Time zone:
S R‘Tﬂ . [(07C+05:30) Chennai, Kokata, Mumbai. New Deki =

ules

& Security
@ System Dashboard . -
B Sove Loe @ inio |3 Soreoe | ] Flove | Mlicost | 1 Netwok |
[ Access Control
% Transact Liva: 1280720 42KB

Marms
& MIP Plug-ins

&) EINS Access Control

Site Navigation | Federated Site Hierarchy \ AXIS 01755 Network Camera (192.168.1.83) - Camera 1

This page is the first step which allows user to add Hardware & configure
camera into the system. In Recording servers user can perform several actions
on the configured hardware.

Follow Steps below:

i.  Under Site Navigation -> Go to Servers -> Recording Servers.
ii. Right click on saved Recording server -> Click on Add Hardware.
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Add Hardware

This wizard helps you detect and set up hardware.

Hardware detection method:

() Express [recommended)
Automatically detects hardware on the recording server’s local network

() Address range scanning
Scans defined network address ranges and detects hardware models

(® Manual
Detects hardware models for manually entered |P addresses and host names

) Remote connect hardware
ml =Y Add hardware connected via a remate connect server

The Open Platform Company

This page helps user to detect & setup the hardware. User here can detect
hardware from various methods.

Follow Steps below:

i. Select manual from the method to manually search the hardware.
ii.  Click on Next button.

10
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Specify user name and password if devices are not using the default ones..

|Indude User Name Password

E LAl el

[ e 2

This page allows user to configure the hardware with valid assigned username
& password.

Follow Steps below:

i. Click on Add button.
ii. Insert Username & Password.
iii.  Click on Next button.

11
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Select which drivers to use when scanning for hardware.
The more drivers selected, the slower the scanning.

- [of] ACT

[ [] Arecont
[ AS

[+ [] Basch

[+l [#] Brickeom
[ [v] Canon

[ [v] Hanwha
[+ [] HikVision
[ [+f] Infinava
- [ IQEye

B [ VT

[+ [] LG Electronics
[ [] Milestone
[+l [] Mabatix
- [ ONVIF

[+ [] Panasonic
[ [ Pelco

[+ [] Samsung

Help

Manual method allows user to select hardware from the given set of hardware
drivers. Select valid driver in order to properly configure the hardware.

Follow Steps below:

i. Select the hardware driver from the list.
ii.  Click on Next button.

12
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Enter information for hardware you want to add.
Optionally, select driver type to speed up detection.

Address Hardware model Add
192168117 | 1 | (Auto-detect)

Remaowve

This page allows user to add hardware using valid information.

Follow Steps below:

i. Click on Add button.
ii. Insert valid Hardware information.
iii.  Click on Next button.

13
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Waitwhile your hardware is being detected.
Once detection has completed, select which hardware to add.

Detected hardware:

Add  Address Port Hardware model Status
M [192.168.1.17 E | UNIVIEW IPC3225R3-DVSPF4L-B [ONVIF) f Success

Show hardware running on other recording servers

| Help |

Once detection of hardware gets completed, this page allows user to select
which hardware to add.

Follow Step below:

i. Click on Next button.

14
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Wait while the system connects to each hardware and collects device specific information.
Successfully collected hardware will be added.

Collected hardware information:

Address Port Hardware model Status
192.168.1.17 E UNIVIEW IPC322SR3DVSPF40-B [ONVIF) o Success

This page appears when the system connects to each hardware & collects device
specific information.

Follow Step below:

i. Click on Next button.

15
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Hardware and cameras are enabled per default Manually enable addiional devices to be used.
The hardware and its devices will be assigned auto-generated names . Altemnatively. enter manually.

Hardware name template: Device name template:
| Defaul v| |Defaut

[+] Hardware: [+ Camera [ Microphone [] Speaker [] Metadata [ Input [] Output

Hardware to Add
UNIVIEW IPC3225R3-DVSPF40-B - 192.168.1.17
Hardware:
= Camera port 1
" Metadata port 1:
oo Input port 1:
oo Input port 2
e Input port 3:
oo Input port 4:

m
&
z

Mame

UNIVIEW IPC3225R3-DVSPF40-B (152.168.1.17)

UNIVIEW IPC3225R3-DVSPFA0-B (192.168.1.17) - Camera 1
UNIVIEW IPC3225R3-DVSPF40-B (152.168.1.17) - Metadata 1
UNIVIEW IPC3225R3-DVSPF40-B (152.168.1.17) - Input 1
UNIVIEW IPC3225R3-DVSPF40-B (132.168.1.17) - Input 2
UNIVIEW IPC3225R3-DVSPF40-B (192.168.1.17) - Input 3
UNIVIEW IPC3225R3-DVSPFA0-B (192.168.1.17) - Input 4

OO0 o) O e | &

| < Back I Next » |

When hardware data is collected successfully, hardware can be viewed &
selected from the checkbox.

Follow Steps below:

16
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i. Select checkbox which user wants to enable.
ii.  Click on Next button.

Select a default group for all devices types.
Alternatively, select device group indnndually for each device.

Default camera group: Devices Add to Group
| Camera Group 1 | | = | Cameras
= UNIVIEW IPC3225R3-DVSPF40-B (192.16... | Camera Group 1

Default microphone group:
| Mo group selectsd... | | [2=] |

Default speaker group:
| Mo group selected. . | | =] |

Default metadata group:
| No group selected... | | ﬁ |

Default input group:
| No group selected... | | =] |

Default output group:
| No group selected... | | | |

This page allows user to add camera to the camera group.

Follow Step below:

17
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i. Click on Camera Group below Add to Group.

File Edit View Action Tools Help

H9 @ei

=g EINS-ST-SANKET - (12.12)
{1 Basics
[ License Information
Site Information
(%3 Remote Connect Services

@] DLMA Servers

] Mobile Servers
P Devices

B Cameras

& Microphones

B Smart Wall
{3 View Groups
£2 Smart Client Profiles
§2 Management Client Profiles
Matrix.
[ Rules and Events

@) Time Profiles
[ Notification Profiles
R/ User-defined Events
¥ fnalytics Events
-y Generic Events
o) Security
‘P Roles
- 8 Basic Users
© System Dashboard
[] Current Tasks
@ System Monitor
&} System Monitor Thresholds
Evidence Lock

an 0

[ #ais One-click Camera Connection

~ 8 X [Recording Server
= i) Recording Servers

Site Navigation | Federated Site Hierarchy

. Click on Finish button.

= HJ]] EINS-ST-SANKET
=+() AXIS Q1755 Network Camera (192162 1.9 2
P XS Q755 Network Camera (152.168.1.92) - Camera 1 |
S Q1755 Network Camera (182.168.1.52) - Microphone 1
XIS Q1755 Network Camera (152.168.1.92) - Speaker 1
X2 /XIS Q1755 Network Camera (192.162.1.92) - Metadata 1
ofg £XIS Q1755 Network Camera (192.168.1.92) - Input 1
XIS Q1755 Network Camera (182.168.1.32) - Output 1
XIS Q1755 Network Camera (192.163.1.92) - Output 2
XIS Q1755 Network Camera (182.162.1.92) - Output 3
XIS Q1755 Network Camera (192.163.1.92) - Output 4
XIS Q1755 Network Camera (182.162.1.92) - Ouiput 5
XIS Q1755 Network Camera (192.163.1.92) - Output §
XIS Q1755 Network Camera (182.162.1.9) - Output 7
(
(
(
(
(
(
(
(
(
(

XIS Q1755 Network Camera (192.168.1.52) - Output 8

XIS Q1755 Network Camer (192.168.1.92) - Output §

£XIS Q1755 Network Camera (192.168.1.92) - Output 10
XIS Q1755 Network Camera (192.168.1.92) - Output 11
£XIS Q1755 Network Camera (192.168.1.92) - Output 12
AXIS Q1755 Network Camera (192.168.1.92) - Output 12
£XIS Q1755 Network Camera (192.168.1.92) - Output 14
AXIS Q1755 Network Camera (192.168.1.92) - Output 15
£XIS Q1755 Network Camera (192.168.1.92) - Output 16
XIS Q1755 Network Camera

el .

182,162 1.92) - Output 17
o 162 3

Preview

Brightness 30
Edge recording type to retrieve Continuous
Miror image
Mutticast address 192.168.1.92
Mutticast force PIM-SSM No
Mutticast time to live 5
Mutticast video port 0
Rotation 180
Sharpness 30
White balance Fixed outdoor
4 Video
Bt rate control mode: Variable bit rate
Bit rate control prioty None.
o il
Compression 30
Frames per second 8
Inciude Date No v
‘
3

Live: 1260x720 45KE

AXIS Q1755 Network Camars (192.168.1.92) - Camara 1

Previously configured camera is displayed below the camera group. This page
allows user to view the camera & change its settings.

18
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Follow Steps below:

i. Click on Recording servers below Servers.
ii. Select cameral from the camera group.
iii.  Click on Settings on Right hand side.

4 milestone

iv. InProperties under Video Stream 1 change Codec as MJPEG.

3) HID Configuration - Ultimate

) EINS - HID Network Access Solutions ( NAS - "
Eoom = . - = o)
g . o @) - & Q& —0
Configuration File / Task 1/0 Control Access Config Controllers Status Event Details Settings Controller Backup
) EINS_Serverfrm - X
Set Server IP
Port: 4070 ®
B
4
Welcome : Mateen Khan Logged In As : Super Admin VersionNo:  1.0.0.0

This page is the foremost step in configuring the HID controller. Here user enters

his valid credentials in order to login.

19 |
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Follow Steps below:

4 milestone

i. Click on Configure icon.

ii. Insert Server IP.

iii.  Insert Username & Password.

iv.  Click on Submit.

QEH_\E

b

Configuration File / Task

Welcome :  Mateen Khan

EINS - HID Network Access Solutions ( NAS )

® . O, O
- o/ Q&
1/0 Control Access Config Controllers Status Event Details Settings

Logged InAs:  Super Admin

_EI-
(HID

=

Controller Backup

VersionNo:  1.0.0.0

This page displays HID Network Access Solutions which allow users to deal with

various controller related operations.

20
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Follow steps below:

i.  On Ultimate Homepage click on Hardware.
ii. Click on IP Controller then select HID.

iii.  Click on configuration tab.

® EINS - HID Network Access Solutions ( NAS ) L= 1o

©-os D

i = _ F @ Ideal for IP centric environments
@ Providesa complete and fully functional hardware/firmware infrastructure for

access control software host systems.
Y @ CATS and Power over Ethernet (PoE) eliminates

need for power supplies and reduces wiring costs.
@ Storesa complete access control and configuration database for up to 250,000

cardholders. @ Models :

® - Controller only: EH400, EH400-K
Transactions event buffer max 99,999 Controller + Reader: EHRA0, EHRP40

Hi-O Module: EDWM-M, ELM, ELM, etc.
@ Receives and processes real-time commands from the host software application.

V 1000 V 2000 @ supports Upto
- 2 readers
- 64 readers (32 x V100) - 2 readers - 16 inputs / 5 outputs
- 512 inputs (32 x V200) - 8inputs - One door lock Only
- 384 outputs (32 x V300) - 4 outputs
ICIick Here To Startl Utility Click Here To Start Utility
Welcome : Mateen Khan Logged In As : Super Admin Version No : 1.0.0.0

This page allows users to select the controller type from the options. Utility has
four options such as: Brochure, Installation Guide, Connection Guide & Firmware
Updation which helps user in configuring the controller.

Follow Steps below:

21
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i. Click on Click Here to start from the controller type.
ii. Click on Utility icon for controller related details.

22
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® EINS - HID Vertex Configuration = | o
. @ : »
i 5 & @ Y HID |
Current State : Disconnected gy E& A
User Management  Date/Time Utility Access Config Logs Misc Task

Total New Controllers Found : 2

controller Name IP Address MAC Address Model Steps to Configure a New Controller :
Vertx_EVO_V2000 192.168.1.16 00:06:8E:03:25:F9 V2-V2000

Vertx_EVO V2000 192.168.1.143 00:06-8E:03:28:12 V22000 Step 1 : Click on Search Icon % to Search New Controller in LAN.

Step 2 : Select the Controller from "New Controller” List.

——Y Step 3 : Double click on it and click on Configure New Controller.

Step 4: Fill All Details in Wizard Window to Save and Configure the Configuration.

Steps To Connect To The Existing Controller:

ST
M Step 1: Right click on any Controller from "Configured Devices" List.

6 Step 2 : Click "Connect” to connect the Controller.
Total Configured Controllers : 2

= Controller Name  IP Address Mac Address Status
EINS HW V2000 192.168.1.28 00:06:8E:02:98:09 Offline X .
EINS V2000 192.168.1.181 00:06:8E:03:3E:31 Offline S 1 Cenlige E g Comielr 2
Step 1 : Disconnect the Controller if any Controller is Connected.
x Step 2: Double Click on any Controller from "Configured Devices" List.
Cancel
Step 3 : Click on Edit Button.
Q Step 4 : Change Contoller Configuration.
Step 5 : Click on Save to Save and Configure the Controller.
Help
Welcome :  Mateen Khan Logged InAs:  Super Admin Version No :

This page allows users to search & configure the new controller or select from
the configured controller. New controllers are displayed in the above table while
configured controllers are displayed in the below table.

Follow Steps below:

i. Click on Search icon.
ii. Selectthe controller by double clicking on it.
iii.  Click on configure New controller to configure the controller or select
controller if already configured.

23
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g Configure New Controller *
G HID)
Basic Details
Company : EINS «~| * % SelecttoSet Company Name where Controller is Configure.
Location : Mumbai ~| ¥ % SelectSlot Name, where you want to configure your controller.
Controller Name :  |EINS * ¥ Provide Controller Mame For Identification Purpose.
S Allows for DHCP (Dynamic Host Configuration Protocol) or maintains a Stafic
Addressing Type : O DHcP @ static (permanently assigned address)for the VertX controller's network parameters.
192 168 1 10 B A number that identifies the VertX controller on a network.
IFotitesse | || || || > This address will be used to access the VertX controller. Example: 192.168.1.129
b K 255 Py Py o B A number used to determine which IP addresses are contained
Aok | || || || > within the local network.
. The Default Gateway forwards traffic to a destination outside of the
Gateway Address: | 152 || 168 || L || 1 # subnet of the VertX controller. This address provides a communication

link between the VertX controller and external networks

@® HostIP Address 192 | 163 1 102 | * ) _ _
# Primary Server that translates domain names into IP addresses.

Application Mode : | Access ~| * B Alternate Server that translates domain names into IP addresses.

MAC Address : 00:06:8E:03:28:12 Product Name : V 2000

Selected Products Details Back Next

This page allows users to configure the new available controller. Mandatory
fields are marked with red asterisk. Selected product details give details of the
selected controller.

Follow Steps below:

i.  When user clicks on Configure new controller, Popup opens up where user
needs to select the valid controller.
ii.  User can view controller details from available product details.
iii.  After selecting valid controller, popup generates with details regarding the
controller.
iv. Field details are given beside for reference.
v. Click on next button.

24
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g Configure New Controller

x
RS Hip |
S 7 Do ceo e
Door Behavior : Card In - Card Out (1 Door Control)
~ DoorName: |MAIN * [ enable Door Held Alarm
ﬂ Grant Access Time : D sec = [] Enable Door Force Alarm
Door Held Time : Sec * 1 Door Monitor
Minimum Open Time : sec * [ Egress Switch
Reader Name : *
. Reader Mode : IN ~| *

[ add Other Reader

MAC Address : 00:06:8E:03:28:12 Product Name : V 2000

Selected Products Details Back Next

This page allows users to configure door & its readers. Single door with two

readers options or two doors with two readers can be selected. Door related
other details can also be configured here.

Follow Steps below:

i.  On previous configuration page when user insert valid details, click on next
button.
ii. Select required door behavior from the dropdown menu.

iii. Insert valid data as per the field, Red asterisk marked fields are mandatory.
iv.  Click on next button to proceed further.

26
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g Configure New Controller

gEn—vz’.

Controller Details

Controller Name
Company Name
Location Name

Addressing Type
IP Address
Subnet Mask :

Host IP Address
Application Mode

Here | Am Interval

MAC Address : 00:06:8E:03:28:12

Selected Products Details

EINS
EINS
Mumbai

Addressing Type
192.168.1.143
255.255.255.0

192.168.1.102
Access

20 Sec

Door/Readers Details

Door Behaviour

Door Name
AccessTime
Door Open Time
Door Held Time
Egress Switch
Readar Details

Readar 2 Details

Product Name : V 2000

b

Card In - Card Out (1 Door Contrt
MAIN

45ec

37 Sec

18 Sec

Yes

RIN (IN)

Not Configured.

Controller details page displays configured controller information.

Follow Steps below:

i.  Verify all information, Click on Back button to make changes.

ii.  Click on Next button to proceed.

27
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Current State : Disconnected
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EINS - HID Vertex Configuration

&

Y

Total New Controllers Four)

Controller Name 1P Adi QEIHE
Vertx_EVO_V2000 192.1 —

VertX EVO V2000  192.1

Configure
New Controller

Controller Details

Controller Name

Company Name
Location Name:

Addressing Type
1P Address

Host IP Address.

Application Mode

Total Configured Controlles M Amiiera]

™ Controller Name  IP A
EINS HW V2000 192.1¢
EINS V2000 192.1¢

Cancel
Selected Products Details

£ O

User Management Date/Time

@ @

Utility Access Config

Configure New Controller

EINS MAIN CONTROLLER

EINS

Door/Readers Details
Door Behaviour Card In - Card Out (1 Door Contrc

m Door Name MAIN DOORL

Subnet Mask :

Thanks for configuring the EINS MAIN CONTROLLER Controller.

EINS e

ac

ec

(IN)

uT (oUT)

Product Name

T
@
©

Welcome :  Mateen Khan

Logs

ration.

Step 4 : Change Contoller Configuration.

Step 5: Click on Save to Save and Configure the Controller.

LoggedInAs:  Super Admin

Successful Popup alert generates on final submission of data.

Follow Step below:

i. Click on OK button for confirmation.

[EE
A O
Misc Task
Version No :

28
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4) Access Group Creation

g EIMNS - Access Group

4 milestone

gElﬁS

“ i
- Enter Group Name : | [MAIN

| 2
New

General TreeView

Save

Access Group

Select Company : EINS

Select Location :  |Mumbai

Select Door :

%-' Door

By Controller

Door Name

]

Door

View Details

Access Group Door List

Door Name Controller Name IP Address Model Number
Cancel

G

Refresh

192.168.1.143

Hardware Type

Access Group details page allows users to create & assign access group to the
door. Users can view details & delete the configured door. In Access group

details user can select controller, Load groups to controller & view data aswell.

Follow Steps below:

Click on New button.

Select Company, Location & enter group name.
Select required door.

Click on save button.

29
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5) Access Group Assigning

&) Navigator

M

Client Status

( ) & v
Hardware Status Transactions Emergency
Details
Transaction Day count Month count ‘ear count
Date 06/14/2019 O~ Company Logo
Statistics Detail View
Image not
Hardware Type v|  Doo ~ =) available
~| @ showall
Actual Photo Camera Photo

v|  EventType

Reader
Reason

CardNo Fadility Employee Employee Event
UserlD Code D Name Time Mode  EventType
10:01AM  IN

Image not
available

» ) Picture Quality:  NA
Controller / Biometric Details Employee / Visitor Details
Controller Name : EINS Facility Code 0 Employee ID i NA Employee Name i NA
Reader Name : RIN Model V2000
Company Name : NA Location Name : NA
Door Name @ MAIN 1P Address @ 192.168.1.143

This page is use to display Live transaction & check card status.

Follow steps below:

Show HID Smart card to the HID reader.

ii. Checklogin the Transactions.

30
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Navigator
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<%

Hardware Status

-

Transactions

a

Emergency

*

Client Status

Details
Day eount Month count Year count

Transaction
Date 06/14/2019 [~

Company Logo

Statistics Detail View
Image not
Hardware Type ~|  Door v ) available
Reader ~ Event Type v| @ showall
Actual Photo
CardNo ! Employee Employee Event
o Nome e Mode  EventType Reason

Copy Card Nurmber

View Playback

Controller / Biometric Details Employee / Visitor Details

ControllerName ~ : EINS FacilityCode  : 0 Employee ID : NA

Reader Name : RIN Model : V2000

Company Name : NA
Door Name : MAIN IPAddress  © 192.168.1.143

Image not
available

Camera Photo

Picture Quality:  NA
employee Name  : NA
LocationName @ NA

This page helps user to copy HID Smart card number.

Follow Steps below:

i. Check thelogin the Transactions.
ii. Rightclick on the transaction.
iii. Select copy card number.
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) EINS-Employee Master 2 - x
®=o= Personal I | official | Biometric | Intrusion Palicy Payment Web Account assets Attachment | Employee Status
Company Employee ID: 105064 Employee Name :  Aftab Khan Company Name : EINS Location :  Mumbai
=
1 IP Controllers
Ne Access Grou,
New Card No.: |sa1308475 1 E] i O Show Al DoorAssign
== v 4] [ Access Group
i Card HEX : 32255938 0 frest
Save 5 O |aGmain
Format : 32~ pits* Facility code : 0 O |rest1
=9 O |nmnmn
[E
== MAIN
Type of card : O Emergency O Escort
Edit
ﬁ PIN: o
Delete Enable Date : 12/21/20018 B+ *  ExpiryDate: 12/21/2020 @+ *
x Card Status : ® Active O Inactive O None
Cancel
Anti-Pass Bypass [ Time Bypass [ Holiday Bypass Ti
Search
Photo Family Photo Resume Signature Appointment Letter Biometric Template
@ o e ® =
7 @ _ _ _ _ _
& ® ® ® ® ®
Help e
Welcome : Mateen Khan Logged In As:  Super Admin VersionNo :  1.0.0.0

This page allows user to assign a card number to an employee.

Follow Steps Below:

i. Click on New button.
ii. Select Access from the tab.
iii. Paste copied card number in the card number field.
iv. Select Access Group from the checkbox.
v.  Click on save button.
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3579234691 |0 | |

| | [10:-08aM  [IN Invalid Card | Deny access Card.
0 [0 | | [10:08am [N Valid Card |Grant access
841308475 |0 [ [ [10:00aM  |IN Invalid Card | Deny access Card
Controller / Biometric Details

ControllerName ~ : EINS Facility Code  : 100

Reader Name : RIN Model : V2000

Door Name : MAIN 1P Address  : 192.168.1.143

Employee / Visitor Details

Employee ID : 105064

Company Name : EINS

) Navigat = X
Qs \//\ g *
Hardware Status Transactions Emergency Client Status
Details x
Transaction Day count Month count Year count
Date 06/14/2019 [~ Company Logo PN
Statistics Detail View 9
Image not
Hardware Type ~  Door v/ ) available —
) Valid card
Reader v EventType v| @ showAll
Actual Photo Camera Photo
CardNo / Facility Employee Employee Event
UserlD % Notoa Time Mode  EventType Reason

Picture Quality:  NA

Employee Name  : Aftab Khan

Location Name : Mumbai

This page displays transaction data of a valid user when card is assigned to a

user.

Follow Steps below:

i. Assign a card to the user.

ii. Do the transaction with the newly assigned card user.

iii. Check the login the transaction.
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g EINS Access Control

=fE "s

Camera Door Mapping Controller Status

Item Picker == -

Select one:

ER P EINS-ST-SANKET
+1-47) Camera Group 1
= ELNS-ST-SANKET

Y

Alarm/Transactions

Camera Door (Access Point) Mapping

3 92.168.1.92) - Camer| [ 2

{72 AXIS Q1755 Network Camera {192.168.1.92) - Camers 1 I

View Alert Popup

Total Count : 00

Door List
[] Select All

MAIN

4

¥

License Information

Close

Save Cancel

Biometric Device List
[] Select All

EGE:

This page helps user for camera door mapping. Camera is fetched from the
configured hardware device.

Follow Steps below:

i. Click on Camera Door Mapping.
ii. Click on search button.
iii. Select camera from the camera group.
iv. Select required Door from the Door List.

v. Clickon

Save button.
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The Open Platform Company

EINS Access Control
?.n

Y
E E 1 =
License Information

Alarm/Transactions

Camera Door Mapping Controller Status
cl

Controller Status
E Controller / Biometric Status :

Controller | Biometric

Controller Status I[)Dnr Status
Total Controller Count : 01

g

Controller Status

Mac Address
00:06:8E:03:28:12 Online

IP Address
192.168.1.143

Controller Name Model Number Application Mode

This page allows user to view controller status of the configured device.

Follow Steps below:

Click on Controller Status icon.

Click on Controller Status tab.
Check the status of the configured controller.
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g EINS Access Control

Camera Door Mapping

Controller Status

tﬂ] 1

Alarm/Transactions

¥

License Information

Alarm/Transactions Close
Search
() Event Date: 6/14/2019 E ) By Event Type © O Show all
2 Transcation IAIarms,vaems.
Total Transaction Count 4 Right click to view details Refresh
Employee e .
Nar':u‘:v Card No FacilityCode Event_DateTime EventType DoorName Mode Remark
Aftab kKhan 841308475 0 6/14/2019 10:0... |Valid Card MAIN N Grant access
357892346591 [+] 6/14/2019 10:0... |Invalid Card MAIN IN Deny access —Ca...
] [+] 6/14/2019 10:0... |Valid Card MAIN IN Grant access
841308475 1] 6/14/2019 10:0... |Invalid Card MAIN IN Deny access —Ca...

This page allows user to check the Alarm/Transactions. Alarm/Transactions can
be viewed in the tabular form.

Follow Steps below:

i. Click on Alarm/Transactions icon.
ii. Click on Transaction tab.
iii.  Click on Refresh to refresh the data.
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= A, O

Camera Door Mapping Controller Status Alarm/Transactions License Information

X

Controller Status Close
E Controller / Biometric Status :
Controller | Biometric
Controller Status |_Door Status ‘I 2
Cortroller Door Status Cortroller / Door Action
Total Count : 01

Activate Support Mode

] Dioorhame Door Mode
m
u MAIN Nommal Mode Open Door

3

Set Nomal

Trigger Alam {Hooter)

Restart Cortroller

Emergency Open

Deliberate Emergency

This page allows user to view the controller & Door status. Controller/Door
Action can also be performed in this page.

Follow steps below:

i.  Click on Controller status icon.
ii. Click on Door status tab.
iii.  Select checkbox of the door.
iv. Perform any of the listed action on the door by clicking on the button.
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@ Milestone XProtect Smart Client 6/15/2019 10:11:07 AM = -} x
P piayback Sequence Explorer s n arm Manager System Monitor -0 97 v

XProtect | L 2|
ons->> £ Zon MAP

™ AXIS Q1755 Network Camera (192.168.1.92) - Camera 1 @

Private
4 [ EINS

New View (2x 2)

. Browse MAP
K4 =

Shorteut: Set MAP Details

Browse MAP - [Cilsers\AdminisiraioriDeskiopMAP_Sample jog

5 4| Brows=..

MAP TEST

This page helps user to add map with the configured camera. Map enables user
to add controller & view transactions. Multiple cameras can be viewed using

assigned map.

Follow Steps below:

i.  Click on Live button.
ii.  Click on Setup button.
iii.  Click on EINS_MAP tab under system overview. (Popup will appear)
iv.  Click on Browse button to browse map.
v. Give map name to the uploaded map.
vi.  Click on Save button.
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Delete MAP

[

Refresh Map
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Alarm Manager System Monitor

IR

;
)

‘ Nem—

—

i

Camera Door

%

o
Controller

When map is assigned it enables user to add various tools to the map. Tools can
be added to a particular area simply by drag dropping a particular tool to a
specific area.

Follow steps below:

i. Click on Map option.

ii.  Click on Edit Map.
iii. From the appeared toolbox, select any tool to drag & drop in to the map.
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%

o
Controller
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Sensor Text

This page helps user to add required tools to the map to a specific region in the
map. Drag & drop function is used to add particular tool to the map.

Follow steps below:

i. Select any tool from the toolbox.
ii. Dragselected tool to a specific region.
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2 1 Setup

0
Transaction/Events Controller/Door Status Reports

6/15/2019

MAIN
MAIN
MAIN
MAIN

1000 AM -« 6/15/2019 10:22:29.000 AM| »| »

Event Info

105064

When an employee shows the transaction to the controller assigned into the
same map of the camera, user will be able to view the video recording 20secs
before & 20 secs after the transaction is done.

Follow steps below:

i. Carry out the transaction -> Go to EINS_AccessControl.
ii. Click on Transaction/Events in the tab.
iii.  Click on play button to view video recording 20secs before & 20secs after
the transaction.
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2 1

0
Transaction/Events Controller/Door Status Alarm Manager Reports

Controller Status Biometric Status Door Status

[ Model Number | Application Mode [ 1P Address [ Mac Address [ controler Status

This page helps user to view the status of the configured controller. Various
other details can also be viewed in this page.

Follow Steps below:

i. Click on EINS_AccessControl in the tab.
ii.  Click on Controller/Door status.
iii.  Click on Controller Status in the tab.
iv. Check the controller status & details in the table.
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6/15/2019 10:29:11AM | — O X
-0 ¥ v

This page allows user to perform any Controller/Door action on the door. User

can manually select the door & perform action by selecting any of the

operations.

Follow Steps below:

i. Click on EINS_AccessControl tab.
ii.  Click on Controller/Door status.
iii.  Click on Door status.

iv. Select required door to perform operations.

v. Select any of the listed operations to perform on the door.
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@ Milestone XProtect Smart Client 1 6/15/2019 103024 AM — O X
lve | Playback  Sequence Explorer Marm Manager | System Menitor ~0f v

0
Transaction/Events Cantroller/Door Status Alarm Manager Reports 2

Alarms Event Report

Report is a document that presents information in an organized format for a
specific Controller/Door/Camera. Here user can select the report as per the
requirement from the given set of choices.

Follow Steps below:

i. Click on EINS_AccessControl.
ii. Click on Reports in the tab.
iii. Select Report which is required.
iv.  Select source from the checkbox.
v. Click on Export to export the report.
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