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Redscan registration procedures on Milestone XProtect Corporate

Version 0.1
Prepare for Redscan
1. Connect PC which has Redscan Manager software to Redscan unit.
Execute Redscan Manager
Select “IP Address/Subnet Mast” in “Tool” menu
Set IP address and others on the Redscan unit for your management
Click “Set” button

o >N

-§- Detector IP Address / Subnet Mask setting

Setting  RLS-3060-#1

-~ Current

Current IP Address

| 192 168 1} 125

Subnet Mask [ 255 255 255 0

Default Gateway |

~New
New IP Address

I 192 168 1} 125

Subnet Mask 255 285 255 0

Default Gateway I

Cancel I

Set the detection area with the Redscan Manager.

In the menu bar, click “Download, “Area Alignment”, and then click “Event Code Setting” button
Change the settings as follows:

Event Code transmission : Enable

Use an arbitrary number : Add check mark and then change ID, If necessary.

It is necessary to change ID when you use multiple units
Transmission Mode : TCP

TCP Setting IP Address : Set the IP Address of Recording server.
Port Number : Choose an arbitrary port that vacant (Default port 1234 is not available / e.g. 12345)
Set the different port number on each Redscan unit when using multiple units.

|_Evert Code transmssion (TSN -] | Tamper Code ransmission [cuatie ]

™ Use an arbitrary number
10 rumber of detector I 3 (000-999)

Transmission Mode [_]TCF‘ llJ

LDP settng TCP setting

1P Address | |PAddress | 152 . 1650 .5 )

PortMumber [T = (0-65535) | [PortMumber [12345 <] (0-6s535) |

Number of transmission | 3(1-20) rmum|3m 3 sec. (1- 30000)

Transmission interval |1 3 sec.  (1-3600)

Delay time of event code stop transmission |10 3 sec.  (2-60)
[ ]_cm |

8. Click “OK”, “Confirm”, “Apply”, “Upload and Save” button.
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Prepare for the server computer

1.
2.

5.

Install the Milestone XProtect Enterprise.

Install Device Pack 6.2 or later.

Forward the ports that are specified at 7 in “Prepare for Redscan”.

In case of Windows7

“Start menu”, “Control Panel”, “System and Security”, and then select “Windows Firewall”

Click “Advanced settings”

7 3/ @ » Control Panel » System and Security » Windows Firewall v Sear

Control Panel Home

Allow a program or feature
through Windows Firewall

@ Change notification settings

@ Turn Windows Firewall on or
off

@ Restore defaults
IE‘ Advanced settings I

Troubleshoot my network

Help protect your computer with Windows Firewall

Windows Firewall can help prevent hackers or malicious software from gaining access to your computer

through the Internet or a network.
How does a firewall help protect my computer?

What are network locations?

. @ Home or work (private) networks

Connected (4

Networks at home or work where you know and trust the people and devices on the network

Windows Firewall state:

Incoming connections:

Active home or work (private) networks:

Notification state:

. ‘@ Public networks

“Inbound Rules”, then click “New Rule”

On

Block all connections to programs that are not on the
list of allowed programs

lfn optexguest

Notify me when Windows Firewall blocks a new
program

Not Connected (v)

File Action

2618

View Help

>

<[

@ Windows Firewall fvith Advanc

nbound Rules
Outbound Rules

%5 Connection Security Rules
B, Monitoring

" 3

Inbound Rules
-

Name

@ Management Client
@ Management Client
. Management Client
@ Management Client

@ Mil.
@ Recording Server Manager

. Recording Server Manager

. Recording Server Manager

@ Recording Server Manager

@VideoOS Server Manager

@VideoOS Server Manager
@VideoOS.DataCoIIec‘tor‘Service
@VideoOS,Recorder.MedianUninstalI
@VideoOS.Reccrder.Sewice
@VideoOS.Recorder.Service.TrayContro]Ier
. BranchCache Content Retrieval (HTTP-In)

P 9

. BranchCache Peer Discovery (WSD-In)
. Connect to a Network Projector (TCP-In)
. Connect to a Network Projector (TCP-In)

. Connect to a Network Projector (WSD-In)

XProtect C M M.
XProtect Corp M 1

. BranchCache Hosted Cache Server (HTT...

. Connect to a Network Projector (WSD Ev...
. Connect to a Network Projector (WSD Ev...
. Connect to a Network Projector (WSD Ev...
. Connect to a Network Projector (WSD Ev...

@Core Networking - Destination Unreacha...
@Core Networking - Destination Unreacha...

ﬂi(‘mp Netwaorkina - Dvnamic Host Confia...
< LI}

Group

BranchCache - Content Retr...
BranchCache - Hosted Cach...
BranchCache - Peer Discove...
Connect to a Network Proje...
Connect to a Network Proje...
Connect to a Network Proje...
Connect to a Network Proje...
Connect to a Network Proje...
Connect to a Network Proje...
Connect to a Network Proje...

Core Networking
Core Networking
Core Networkina

i
i
Actions

Profile Enabled Action || Inbound Rules I =

Private.. VYes Allow

Private... Ves Allow 1=/l 7 Filter by Profile »

Domain  No Allow §

Domain  No Alow L 7 Filter by State 4

Private  Yes Allow Y Filter by Group 4

Private  Yes Allow View »

Privats... Yes Allow [ Refresh

Domain  No Allow

Domain  No Allow = ExportList...

Private.. Ves Allow Help

Private  Yes Allow

Private  Ves Allow

All Yes Allow

All Yes Allow

All Yes Allow

All Yes Allow

All No Allow

All No Allow

All No Allow

Domain  No Allow

Private.. No Allow

Domain  No Allow

Private.. No Allow

Domain  No Allow

Private.. No Allow

All No Allow

All Yes Allow

All Yes Allow

All Ve Allow N ~
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“ th
6. Check “Port”.
[ o T L e -
@ New Inbound MEM ey
— - @200 -
Rule Type
Selact the typa of firewall ruls to creats.
Steps:
@ Rule Type Yhat type of rule would you like to create?
@ Protocol and Ports
@ Action - Proaram
Rule that s tions for & pr
@ Profile
@ Port
@ MName Rule that controls cornections for a TGP or UDP port.
" Predefined:
BranchCache - Content Retrieval (Uses HTTP) -
Rule that controls wons for o Wind peri
" Custom
Custom rule.
Learn more about rule types
H Back | Next > | Cancel !

7. Check “TCP” and “Specific local ports”
Put 80, 22331(For Smart client) and the ports that are specified at 5 in “Prepare for Redscan” in

the box

" @ New Inbound meymﬂA E

Protocol and Ports

Specify the protocols and perts 1o which this rule sppliss.

Steps:

@ Rule Type Doas this rule apply to TCP or UDP?

o Ptocol and o

@ Action ' uopP

@ Profile

@ Name Does this rule poly 1o all local ports or specdic bcal ports?

e |

< Back lNut)l Garcel ‘
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8. Check “Allow the connection”.

[

@ New Inbound Rule Wizard — [
Action

Specify the action to be taken when a connection matches the conditions specified in the rule.

Steps:

@ Rule Type What action should be taken when a connection matches the specified conditions?

@ Protocol and Ports

. @ Allow the connection
@ Action This includes connections that are protected with IPsec as well as those are not!
@ Profile
() Allow the connection if it is secure
@ Name This includes only connections that have been authenticated by using IPsec.

Connections will be secured using the settings in IPsec properties and rules in the
Connection Security Rule node.

() Block the connection

Learn more about actions

[ <Back |[ Next> ][ cancel |

9. Choose the profile you would like to apply.
Choose all when you don’t know.

‘Newlrmﬂulewud—; -._ ﬁ

Profile
Specify the profiles for which this rule spplies.
Steps:
@ FRule Type When does this rule 2pphy?
@ Protocol and Ports
@ Action vl w
s when a ter i d to s corp domain.
@ Profile -
@ Name o m'_" . '
Applies when a computer is connected to a private network lcation,
V! Public
Applies when a computer is cornected to a public network location,

Learn more about profiles
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10. Put the name in the box and then click “Finish”.

P New Inbound Rule Wi p-e
Name
Spacify the name and description of this rule.
Steps:
@ Fule Type
@ Protocol and Ports
@ Action
@ Profile MName:
Milestone-Radscan
@ Name
Description (optional)
< Back Finish
——— e — = — — —
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Registration Redscan units to XProtect Corporate

Execute Management Client
From “Site Navigation”, select “Servers” then click “Recording Servers”
Select name of recording server (default: name of PC)

N =

Click right button on the mouse, and then select “Add Hardware”

ol
File Edit View Action Tools Help
H9 o<
Site Navigation 3 x [y Properties q
= o OMPOIPls = ~Recording server information
=[] Basics -
i@ Gettine Started IOMPOIDIS
- % License Information D e
= B Remote Connect Services escription:
{5 Axis One-click Camera
o0 S
3
€T
& % Devices Host name:
.o Cameras
~ g Microphones IOMPOIUH
i 0 Speakers Local web server address:
oo Input | http://ompc1013:7563/
C Qutput Web server address:
-4 Client |
- View Groups b Time zone:
£ Smart Glient Profiles [(UTG+03:00) ARR. TLIE. Bt
(g Matrix Platform:
E-[3 Rules and Events [s25n
L Rules
L Time Profiles
.7 Motification Profiles
R User-defined Events ) Info ID Storage |ﬁ] Failover |4. Multicast |;*; Network I
f : Analytics Events = | i 2 x
N ;l_‘ Live: B4... Live: 10.. Live: 10.. Live: 12..
' Site Navigation [ Federated Site Hierar | WEWIL. Optex R.. Optes R.. Optex R.. Soeen.

5. Put a check mark on “Manual” option, and then push “Next” button

6. No action on the opened page (Specify user name and password.....), just click Next” button

7. Click “Clear All” button, “Others” and then put a check mark on “Optex Redscan”, then click “Next”
button

Add Hardware

Thiz wizard helps you detect and set up hardware.

Hardware detection method

€ Express (recommended)
Automatically diacovers hardware models on the recording server's local netwark

€ Address range scanning
Scans defired network address ranges and detects hardware models

Detacizihardmare models for manually entered [P addresses and host names

€ Remote connect hardmare
Add hardwars connectad vis 4 remote connect sarver
m| e

The Open Platform Compary

Heip | i | Hext > [ T |
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Add Hardware 10| x|

pecily " dil devi ate not using the delauk ones.

Include  User Name | Pasaword Add I
Bemove I

Help | < Back | Next > | Gancel |

Graararmare _iojx]

Select which drivers touse when scanning for hardware.
The more drivers sel d. the the i

1 = Toshiba = Select All |
[~ Universal
[~ Werint Clear All |

[~ VideolQ

Videotec
[~ Vivotek
MEEs -] J

= "DIP

I~ AgileMesh

I~ Apromedia H1000 Series

[~ AVS MPix13

[~ Basler BIP/BIP2

|~ Brickcom Device

[~ CheckView 9128702

[~ GiscolPC Series

|~ Gobham NetNode

|~ Darim Vision PVE400
DirectShowDriver

a K

I~ FlearNatamat Vicin? Frcader

Help < Back | Hext > | Cancel |

1o/

Select which drivers touse when scanning for hardware.
The more drivers selected, the slower the scanning.

-[~ IONodes E1610

,‘| ailect All I
T IPIXIS/CV series
[ Janteg Clear All I

[ LG Electronics LSW
[ LG Electronics LW
[ LG Electronics LW Ptz
[ Lumenera

-[V Optex Redscan

-[~ Scallop Camera

[~ Screen Recorder J
-I~ Siemens CC Series

-] Siqura HSD/MSD-62x

[ ToshibaGE2000

[T VCS VIP 10 / Video Jet 10

[~ Video Push Driver

-7 Video:0229

r|: Vider 1920 I

Help | < Back | Next > | Gancel |

—

8. Enter IP address of Redscan unit to be registered. Left “Port” number as “80”
9. In the “Hardware Driver”, select “Optex Redscan” from pull menu, and then push “Next” button

7



& QORTEX

Sensing Innovation

10. Confirm the status changes “Success” (detected hardware), click “Next” button
11. In “Collected hardware information” page, no action, click “Next” button
12. Then, Click “Next” button, and then make/select proper device group

13. From pull menu of “Add to Group”, select the group for Redscan unit, and then click “Finish” to

finalize

Add Hardware -10] x|
Enter information for hardware you want to add. L
Optionally, select driver typeto speed up detection. g
Address | Port | Hardware Driver Add

0 can

Help | < Back Next > Cancel

Add Hardware o =] ]
Wait while your hardwareis b q

eing di
Dnce detection has completed, select which hardware to add.

Detected hardware:

Add | Address Port Hardware Driver Status I
v [192168.0.101 80 Optex Redscan ¥4 Succe!

¥ Show hardware rurning onother, recardine servers

Help | < Back | Next > I Cancel
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Invalidate Motion Detection

Select “Recording Servers” in “Site Navigation”
Click the name of recording server, then select “Optex Redscan”
In “Property” window, select “Motion” tab

N =

Put out the check mark from “Motion detection” option to invalidate motion detection

N Midestone XProtect Corporate Management Chent N =181x
File Edit View Action Tools Help
Site Navigation 9 x |Recording Server o
E- g OPTEX-PC | §)) Recording Servers 5 N A
& (2] Basks | B opTENCRC ™ Motion detoction
& Gotting Started {5} () Optax Redscan (192.169.0.125) ~Thation prevem
Licenss ) m
H @Emm : Hgm” {4 (3 Panasonic BE-HOM735 (192.168.0.263
14 Axis Ore-click Camers Cornecti
B8 0 Servers

vdfing

R Failover Servers
a8 ? Devices
b Cameras
& Mrophones
0 Speakers
o Input
@ Outout
= 4P Client
£ View Groups
£ Smart Client Profiles
& Mavrix
S @ Rules and Events
%] Rules
@) Time Profiles
[0 Natification Profiles
R User-defined Events
® Analytics Events
| Generic Events B
8 @ Security
P Roles
=@ System Dashboard
@ System Manitor
D Current Tasks

[* Conteuration Reports -
4 | >

Site Navigation | Fodarated Site Hierarchy | Optex Redscan {192.168.0.125} - Camen 1

i Tre——— T - o
N

T mlﬁ‘""l@“""‘*!ﬁ%ll T

B x

;E

Recordng: 1000217 11KB

Note:

In order to utilize only detection events by Redscan detector, invalidate the motion detection
of camera, too.
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Setting of REDSCAN on Milestone XProtect Corporate

Setting of detection area

® N o o

Select “Recording Servers” in “Site Navigation”

Click the name of recording server, then select “Optex Redscan”

In “Property” window, select “Settings” tab

Change parameter

if necessary

Frams per second : Max20 (No meaning even though set more than 20)
Max. resolution: 1000 (Recommended)

Y axis range (mm):

Adjust this value as actual detection area length

» Milestone XProtect Gorporate Management Client

Y A
axis

ran
ge

| |
. g

File Edit View Action Tools Help

I8 Properties

H9 ©@eil
Site Navigation 2 x Recording Server
=g OMPC1013 4| | =-d)) Recording Servers
= [1) Basics =] OMPG1013
¥ Getting Started (2 JVC WN-V635 (192.168.0.12)

-{& License Information
B8 E} Remote Gonnect Servi
{3 Axis One-click Cam
& @ Servers
& %Evices
o Cameras
P Microphones
@ Speakers
.fo Input

() Output

(-4 Client
L View Groups
~f£2 Smart Client Profile

@ Matrix

- [E Rules and Events
~[E] Rules
: Time Profiles

» Notification Profiles
R User-defined Event

¥ Analytics Events
Y —— _>|J
" Site Navigation [ Federated Site Hi |

() Optex Redscan (192.168.0.123)
[=}-{z2) Optex Redscan {192
Optex Redscan (

() Screen Recorder (192.168.0.9)

« |

Preview

- 9
() Optex Redscan (192.168.0.125)

IOp!ex Redscan

ideo stream 1
Frames per second
Max resolution
Y axis range (mm)

20
1000
10000

Frames per second
A decimal value between 1 and 30.

) Info J7% Settines | 1] Streams

Live: 10..
Optex R..

@ Record Io 360° Lens IQ Events IQOIient IE Prird »

_

10
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Make the events effective

Select “Recording Servers” in “Site Navigation”
Click the name of recording server, then select “Optex Redscan”
In “Property” window, select “Events” tab

N =

Click “Add” button, and then select events to be used

Note: For Alarm events (triggered detection zone information), select “Motion Started (HW), and select
required zone name from Pull down menu of “’Motion Window”

(=1
File Edit Miew Action Tools Help
H9 oef
Site Navigation 2 x Recording Server I Q
=g OMPC1013 A= Recording Servers
E[]] Basics =H]J oMPG1013 Gonfigured events: A=
- Getting Started JVC WN-VE86 (192.168.0.12) Goneral
& License Information Optex Redscan (192.168.0.123) mmion glarteg (II:I‘WJ S =
1680124, t tart . o
= E} Remote Connect Servi E Op( Redscan (192.1680.124) -~ M&:g: 3.::‘3‘1 (HW) Motion Window Al I
2 A —cli Motion Started (HW)
 Axis One-click Cam Mation Started (HW)
=1 Servers Motion Started (HW)
: rding s Motion Started (HW)
; p Master Alarm Start
L ﬂ Failover Servers lédas_ter AIarmIS[;pp fieation O .
= i nvironmental Disqualification Qutput Start
& ? Devices Environmental Disqualification Output Stop
<o Cameras Rnti—%{at ing gulput gtart
Lo i inti-Rotating Output Stop
& Microphones Anti-Masking Output Start
: 0 Speakers _?nti;l;ﬂa(s)king Ogtput Stop
: Thput rouble Qutput Start
‘{: P Trouble QOutput Stop
() Output goileg anow gutpul gtavt
=43 Client oiled Window Output Stop
& Q |en. — Tampering Started
[ View Groups Tamperine Stopped
£ Smart Client Profile Enabled
. @ Matrix
=-[E Rules and Events
: Rules
L Time Profiles Add... Delete
: Notification Profiles
i ‘ User-defined Event < | _,I @ Record Io 360) U Client | Privacy Mask 4- Motion I 4
. 3 {\nalytics_ Events = | [z n x
4 I I > I

" Site Navigation [[Federated Site Hi- |

Select Driver Event

O Anti-Masking Output Start
i Anti-Masking Output Stop
i Anti-Rotating Output Start
' Anti-Rotating Output Stop

“Q Environmental Disqualification Output Start
Q Environmental Disqualification Output Stop
' Master Alarm Start

' Master Alarm Stop

< Motion Started (HW)

i Motion Stopped (HW)

i Soiled Window Output Start

< Soiled Window Output Stop

' Tampering Started

' Tampering Stopped

T Trouble Qutput Start

¢ Trouble Qutput Stop

0K Cancel J/
A
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Use events

Select “Rule” in “Site Navigation”

Note:

As other event, make rules to control the system, refer to “Help” of Milestone XProtect
Corporate

Example 1.)

Utilize the A1 zone detection information from Redscan to turn the IP camera’s preset position, P2.

1. In “Site Navigation”, select “Rules” in “Rules and Events”
2. In “Rules” window, click right button of the mouse, and select “Add rule...”
3. Enter the name of event (e.g. A1) and put a check mark for “Perform an action on <event>"

[Managerule =10l x|
Name: | Al
Description: |
Active: 2

Step 1: Type of rule
Select the rule type you want to create

" Perform an action in a time nterval

Edit the rule description (click an underlined itam)

Perform an action on event
from devices/recording server/management server
Hep | Concel | Bt | New> | Finisn ]/
2

4. In the window of “Edit the rule description”, click “event”, then select “Motion Started (HW)”

12
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X
Audio Rising _:j
Directional Violation

Environmental Disqualification Output Start
Environmental Disqualification Output Stop J

Images Received
Input Activated
Input Changed
Input Deactivated
Master Alarm Start
Master Alarm Stop
Motion Started (HW)
Motion Stopped (HW)
Object Appearing
Object Disappearing
Object Dwelling
Object Entering
Object Exiting
Obiect Presence :I

T

5. In the window of “Edit the rule description”, click “device/recording server/management server”

6. Select the Redscan unit from device group and “Add” button, and then click “OK”

——

Fie Edit View Action Tools Help

H'9 9®i i
Site Mavigstion 8 x [Rules 3 |Rule Iormstion 8

Sedect the ruke types you ws
“~
© Perform 3 action n a t = Panascnic BE-HOM735 (162.168025
¢« PRemove I

|fea 1 to positon B1 immedic
Ed# e rule description (cl
Periorm an action on Motio.
from devis

K F—
oK | cexm |

4

b | Grcel | B | Nea> | Fein _J

1] GO T3y

™ Confguration Reparts -
s

7. Click “Next”, then following window comes up, then put a check mark for “Event is from <motion

window>

13
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~loix]

Name: X
Description: I
Active: v

Step 2: Conditions

Select conditions to apply

[~ Within selected time in <time profile>

[~ Outside selected time in <time profile>

[~ Within the time period <starttime> to <endtime>
[~ Day of week is <day>

Event is from <motion window> =
Select motion window B

|A1l

oK | cancet |

Edit the rule description (click an underlined item)

Perform an action on Motion Started (HW)
from Optex Redscan (192.168.0.125) - Camera 1

{event is from motion window

Help l Cancel | < Back | Next > | Finish l/
Z

8. Click “motion window” in “Edit the rule description” window, then type “A1” in “Select motion
window”, and the click “Next button”
9. Put a check mark for “Move <device> to <preset> position with PTZ <priority>

14
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anage i =T

Name: I Al
Description: |
Active: v

Step 3 Actions
Select actions to perform

[~ Start patrolling on <device> using <profile> with PTZ <priority> _“_I
[~ Pause patrolling on <devices>
7 I <devi o <pr osition with PTZ <priority>

[~ Move to default preset on <devices> with PTZ <priority>

[~ Set device output to <state>

[~ Create bookmark on <{devices>

[~ Send notification to <profile>

[~ Make new <log entry>

[~ Start plug-in on <devices>

[~ Stop plug-in on {devices> _:|

Edit the rule description (click an underlined item)

Perform an action on Motion Started (HW)
from Optex Redscan (192.168.0.125) - Camera 1

event is from Al
Move device to position preset immediately with PTZ priority Priority

Help I Cancel | < Back Next > | Finish l/
A

10. Click “device” to select the linked camera, and click “preset” to assign the linked preset position,
then click “OK” button
11. Set the priority level, then click “Finish” to complete

15
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Example 2.)

Utilize Master alarm code to start and stop recording

As above example, edit the rule description like the following

> Milestone XProtect Corporate Management Client _‘!ﬂﬁ
File Edit View Action Tools Help

H 92 9 <* 3§ adion

Site Navieation 2 x
E§ OPTEX-PC Al =[E] Rules
I (4] Basics E A
&g Getting Started ELC
a Licenze Information & Antimasking
=& Remote Connect Services g g;
&) Axis One-click Camera Connecti %] Default Goto Preset when PTZ is done
&l {J Servers [ Default Record on Bookmark

~f)) Recordine Servers

ﬂ Failover Servers iy Default Record on Request
=% Devices Default Start Audio Feed Rule
L =p Cameras =] Default Start Feed Rule
& Microphones [E] m
@ Speakers T
oo Input
) Output
£ Client
£3 View Groups o
& Smart Client Profiles Description:
g Matrix
=1 £ Rules and Events
~E
&) Time Profiles
-0 Notification Profiles
®] User-defined Events © Active
+ B Analytics Events
R, Generic Events T Definition:
E]@S“""y Perform an action on Master Alarm Start -
9 Poles from Optex Redscan (192.168.0.125) - Camera |
=l @ System Dashboard Istart recordine immediately on = .
- @ System Monitor
[ Current Tasks Periorm stop action on Master Alarm Stop
[ Configuration Reports - from Optex Redscan (192.168.0.125) ~ Camera |
< | _,r‘ recordine immediately -
Site Navigation | Federated Site Histarchy | < | _’_'—I

BlFeememoviiee]

16
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Example 3.)

Send notification-mail to the manager when the Redscan unit generate the anti-rotation signal.
Need to set the Notification Profile, then set up the rule like follows:

‘M Milestone XProtect Corporate Management Chent g .l!'ﬁ
File Edit View Action Tools Help
H Y9 @ € 8§ Adion
Site Navieation :
= @9 OPTEX-PC
=[] Basics
i Getting Started
&2 License Information
= {2 Remote Connect Services
1%y Axis One-click Camera Connecti
B B Servers
i Recording Servers

: Default Goto Preset when PTZ s done
34 Default Record on Bookmark

"] Failover Servers y Default Record on Motion Rule
£ B Devices 3 Default Record on Request
=B Cameras iz| Default Start Audio Feed Rule
. P Microphones =] Default Start Feed Rule
@ Speakers ___-[iz] Recording
oo Input B SHOUNS
~ Output
A ¢ g"\'}; ; [Anti-Rotation
+ £ Smart Clent Profiles Description:
& Matrix
= [ Rules and Events
@) Time Profiles

~71 Notification Profiles
R User-defined Events

L% Analytics Events v Aetive

L @ gcae:;nc Events |— Definition:

T U Roles Perform an action on Anti-Rotating Output Start

J Optex Redscan (192.168.0.125) -~ Camera 1

= @ System Dashboard ﬁr:Tiﬁcathnb']j ble Notificati il address'
-8 Srstem Manier images and sound from Panasonic BR-HCM?35 (192.168.0.253) - Camera 1
i~[] Curent Tasks

~[* Configuration Reports -
< | »

Federated Site Hierarchy |
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