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Document history

Revision Date Comment

1 2020-01 | First revision for 1.6 ‘

Intended audience

This document is intended for people in charge of Milestone XProtect
integration/installation with ACIC video analytics applications. It describes the different
steps required to configure the integration.

Getting technical support

You can ask questions and make product suggestions to ACIC by email at
support@acic.eu. Please don't forget to include your contact information in your request.

Covered and compatible products

Milestone XProtect Corporate 2013 (6.0a) or higher

Milestone XProtect Expert 2013 (6.0a) or higher

Milestone XProtect Enterprise 2013 (8.5e) or higher

Milestone XProtect Professional 2013 (8.5e) or higher

Milestone XProtect Professional+ 2017 R2 (11.2a) or higher

Milestone XProtect Express 2014 (8.6a) or higher

Milestone XProtect Express+ 2017 R2 (11.2a) or higher

Milestone XProtect SmartClient 2013 or higher

ACIC video analytics software with MIP (Milestone Integration Platform) support —
2.4.X or higher
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1 Introduction

Milestone XProtect is a Video Management System into which ACIC Video Analytics products can
be plugged in. See http://www.milestonesys.com for further details about Milestone products. ACIC
video analytics software are integrated with Milestone the following way:

e The video source is configured in Milestone XProtect system to be recorded.
The ACIC analytics software receives the video stream from the Milestone platform.

e The ACIC software (Edge or Server) analyses the video stream and sends metadata and
events back to milestone.

e Events and metadata (converted to graphical overlays) are used by the XProtect
SmartClient to display a view of the cameras with the analytics information and the alarm
panel.
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2 User anthentication

ACIC video analytics software has to be authorized to access to Milestone system. Milestone
supports two classes of users. Select the correct class of user given the Milestone version:

e Windows users for Corporate, Expert, Enterprise, Professional+ and Express+
o Basic Milestone users for Professional and Express

Warning: The ACIC Milestone integration does not support user passwords with punctuation
characters.

ACIC's integration uses Basic Milestone users for both XProtect Express and XProtect
Professional, you must create a basic user for these versions. The following steps illustrate how to
create a basic user. For more information see the Milestone documentation for users management.

Open the Milestone management application, right click the “Users” node and then select “Add
New Basic User” (Figure 1). Fill in the user form and associate the user some specific privileges.

@

File Edit View Action Tools Help

H9 o =eii
Site Navigation + 0 X |EBasic User + I lBasic User Sett
=3 WIN-3QESHBOEU0E - (13.23) Mame
{1 Basics B toto
L_g Remaote Connect Services
G Servers Description:
%’ Devices
3 Client Mew Basic User >
[E% Rules and Events
=) e@ Security User name:
?"-‘q, Foles ||
a Description: I
@ System Dashboard
E] Server Logs
!EB Agccess Control
[ﬁb Transact
& Alarms
%+ MIP Plug-ins

Name:
toto

Password:

Repeat password:

| |
Corc

] I
Figure 1 Adding a user
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3 Video source configuration

The first step is to add your camera into the Milestone system. This part is normally well known
from integrators but to be complete, it will be explained briefly. Secondly you have to configure, for
each ACIC streams, the input video source.

3.1 Adding a video source to Milestone archiver

First, start the Milestone XProtect Management client. Select the Servers > Recording Servers,
right click on the appropriate server and select Add Hardware as illustrated in Figure 2.

< Milestone XProtect Management Client 2019 R2
File Edit View Action Toocls Help

HY9 oei
Site Mavigation «~ 1 ¥ ||Recording Server
=] ﬂi WIN-3QESHBOBUOE - (13.23) = }:fﬂ Recording Servers
+ {7} Basics S8 =] \/IN-9QESHEDSU (g
F] \5 Remate Connect Services 0 AXIS P1355 Ne Callensz
+] & 7! Y
= Servers * ﬁf;:ij:ﬁ@ Add Hardware.. CTRL+N

t7)) Recording Servers

5 Move Hardware...
¥ Failover Servers

¥ % Devices Delete All Hardware
+-E3 Client @ Change Hardware Password...
+-[E Rules and Events - .
. E@ Security ename Recording Server F2
£l @ System Dashboard @ Remove Recording Server
() Server Logs 2 Refresh Fs5
:E'jﬂ Access Control
+ [ﬁh Transact
B Alarms

+- 3§k MIP Plug-ins

Figure 2 Adding a camera

Fill in the fields associated to your camera. If you do not know the camera model, you can use
Auto Detect mode, otherwise, select a device model in the list. Finally, save the configuration, the
new camera should appear in the Devices list.

Depending on your Milestone version and type, there might be some minor differences in the
illustrations shown in this document.

For further details on how to configure Milestone, please refer to the milestone official
documentation located at http://www.milestonesys.com

Note: There are some minor differences between Milestone XProtect Corporate and Enterprise or
Professional.
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3.2 Using Milestone as a video source for ACIC

Open your Firefox browser and enter the following URL: http://<ip_address>
Replace <ip_address> with the IP address of your ACIC device. For each analytics streams of your
server?, do the following steps:

Select the “Camera’ (2) sub-menu of the “System Setup” Tab (1) as shown in Figure 3.

Select Network Stream as Video source, Milestone XProtect as Device brand and select your
Milestone XProtect server type from the list

Corporate

Expert

Enterprise

Professional or Professional+
Express or Express+

Fill in the IP address of the Milestone Server and the associated port — by default 80, but it may be
overridden in the Milestone server.

Enter the “User name” and the “Password” (see section Erreur! Source du renvoi
introuvable.), be sure to use the correct user class (3) and then click the refresh camera button
(4). All cameras defined and accessible by the Milestone server are displayed in the list. Select the
target camera and click the apply button. Check error messages in the Status window below the
current camera screenshot if camera list does not appear.

2 The stream index is selectable through the upper right selector named 'Video stream' of the top of the page.
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1 R —— Vvideo analyucs

Home I System I ActivityDetection

9 Time 'ﬁ User = » Camera £ Applications (I System
2 System setup > Camera settings Video stream | 1 v
Next refresh in 51 seconds Stream name [ stream_1 |
Refresh every | 60 v | seconds External ID f358aafb-022b-41cf-bd

Video source & Network stream v
Device brand Milestone XProtect v
Device model Corporate v
Protocol MIP ~
P ( 192.168.20.73 |
Port ( 80|

I Windows authenticationl 3
User name [ administrator |

Password | SENBNBIBRBENRINNRS |

Status

Time Message

(IS Q6000-E Network Camera (192.168.20.195) -
[ ) ’

AXIS Q6000-E Network Camera (192.168.20.195) -
Camera 4

PTZ Driver Proprietary v~

«|  Only key frames O

Resolution Native ~

Figure 3 ACIC Config Tool - Camera panel

Express/Enterprise/Professional and Expert/Corporate camera forms differ a little bit from each
other by the inclusion of an “Events server port” field. The event server port is the port used by
the Milestone Event server entity responsible for archiving the external analytics events®. By
default the port used by the Milestone Event server is the 9090 but this value may be overridden in
the Milestone Management Client — see section 4.2.

Once the configuration is applied, you will see the current camera screenshot and a status
messages sequence similar to

2019-07-30 10:25:56,791 Creating Milestone video grabber module
2019-07-30 10:26:43,645 Session established

Every five minutes, Status window will display grabbing and decoding statistics as follow

2019-07-30 10:30:56,801 Frames grabbed: 6.18/s - Frames decoded: 6.17/s
2019-07-30 10:35:56,802 Frames grabbed: 7.20/s - Frames decoded: 7.20/s

3 'Analytics Events Server', this feature is not required for Expert and Corporate editions.
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3.2.1 Common errors and failures

The following messages in the Status windows may indicate potential errors. Here is how to fix it.
1) Can not connect to server <hostname>, please check your DNS configuration

In order to work correctly, the ACIC server must be able to resolve DNS name of the Milestone
XProtect server.

The following message indicates that the ACIC device cannot resolve the Milestone host name.
Please check that the DNS is correctly configured and contains a correct entry for your Milestone
server hostname.

2) 2019-07-26 01:21:17,156 Frames grabbed: 0.00/s - Frames decoded: 0.00/s
2019-07-26 01:26:17,158 Frames grabbed: 0.00/s - Frames decoded: 0.00/s
2019-07-26 01:31:17,167 Frames grabbed: 0.00/s - Frames decoded: 0.00/s
2019-07-26 01:36:17,173 Frames grabbed: 0.00/s - Frames decoded: 0.00/s

The connection between the camera and Milestone is defective. Check the Milestone client for
further details about the error.
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3.3 Direct connection to the camera

Instead of using Milestone as a video source, it is of course also possible to connect directly to the
camera. In that case, the field External ID must be filled in manually.

The ID can be obtained from the Management Client, by holding CTRL while left clicking on a
camera, as illustrated Figure 4.

Recording Server ~ 1 ||Properties - 1
=] Efa Recording Servers - LISV 1 LT
=B WIN-8QESHB0SUOS Narme:
(23 AXIS P1355 Network Camera (132.168.20.157) £XIS P1375 Network Camers (152,168 20.132) - Camers 1
-G AXIS P1375 Network Camera (192.168.20.192)
S AXIS P1375 Network Camera (192.168.20.19 ST
3 XIS P1375 Hetwork Camera (192.168.20.19 Stresm name ctream @
AXIS P1375 Network Camera (192.168.20.19 o
3 AXIS P1375 Netwerk Camers (192.168.20.19 WEEEIT External ID 4467e855-a55f-493b-b4

3 AXIS P1375 Network Camera (152.168.20.13
3 AXIS P1275 Network Camerz (132.168.20.13 . &
AXIS P1375 Network Camera (192.168.20.19 V|de0 source Metwork stream T
5 AXIS P1375 Network Camera (192.168.20.19
AXIS P1375 Network Camera (192.168.20.19

¢ XIS P1375 Netwark Camers (192.168.20.19 Hordwore mame: Device brand Axis M
8IS F1375 Network Camers (192,168 20,19 = . i : v
o AXIS P1375 Netwark Camera [192.168.20.19 A0S P1375 Network Canera (19 D€VICE MO e 200 Series

XIS P1375 Network Camers (192.162.20.19 e

AXIS P1375 Network Camers (192.168.20.19 : : Protocol RTSP v

XIS P1375 Netwark Camers (192.162.20.19

XIS P1375 Network Camers (192 168 20,19 1P 192.168.20.192

AXIS P1375 Network Camera (132.168.20.19 Pasitiening information Dt cca

AXIS P1375 Network Camera (192.168.20.1% GPS coordinates: :

XIS P1375 Network Camers (192.168.20.19

XIS P1375 Netwark Camers (192.162.20.19

AXIS P1375 Network Camera (192.168.20.19 (Example: -33.856500, 151.215100)

IS P1375 Network Camers (192.168.20.19 Direction (a):

XIS P1375 Network Camers (192.168.20.19 2 o

legrees

AXIS P1375 Network Camera (192.168.20.19
A5 P1375 Metwork Camera (192.168.20.19 Field of view (b):
AXIS P1375 Network Camera (132.168.20.19

- 0 Degrees
AXIS F1375 Network Camera (152.168.2001%
AXIS P1375 Network Camera (192.168.20.19 Depth (c):
AXIS P1375 Network Camera (192.168.20.19 0 Meters

AXIS P1375 Network Camera (192.168.20.19
AXIS P1375 Network Camera (192.168.20.19
AXIS P1375 Network Camera (152.168.201% Preview position in browsef...
AXIS P1375 Network Camera (192.168.20019
AXIS P1375 Network Camera (192.168.20.19

'Pesesersesessevesee e ok

;
AXIS P1375 Network Camera (192.168.20.19 I 6‘E355'R55F493E| FERCETR ST
AXIS P1375 Netwerk Camera (192.168.20.19
(g AXIS P1375 Network Camera (192.16820.19 R . ¥
< > o Info % Settings m Streams @ Record j- Mation o Fisheye Lens Q Events -._._] Client [ Privacy masking
Preview -~ X

640480 5KB

AXISP ?NetwcrkCa'nala (1921

Figure 4 Getting the External ID
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4 Events and alarms confiquration

This paragraph describes how to link ACIC's outputs (events) with Milestone input cameras. Note
that there are two ways for ACIC to communicate events.

1) Events acquisition may be done by the plugin using the ACIC XProtect Plugin (pull) — see
section 5.2.

2) [DEPRECATED] Events may be pushed by the analytics server to Milestone using the MIP
protocol integration — see section 4.4.

The sections 4.1 to 4.3 give indications about Milestone specific configuration for events and
alarms configuration independently of the way the events are transmitted.

Warning: The MIP protocol integration is deprecated, and we suggest you use the ACIC
XProtect Plugin integration for new installations.

Note: The MIP protocol integration is only available for the ACIC server, the Edge version of
Analytics software always uses the ACIC XProtect Plugin.

Milestone XProtect Corporate and Expert may use a protocol integration using the MIP

SOAP interface while Express, Professional and Enterprise use a dedicated server, the so-
called Analytics Events Server.

4.1 Adding the Milestone events

4.1.1 What kind of events are supported?

Depending of the way you choose to send the events to Milestone Server, you have two choices:

1) [DEPRECATED] If you choose a MIP protocol integration with a XProtect Corporate or
Expert, you must define User-defined Events - see section 4.1.2 for further details. The
Milestone XProtect Analytics Event server is thus not required, you can skip the step 4.2.

2) In all other case (using a MIP protocol with a XProtect Express, Professional or Enterprise,
or using the ACIC XProtect Plugin to inject the analytics outputs), you must define Analytics
Events, see section 4.1.3 for further details. The Milestone XProtect Analytics Event server
is in that case required*, see how to activate it in section 4.2.

4 When using the plugin, it is not necessary to open the listening port as described in section 4.2
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4.1.2 Using user-defined events

Select the Rules and Event > User-defined Events node, right click and then select Add User-
defined Event... as shown Figure 5.

L4

File Edit View Action Tools Help

H9 oei

Site Mavigation ~ 1 X MUser-defined Events ~ 1 JUser-defined Event Information »« 1
] Failover Servers A
= @ Devices MName:
=B Cameras
& Microphones
Q! Speakers
? Metadata
oo Input

'\; Output
=HEE Client Add User-defined Event W

Test Event

BB Smart wall Enter name for user-defined event:
B3 view Groups

£2 Smart Client Prefiles
£ Management Client Profiles Cancel
Matrix

-[3 Rules and Events
[E] Rules
@) Time Profiles
[ Meotification Profiles
'ﬁ' User-defined Bvents
 Analytics Events
Generic Events

= E@ Security
% Rales

a Basic Users v

AcicActivityDetection|

Site Navigation | Federated Site Hierarchy

Figure 5 Creating a Milestone user-defined event
Fill the event name. Once created, you can use the Test event button to check that everything is

right. Once created, the event should appear in the 'Milestone event' list of ACIC outputs page -
see section 4.4.

4.1.3 Using analytics events

Select the Rules and Event > Analytics Events, right click and then select Create New and then
fill in the event name and its description as shown Figure 6.
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@ Milestone XProtect Management Client 2019 R2
File Edit View Acticn Tools Help

H9 ©o=ei
Site Navigation » B X |l Analytics Events w 1 lFroperties
- WIN-9QESHBDEUOE - (13.23) - % Analytics Events L
{1} Basics ¥ AcicActivityDetection ame-
[ Remote Connect Services ¥ ﬁ*ciCCFOSSi"QDHGGTiOH |"""n‘5'hrt"3S Evert
=] Servers ) ’E*C'CT‘_’*St
. ¥ Analytics Event
Eﬂ] Recording Servers {,‘ MTestlO -
¥ Failover Servers : Description:
@ Devices
3 Client
=& Rules and Events
[E] Rules
Time Profiles

[ Motification Profiles
‘Q User-defined Events
Generic B I_Add Mew ... CTRL+N
@ Security
@ System Dashba
[ Server Logs
Eﬁ Access Control
[ﬂa Transact
2 Aarms
=@+ MIP Plug-ins
[=-Aeie ACIC XProtect Flugin
Reic 4CIC XProtect Configuration

Refresh F5
&

Site Mavigation A Federated Site Hierarchy

Figure 6 Adding a Milestone Analytics event

4.2 Confiquring the XProtect Analytics events

By default, the Analytics Event server is not enabled, you have to activate it, fix its TCP listening
port and the lists of hosts that are allowed to communicate with it.

Select Tools > Options > Analytics Events. Check the Enabled (1) check box and input the
associated port (2). You can add specific IP addresses (3) allowed to communicate with the
analytics server or allow every computer to send their alarms.

The port you defined will be used while configuring the ACIC video source, as illustrated Figure 8.
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Options X

Evidence Lock Audio Messages Access Control Settings  Analytics Events  Customer Dashboard  Alarms and Bv € -3
Analytics events

[] Enabled 1
Port:

=)
JUIU

Security

Events allowed from:
(®) Al network addresses

() Specfiied network addresses:
Address 3

Import...

Help Cancel

Figure 7 Enabling the Analytics events

Stream name | Milestond]
External ID

Video source &0 Metwork stream v
Device brand Milestone XProtect v
Device model Enterprise v
Protocol MIP v
P 192.168.20.113
Port 30
IEvents server port 9090

Basic authentication

User name admin
Password T
Camera ¢

Figure 8 Events server port configuration in the ACIC configuration tool
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4.3 Adding a Milestone Alarm definition

Once your event is created, you have to create an alarm based on this event. Select the Alarms >
Alarm Definition. Fill in the Alarm name and description and select, as trigger event, the event you
created in section 4.1.

€ Milestone XProtect Management Client 2019 R2 - [m] kS
File Edit View Action Tools Help
H9 0ei
Site Navigation v # X ||Aarm Definitions + @ ||Properies -1
5§ WIN-SQESHE0SUQE - (13.2a) 5 & Marm Definitions Aam definition
(1] Sesics Y Cprscree |
- Enable:
{& Remots Connect Services & ACICtestiO
= Servers Name: [ACIC presence ]
HJ) Recording Servers X
#] Failover Servers T
W Devices
3 Client
=@ Rules and Events Trigger
.Fr{ulap . Triggering event: Analytics Events b
ime Profiles
Moification Profiles AcicActiviyDetection v
R User-defined Events
@ Analytios Events Sources 415 P1375 Network Camera (192.168.20.152) - Camera 1 Select
Generic Events Activation period
il Security
@ System Dashboard @ Time profile: Aways .
[ Server Logs () Event based.
[Be Access Control
[, Transact
B Alarms
8 Alsrm Dfiniions Operator action required
B Azrm Data Settings Time limit: 1 minute: i
S ﬂp":“”d Setings Events riggered [ || et
ugrins
E-Asie ACIC XProtect Plugin Other
fdie ACIC XProtect Cenfiguration
Related cameras 1S P1375 Network Camera (192.168.20.152) - Camera 1 ] Select
Related map: <
Iniil alam owner: <
Iniial alam priorty Hgh v
Aam category <
Events triggered by alam [ Select
Alam assignable to Administrators:

Site Navigation Federaied Site Hisrarchy

T
Figure 9 Alarm definition using Analytics Events

Note: For Corporate or Expert XProtect server using the MIP integration, the event will not appear
in the 'Triggering event' selector, you have to use 'External Event' (1) and select (2) as the
'Sources' the event(s) as shown Figure 10.

[Blam Definition Information 9|

Alam definition

Enable:

Name Inirusion on site

Desciiption -
Tioge 1

Triggering event: [Exlamal Event I “d

Sources: @ | Select... 2

Select Sources

Activation periad
Type filter [AH -

@ Time profile: b4
() Event based Groups | Servers Selected

+ All Events # MvActivityDetection
L oo Al Inputs
Other -] Incalhost

Related cameras HJ devest?

=% User-Defined Events

Initial alarm owner: # ACIC Perimetric Detection j

-
- MTestlo
Event iggered by ks

Initial alaim priority

Figure 10 Alarm definition using External Event
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4.4 Confiquring the ACIC outputs

This section is [DEPRECATED]
When using the MIP protocol integration — see section 4.1.1, you have to forward all outgoing ACIC

events you are interested in to the dedicated Milestone server. ACIC softwares propose two
different kinds of web forms depending on Milestone XProtect server type.

4.4.1 Corporate and Expert

I & Milestone XProtect I 1

Event type Calendar Condition User-Defined Event
2 | Activity detection calendar 1 MvActivityDetection = | 3

ACIC Perimetric Detection
MvTestlO

R R R R R A RN E
R R R R R A RN E

Ab[|[4p|[ar |4

ie'

Status

[ |

Figure 11 Corporate and Expert Outputs form

First activate the output by checking the associated check box (1) as illustrated Figure 11. For each
ACIC events (2), set the (Milestone) User-Defined event® (3). You can add a specific calendar and
condition as it is usually the case in the ACIC outputs. Please, refer to MvConfigTool specific
documentation for further details about calendar and output conditions.

Some of the ACIC video analytics solutions may allow a user-defined external event name. The

user-defined external event name can be tested in the Condition field thanks to the
externalEventName tag.

4.4.2 Enterprise, Professional and Express

The output form is almost the same as in the previous section, except the (Milestone) Analytics
Event is a free field (1) as illustrated Figure 12. By default, the internal ACIC name is used, but you
are free of defining what you want. Of course, the string you enter here should be defined as an
Analytics Event in step 4.1.3.

5 This list will be automatically generated with all events you have defined in step 4.1.2. Note that when the Milestone
server does not answer quickly enough to the request, the Milestone event list may be empty, in that case, you can
refresh the web page.
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& Milestone XProtect

Event type Calendar Condition Analytic Event

All events = =

Activity detection 2 || Calendar 2 2 |roilndex=2 AcicActivityDetection |1
Status =

Figure 12 Enterprise, Professional and Express outputs form
Some of the ACIC video analytics solutions may allow a user-defined external event name. The

user-defined external event name can be tested in the Condition field thanks to the
“externalEventName” tag.

4.4.3 Relation between camera and outputs

Because ACIC events are linked to a dedicated camera grabbed from a specific Milestone server,
when the input of a stream changes (section 3.2), the output form may be invalidated. If the ACIC
system could not retrieve the same entities (camera, events, ...) on the new server, an error
message will appear, in the status console, at each attempt to send an event to the Milestone
system!
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4.5 Testing the ACIC output

To check that everything works fine, you may define an alarm based on the MvTestIO event. This
ACIC internal event may be generated on demand through the output page by clicking the button
as shown Figure 13. The event is listed in the output form as “Test Outputs”

O
MvConfigTool HG|C

& System Activity
setup detection

Configuration Outputs #= Results Logout
g P . g

Video stream 1 > MvActivityDetection > Outputs

ActivityDetection 2.1 release bulld MMX SSE (g++-4.1.3 200B0704 (prerelease) (Ubuntu 4.1.2-27ubuntul)) May 30 2013@10:58:55 by build

started at 20130530T090124Z
Generate an Outputs Test
Apply

Figure 13 Testing the ACIC output

Step 1) Create a Milestone event called MvTestlO — see sections 4.1.2 and 4.1.3

Step 2) Create an alarm based on this event — see section 4.3

Step 3) Configure the ACIC analytics to map “Test Outputs” to the event you have defined in
Milestone — see sections 4.4.1 and 4.4.2

Step 4) Click the Outputs Test in the ACIC outputs Forms.

Step 5) Check in the Milestone Smart client that the event was received.
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4.6 Smart client overview

Figure 14 shows a screenshot of a Smart client connected with a Corporate server. On top is the
live view with the ACIC analytics overlays, below is a list of the alarms generated by the analytics.

It is possible to create rules based on the Milestone events, to register and bookmark videos on
ACIC event — see Milestone documentation for further details about the Smart Client configuration.

27-09-1916:1326 — B X
-0 97 v

sewp | @

% Milestone XProtect Smart Client

iay for AXIS P5414-E PTZ Dome Quick Fikers
¥ Now oo reo State Name  Priority Level 1D
1 16406

Enable All Disable All

16411

WIN-3524K7PIHI0

Figure 14 Smart Client with ACIC integration

Page 19/ 24



ACIC

VIDED ANALYTICS

Milestone XProtect Integration 1.6, Technical guide

5 ACIC XProtect Plugin deployment and
configuration

The ACIC XProtect Plugin is required to display real time overlays in Milestone Smart Client
application. As said earlier, the plugin may also get the analytics events from the ACIC Analytics.

Overlays are graphical layers generated by ACIC video analytics, showing information like
detection, positions of objects, counting statistics.... They can be displayed over each camera that
has been analysed by the ACIC software. See Figure 14 for an example of overlays.

5.1 Installation of ACIC XProtect Plugin

5.1.1 Download the program

Download the installation program for "ACIC XProtect Plugin” 1.4 (or higher) on the secure ACIC
website or get it from your distributor.

Note: The 32 bits version of Milestone XProtect applications requires the 32 bits version of "ACIC
XProtect Plugin" while the 64 bits version of Milestone XProtect applications requires the 64
bits version of "ACIC XProtect Plugin". This might imply to install both versions on a same
host in some cases, as the Smart Client is 64-bit and the Management Client is 32-bit.

5.1.2 Installing the program

The "ACIC XProtect Plugin" program must be installed on the server on which Milestone XProtect
is installed and on any other machine where the Smart Client is running.

Note: When the Milestone XProtect application is deployed on several servers (e.g. several event
servers), "ACIC XProtect Plugin" must be deployed on each server.

Launch the installation and follow the instructions. The program must be installed in the
MIPPIugins folder under the Milestone installation folder. It is recommended to install the program
for all users (Figure 15).

For a standard installation of Milestone XProtect, you don't have to change any settings.
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{5 ACIC XProtect Plugin (64-bit) M= B

Select Installation Folder

=h
2

The installer will install ACIC *Protect Plugin (64-bit] to the following folder.

Ta inztall in this folder, click "Mest". Ta install to a differant folder, enter it below ar click "Browse".

Folder:

C:\Pragram Files\Milestone'MIPPugingacickProtectPlugin®, Browse... |
Digk Cost.. |

Install ACIC ¥Protect Plugin (64-bit) for yourself, or for anmyone who uses this computer:

& Everpone
& Just me

Cancel | < Back | Mext > I

Figure 15 ACIC XProtect Plugin installation options

Once the installation is done, restart the computer to apply the changes. You can check the
installed version in the administration tool as shown Figure 16.

4 Milestone XProtect Management Client 2019 R3 — a *

File Edit View Action Tools Help

H9 oean

Site Navigation - 1 X
“ User-defined B . ®
3 i o @ milestone | XProtect®

Generic Events
[—]-f_@ Security

ﬂ Roles

a Basic Users

[—}0 Sistem Dashboard

D Current Tasks

- (@ System Monitor

:§ System Monitor Thresholds
E Evidence Lock

D Configuration Reports
{!_—'] Server Logs

ﬁn Access Contral

I:—]{ik Transact

J Transaction sources
Transaction definitions
B Alarms
EF "8 MIP Plug-ins
=-Adie ACIC XProtect Plugin
“fidic ACIC XProtect Configuration

£ >
Federated Site Hierarchy

3 MIP Plug-ins

| MIP Plugin Verson  Developed by
ACIC XProtect Plugin 16.0.42705 ACIC sa/nv

Site Mawvigation

Figure 16 Checking the ACIC XProtect Plugin version in the administration tool
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For the Smart Client, the version can be checked in the About menu (Figure 17).

Milestone

XProtect®” Smart Client 2019 R3

Milestone XProtect Smart Client 2019 R3
Version 13.3a (64-bit)
Build 23

Copyright © Milestone Systems A/S -
www.milestonesys.com

Plug-in(s) and version information

Figure 17 Checking the Plugin version in the Smart Client

For an XProtect Events Server executing on a remote machine, the only way to check the
installation is to check the version in the Windows programs manager as illustrated Figure 18.

&l Pregrams and Features - O X

1 [@ * Control Panel » Programs » Programs and Features v 0 Search Programs and Features 0@

Control Panel Home .
Uninstall or change a program

View installed updates To uninstall a program, select it from the list and then click Uninstall, Change, or Repair.
& Turn Windows features on or
off Organize *  Uninstall Change  Repair == - o
MNarme - Publisher Installed On  Size Version -
Reie ACIC XProtect Plugin (32-bit) ACIC sa/nv 18-09-19 521MB  1.6.0
Reie ACIC XProtect Plugin (64-bit) ACIC sa/nv 18-09-19 522MB 1.60
|3 Browser for SQL Server 2017 Microsoft Corporation  17-09-19 6,04 MB  14.0.1000.169
ﬁMicroso&.NET Core 2.2.3 - Winde...  Microsoft Corporation  17-09-19 200ME 2230
ﬁMicrosof‘t.NET Core Runtime - 2.2....  Microsoft Corporation  17-09-19 2898 MB  2.2.3.27414
ﬁMicroso&.NET Core Runtime - 2.2....  Microsoft Corporation  17-09-19 791 MB 2.2.3.27414
| Microsoft ODBC Driver 13 for SQL 5. Microsoft Corporation  17-09-19 17.0ME  14.0.1000.163 W
ACIC sa/nv Product version: 1.6.0 Support link:  http://www.acic.eu
AP Help link:  support@acic.eu Size: 521 MEB

Figure 18 Checking the Plugin in the Windows Programs and Features
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5.2 Confiquration of the ACIC XProtect Plugin

The configuration of the ACIC plugin is done through the Administrative interface (XProtect
Management Application — see Figure 19), so all Smart Clients share these parameters. The
configuration panel for the plugin is located at the bottom of the tree view.

€ Milestone XProtect Management Client 2019 R3 — O >

File Edit View Action Tocls Help

H 92 oei

Site Nawvigation » 7 X | Configuration -~ 1
Matrix I

=k Rules and Events

E] Rules Administration interfface for ACIC XProtect plugins suite.
Time Profiles
[ Notification Profiles www acic.eu

‘Q‘ |ser-defined Events Video Analytics
¥ Analytics Events
Generic Events

= @@ Security Please click the following button and save the changes.

You will be asked to save the changes at least when exiting this form.

?_3 ;{Ol?ﬁ ! Refresh configuration for ACAP and HCAP devices
= Basic Users

= @ System Dashboard
El Current Tasks
@ System Monitor
:Z§ System Monitor Thresholds Analytics servers
£ Evidence Lock [ [ A
] Configuration Reports 192.168.20.235
E'] Server Logs
,[E" Access Control
= rﬂh Transact
] Transaction sources
Transaction definitions
B Marms
=-## MIP Plug-ins
[=)-Reie ACIC XProtect Flugin

G ACIC XProtect Configurati
' e Trigger analytics everts from these servers

L4 >

Remove

Site Navigation Federated Site Hierarchy

Figure 19 ACIC plugin administration interface

In order to get the VMS cameras known by the plugin, it is just required to click on the Refresh
configuration for ACAP and HCAP devices button and save the changes — see the
documentation about the ACIC Edge application (for AXIS or HIKVISION) for further details about
the Edge integration.

To add a server in the current configuration, add the server’'s IP address in the Analytics server
field, then click the Add button. Once all your servers have been added, check Trigger analytics
events from these servers and Save your configuration. Restart all your running instances of the
Milestone Smart Client.
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Some of the ACIC video analytics solutions may allow a user-defined external event name. If an
external event name has been defined, the event will be triggered with this name rather than the
generic ACIC event name.

5.3 Displaying the overlays

On the Smart Client application, a side panel for the ACIC plugin is available. You can toggle the
display of the overlays in the currently selected view and disable or enable overlays in all displayed
cameras. A small text box shows the connection status and statistics (Figure 20).

Milestone XProtect Smart Client
Playback Search
XProtect

Views

= Default group

I APS 2019

Default view group

r Private
B Cameras

¥ & WIN-9524K7PIHO0

3 MIP Plug-ins

ACIC ¥XProtect Plugin

Enable All Disable All

Figure 20 Overlays activation

Overlays are available in Playback if metadata recording is enabled on the ACIC video analytics
servers or camera in the case of Edge applications. Refer to the specific ACIC application
documentation on how to enable metadata recording. It is important to correctly synchronize all the
devices (cameras with Edge analytics, analytics servers and Milestone servers) in order to display
the overlays without delays during playback (use a NTP server).
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