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Document history

Revision Date Comment

1 11/2019 First revision

Intended audience

This document is addressed to installers, integrators and technicians who need to
implement the ACIC ActivityDetection Edge 3.0 product. This version of the video analysis
is designed to be installed in an Axis product, but the configuration and operating
concepts are identical to the server version. The associated documents are thus:

e ActivityDetection 3.0, configuration

e ActivityDetection Edge 3.0, user guide

Getting technical support

You can ask your questions or post your comments and suggestions to ACIC at the
following address: support@acic.eu. Don't forget to detail the information on the product
you own (firmware number) and your details so that we can reply to you.

Warnings

The product brands used in this document may be trademarks or brands registered by
their respective owners.
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1 Introduction

The ACIC ActivityDetection Edge product is an embarked video processing application mainly used
for the detection of activity in secure areas. Its functions are as follows:

To detect the crossing of one or several virtual lines.

To detect the entry of an object in a zone.

To detect the parcel deposition and/or collection in a zone.

To filter detections in function of size, speed or presence time.

This document provides the instructions for the integration of this product with the Video
Management Systems (VMS). The integration provides the communication of the detection events
to the VMS, and the display of graphics information on the video.

Moreover, another document (“ACIC API 1.2") explains the ACIC generic API for the streaming of

detection metadatas. Such a protocol can be used to integrate ACIC analytics with third party
products.
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2 Integration with Milestone XProtect

Milestone XProtect is a VMS made by Milestone System (http://www.milestonesys.com/).

The integration provides:
e automatic reporting of all events to "Analytics Events" in the VMS
o the embedding of "live" and “replay” graphics data on the videos displayed in the Smart
Client (this is called video analytics overlays).

The integration is a plugin type integration. Its configuration is as simple as clicking on a button
each time some cameras have been added to the VMS. The program is executed directly within
the Milestone XProtect applications as indicated in the following figure.

e Milestone platform: the plugin collects the information on cameras known to Milestone from
it. Moreover, the plugin collects the ACIC events from the camera and inserts them as
"Analytic Events" in Milestone.

e XProtect Smart Client: the plugin provides embedding of the "live" graphics data on the
videos displayed.

v

—— Video
— Events
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Note:
¢ The functionalities available may depend on the VMS version

Compatibility:
o Milestone XProtect Corporate 2013 (6.0a) or higher
Milestone XProtect Expert 2013 (6.0a) or higher
Milestone XProtect Enterprise 2013 (8.5e) or higher
Milestone XProtect Professional 2013 (8.5e) or higher
Milestone XProtect Professional+ 2017 R2 (11.2a) or higher
Milestone XProtect Express 2014 (8.6a) or higher
Milestone XProtect Express+ 2017 R2 (11.2a) or higher
Milestone XProtect SmartClient 2013 or higher
ACIC Analytics software with MIP (Milestone Integration Plateform) 3.0 support or higher

2.1 Installation of the plug-in

The steps for installing this suite of plugins are:

2.1.1 Download the program

Download the installation program for "ACIC XProtect Plugin" on the secure ACIC website or get it
from your distributor.

Note: The 32 bits version of Milestone XProtect applications require the 32 bits version of "ACIC

XProtect Plugin" while the 64 bits version of Milestone XProtect applications require the 64
bits version of "ACIC XProtect Plugin". Both versions can be installed on the same host.

2.1.2 Installing the program

The "ACIC XProtect Plugin" program must be installed on the server on which the Milestone
XProtect Event Server is installed and on any other machine where the Milestone Smart Client is
used.

Note: When the Milestone XProtect application is deployed on several servers (e.g. several
events servers), "ACIC XProtect Plugin" must be deployed on each server.

Launch the installation and follow the instructions. The program must be installed in the
MIPPIlugins folder under the Milestone installation directory. It is recommended to install the
program for all users.

For a standard installation of Milestone XProtect, you don't have to change any settings.
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ji# ACIC XProtect Plugin (64-bit) !EI
Select Installation Folder [

The installer will install ACIC =Protect Flugin [E4-bit] to the following folder.

To inztall in thiz folder, click "Mext”. Taoinstall ko a different folder, enter it below or click “'Browse".

Enlder:
C:%Program Filez kilestonesMIPPluginsdcic<ProtectPlugint, Browse. ..

Dzl Cozk....

Imstall ACIC ¥Protect Plugin (64-bit) for yvoursef, ar for anyone who uses this computer:

{* Eveyone
 Just me

Cancel < Back Mest >

You can check the installed version in the administration tool:

@' Milestone ¥Protect Management Client 2019 R2

File Edit Wiew Action Tools Help

H9 oemn

Site Navigation -~ 1

B"“ WIN-SQESHBOEUOE - (13.2a) = ®
. Bosice 4 milestone | XProtect
E} Remaote Connect Services

BD Servers

;ﬂ Recording Servers * MIP Plug-lns

----- ﬂ Failover Servers

J% Devices | MIP Plug-in Version Developed by

E
53 Client ACIC XProtect Plugin 1.6.0.42685 ACIC sa/nv
[-[E Rules and Events
E
c

-}E@ Security
-}0 System Dashboard
h_—'] Server Logs
Eﬂ Access Control
DEQh Transact
B B Alarms
e
=)-Acie ACIC XProtect Plugin
“~Reie ACIC XProtect Configuration
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For the Smart Client, the version can be checked in the About menu:

Milestone

== ¥Protect” Smart Client 2019 R2

Milestone XProtect Smart Client 2019 R2
Version 13.2a (64-bit)
Build 442

Copyright © Milestone Systems A/S -
www.milestonesys.com

Plug-in(s) and version information

ACIC XProtect background plugin v1.6.0.42685 - ACIC s
“kgroundOverlayCheck v1.1.0.0 - Milestone Systems A/S

For a XProtect Events Server executing on a remote machine, the only way to check the
installation is to check the version in the Windows programs manager.

a Programs and Features

e lmj I Search Programs and Features O]

g( :'Jv '3 ~ Control Panel ~ Programs ~ Programs and Features

Control Panel Home Uninstall or change a program

View installed updates To uninstall a program, select it from the list and then didk Uninstall, Change, or Repair.

g Turn Windows features on or off :
Organize S 4 ﬂ
Mame = | v| Publisher | v| Install... | v| Size | v| Version | -|:|
Reie ACIC XProtect Plugin {64-bit) ACIC safnv 10/07/2013 2,37MB  1.3.0 e
G Google Chrome Google Inc. 18/04/2013 27.0.1453.116
L-E'- Microsoft .NET Framework 4 Client Profile Microsoft Corporation 18/04/2013 38,8MB  4.0.3031% LI
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2.2 Using the plugin suite

2.2.1 Configuration in XProtect Administration Application /| Management Client

The illustration below shows the interesting part of the plugin configuration for edge ACIC video
analytics applications.

In order for the plugin to identify the cameras with edge analytics, it is just required to click on the
“Refresh configuration for ACAP devices” button and save the changes. You will be asked to save
the changes at least when exiting the plugin configuration.

The list of cameras able to host an ACIC edge application is compiled when saving the plugin
configuration changes. Event reporting and graphics data embedding are done for these cameras
only!

In order for the changes in the Milestone XProtect configuration tool to be applied, they must be
saved, and the services must be rebooted?.

When a camera is added to or deleted from the Milestone XProtect administration tool, the
XProtect Events Server is notified within approximately one minute. It is also necessary to reboot
the Smart Client for that changes to be taken into account.

€ Milestone XProtect Management Client 2019 R2
File Edit View Action Tools Help

H 9 e
Site Mavigation ~ 0 X Wl Configuration
- WIN-3QESHB0EUOS - (13.23)

-1} Basics
{:_5 Remote Connect Services o Administration interface for ACIC XProtect plugins suite.
Et O Servers

@ Recording Servers www.acic.eu

ﬁ Failover Servers Video Analytics

@ Devices
& Client P1 click the fell button and he

@, 3 lease click t lowing on save t
(3 Rules and Events You will be asked to save the changes at least when exiting this form.
G@ Security

Refresh configuration for ACAP and HCAP devices

@ System Dashboard

ﬁ Server Logs

:E'jﬂ Access Control
mb Transact

& Alarms Analytics servers

=% MIP Plug-ins Add
[=-Adie ACIC XProtect Plugin 192 168.20.213
Adic 192.168.20.212
192.168.20.235

Remove

Trigger analytics events from these servers

1 See Milestone XProtect user documentation
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2.2.2 Event reporting

All ACIC events are automatically sent to Milestone as "Analytics Events". The source camera is
automatically associated with each event transmitted.

To use these events, in the Milestone XProtect administration tool, you need to:

1. Declare an Analytics event bearing the same name as the ACIC event. The list of
ActivityDetection events is:

AcicActivityDetection: detection of activity in a zone

AcicCrossingDetection: crossing of a single virtual line

AcicMultipleCrossingDetection: crossing of several virtual lines

AcicStationaryDetection: detection of stationary object

AcicMotionDetection: movement detection

AcicPTZPreset_i: activation du preset PTZ i

AcicTest: test event generated on request

2. Declare an alarm using this event.

For events with a duration (for example ActivityDetection), only the start of the event is sent to the
VMS.

4 Milestone XProtect Management Client 2019 R2

File Edit View Action Tools Help

H9 eei

Site Navigation ~ B X |Analytics Events ~ 1 l|Properties

£ WIN-3QESHBOEUOS - (13.23) =% Analytics Events Name:
{1 Basics ¥ AcicActivityDetection sme
[} Remote Connect Services % AcicCrossingDetection Analytics Event
= D Servers ¥ AcicTest

T Analytics Event

;;T:B Recording Servers T MvTestlO

S Failover Servers
% Devices
__;:-I Client
=-[E Rules and Events
E] Rules
Time Prefiles
Notification Prefiles
Q User-defined Events
Generic Es Add New ..  CIRL+N
@ Security
@ System Dashbe
F‘] Server Logs
:Eﬂ Access Control
E% Transact
\_'z Alarms
=@ MIP Plug-ins
[=-Rdic ACIC XProtect Plugin
fAcle ACIC XProtect Configuration

Description:

Refresh F5
5

Site Navigation = Federated Site Hierarchy

Note: XProtect Event Servers must be restarted after the plugin installation since the plugins are
only loaded when the XProtect Event Server service is starting.

2.2.3 Embedding of graphics data in the Smart Client

The illustration below shows the embedding of "Live" graphics data in the Smart Client.

For each camera displayed in "Live" mode, the graphical metadata (graphical overlays) can be
visible if this camera executes the ActivityDetection application.

Some statistics are also provided for reference, such as:
e The flow of graphical data received and displayed for the selected camera.
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e The number of cameras displayed producing a graphical data flow and the overall flow of
this data.

e The number of views displayed and the overall display flow.

Note: The graphical data flow can be null in normal operation since graphics data are only sent
when they change.

Known problem: to display the statistics of a camera that has just been slide over the currently
selected view, you must temporarily select another view before you can select this camera. The
Milestone development tools do not currently provide a solution to this problem.

# Milestone XProtect Smart Client
Playback Sequence Explorer Alarm Manager (& System Monitor
XProtect ¢ | New View (1+27) v

= Views Arecont AV21xx Camera (192.168.20.66) - Camera 1

Cameras

[
4 Event
e

Output
4) Audio
¢ MIP Plug-ins

ACIC XProtect Plugin

Disable Overlay for Arecont AV21xx Camera

Enable All Disable All

p12

Alamms

Quick Filters Priority Level  State Level State Name ~ Message
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3 Generic integration

The ActivityDetection Edge program has a multi-part HTTP protocol
(http://en.wikipedia.org/wiki/MIME) for the dissemination of graphics events and meta data.
The URL to use is the following:

http://<ip of the camera>/local/activitydetection/streaming.cgi?<query string>
Parameters are available in <query string> to customize the stream format and content. That

genetic interface is presented in detail in the “ACIC API 1.2, metadata streaming” document. That
protocol can be used in Edge and Server ACIC products.

12/13


http://en.wikipedia.org/wiki/MIME

ActivityDetection Edge 3.0, Integration AC I C

VIDEQ ANALYTICS

4 Miscellaneous integrations

4.1 Axis rule engine

ACIC ActivityDetection Edge events can be used to trigger actions in the Axis rule engine
embedded in each camera. Refer to the Axis documentation for more information on the Axis rule
engine.

Caveat : Due to a bug in Axis VAPIX, a call to port.cgi cannot have a delay between actions of

more than 5 seconds. If the 1/O must remain in a state for more than 5 seconds before returning to
its initial state (“pulse”), you must use a manual trigger to return to the opposite state.
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