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Fibrenetix RS9 Server RAID Controller Storage Management
The Fibrenetix RS9 Web Based RAID Management allows a system administrator to Configure as well as monitor system health and
manage computer events remotely. User can manage the RAID subsystem via standard web browsers connected to the RJ45 LAN Port.

Two Methods to Access the Web Based GUI on the Server.

Open the webpage by double clicking the icon for the RAID controller on the system tray

e el
= F PSS g0 B

ewd| & & Q| F
e (lick on your Server Web management under the SAS RAID controllers

open all|close all|

§ ArcHTTP - v2.5.2 = General Configurations
] System Functions Binding 1P
- FEERYE SAS RAID Controllers HTTP Portz
[) |RSS-864-1X18 Web Management || sMTP Port=
- BEFRYESATA RAID Controllers Display HTTP Connection Information To Console
Scanning PCI Device

Scanning RS-232 Device

Scanning Inband Device

Event Log File Name

[J confirm The Operation

or

e Enter the IP address in the web browser with the local host as IP address 127.0.0.1:82 or enter
http://[MACHINE IP ADDRESS]:82

Default Credentials
» Username: “admin”

»  Password: “0000

admin

LLL L

D Remember my credentials

oK Cancel

Note: Make sure that the ArcHttproxyServer Service is running in Services

o Services — O =
File Action View Help
Al ENEET I

7, Services (Local) " Services (Local)
~

ArcHttpProxyServer MName Description Status Startup Type Log ™
2O ActiveX Installer (AxdnstSV) Provides Us... Manual Loc

Stop the service -y

EA £ Allloyn Router Service Routes Alljo... Manual (Trig... Loc

e £ App Readiness Gets apps re.. Manual Loc
£ Application Identity Determines .. Manual (Trig... Loc
£ Application Information Facilitstest.. Running  Manual (Trig.. Loc
& Application Layer Gateway .. Provides su... Manual Loc
L Application Management Processes in.. Manual Lec

& AppX Deplayment Service (... Providesinf.. Running  Manual Loc
Running  Automatic

£ Auto Time Zone Updater ~ Automatica... Disabled Loc
ChBackground Intelligent Tran... Transfers fil... Manual Loc
20k Backaround Tasks Infrastru.. Windows in.. Runnina  Automatic Loc
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Web Browser Management

The startup screen displays the current configuration of the RAID subsystem. It Displays the RAID set list, volume set list and
Physical Disk list.

) Medfy Pexa Theough Disk

) Dwiete Peas-Through Duk

) Chee O3k

) Abort Clanieg

_J et Diek To Be Faled

1) Artwyte Faded Dek

1) lderety Gaciseors

3 PRty Prive [TITrEYE]
=42y Syatem Cormrdda

| Vol Set( P/ Turg Lun)
STA-0M VoL Q00(CRLAIAZ/00.0)

3 e Guren ceiaaes
) Advared Carfigaration —

) HS Power VMeagermert EelBase
) SCSI Conlguraton (3481 +24
) Evarfvet Configurstion Ceilin

1) At By Mal Carfigurman

) NT? Carfiguraion
) View Evarta/Mate Sesper

“Har Set 4 000 T4000 wGn

) Upgraae Fimrive

) Shngown Cortraber Rakt Cot # Q0O 4000 P5R
J Restart Comrolier #2542 ¥ 000 000,508
= 3 Ylormetion Raid Set 4 000 4000.6G8
) RAID Bet Hesarcy Fait et 4 000 00 son TOSHIBA MIDOIACA400Y

) SAS Cho irformwtion
L) Syriam Irformation
) Wartnare Morkor

t 2 000 000 B35
1000 86

TOSMIBA MO0 IACRI 00V
TOGHIBA MDOIACLADY

4000 8G5 TUSHIBA MUDJACA4 DY
4000.0C0 TOZIGDA MDA2ATA4OTY
4000 208 TOZHINA MDOACAS00Y

Event Log

To view the RAID subsytem's event information go to system Controls->view Events/ mute Beeper

e This function automatically enable by clicking on the “view Events / Mute Beeper"

“me. TECOTITY RET

{) Erase Failed Disk

CONFIGURATION MANAGER

L) RevertsP = System Events Information
-3 Physical Drives . Time Devica |Evg||t Type Elapse Time
i 3 ;r:;;: ;:im::g: ;'::: 2018-03-14 08:45:40 |ST350-DM-VOL#000 Start Initialize
D Delste Pass-Through Oisk 2018-03-14 08:45:38 |ST350-DM-VOL#000 Create Volume
"0 Clone bisk 2018-03-14 08:27:23 |192.168.008.105 HTTF Log In
{] Abort Cloning 2018-03-14 07:59:26 Raid Set # 000 Create RaidSet

) Set Disk To Be Failed
1) Activate Failed Disk
) Identify Enclosure

2018-03-14 07:59:11

Raid Set # 000

Delete RaidSet

2018-03-14 07:50:08
2018-03-14 07:49:52

Raid Set # 000
Raid Set # 000

Create RaidSet
Delete RaidSet

{) Identify Drive

-5 Systern Control 2018-03-14 07:49:20 |Raid Set # 000 Create RaidSet

£ m Controls

:ji_}ySysl:em Configuration 2018-03-14 07:48:59 |Raid Set # 000 Delete RaidSet
2018-03-14 07:42:08 |Raid Set # 000 Create RaidSat

{J) Advanced Configuration
{1 Hdd Power Management
) iSCsI Configuration
) EtherNet Configuration
{) Alert By Mail Configuration
[J SNMP Configuration
{J NTP Configuration
) View Events/Mute Beeper
~{) Generate Test Event
[ Clear Event Buffer
{1 Modify Password
~{) Upgrade Firmware
~{1 Shutdown Controller
~{) Restart Contraoller
B Information

2018-03-14 07:28:31 |Raid Set # 000 Delete RaidSet
2018-03-14 07:28:09 |H/W Monitor Raid Powered On
2018-03-14 07:27:43 |192.168.008.105 HTTP Log In
2018-03-14 07:09:44 |H/W Monitor Rald Powerad On
2018-03-14 07:09:37 |192.168.008.105 HTTP Log In
2018-03-14 07:00:27 |192.168.008.105 HTTP Log In
2018-03-14 06:59:49 |192.168.008.100 HTTP Log In
2018-03-14 06:58:24 |192.168.001.100 HTTP Log In
2018-03-14 06:53:52 |192.168.001.100 HTTP Log In
2018-03-14 06:37:38 |E#1 Power#2 Recovered
2018-03-14 06:37:38 |E#1 FAN#4 Recovered
2018-03-14 06:37:38 |E#1 FAN#3 Recovered
2018-03-14 06:37:06 |E#1 Power#2 Failed
2018-03-14 06:37:06 |E#1 FAN#4 Failed
2018-03-14 06:37:06 |E#1 FAN#3 Failed

- ——

http://192.168.8.250/evt0. htm
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E-mail Alert
User can send alert via email by configuring the SMTP

-click on the “System Controls” link

*Move the cursor bar to the “Alert By Mail Configuration” item

‘then select the desired function

*The firmware contains a SMTP manager monitoring all system events

*Single or multiple user notifications can be sent via "Plain English” e-mails

stem Console
Function

§rac
(3 Quec
i () RAID Set Furctions

#1J Valume S8t Funcuions

-y Physical Deiuss
&3 System Controls
3 Systam Configeration
o Advanced Configuration
) Hedd Pawar ManJgamant
) Etharet Configuration
) mlart By Ml Configuration
) SHMP Configuration
) NTP Configuration
) Wit EvaritsMute Beepsr
1) Generate Test Event
) Clar Event Bufar
) Modify Passwerd
) Upgrade Femware
) Shutdown Contralor
) Restaet Comtrolles
# (1 Information

» SMTP Sarver Confiquration

SMTR Server [P Addrass

# Mail Address Conligurations

——

Account

MalTo Mame1
F Desable Everd Nulifaliv

 Urgant Erma

' Gericus Error

T waming Err

' Inf 3 bace

™ Motificat
MailTo Mame2

R nDimakls Fvant NotiSeaninn

™ Notification For Mo Event
MulTo Mame)
= Disable Event Notiscation

™ RulifLaton Foi fo Eviail

MEITo Mame:

' Dmable Evant Notfcabor

 Urgant Errar NotRCator

I Sericus Brror Netification

 waming Errar Notifcation
T [nfermation Kotification

™ Hatification For bo Fusnt

SNMP Configuration

» Event Notification Configurations

Mol Address -

Mo Evant Nokfr

Send Only Lk

Event

Motify Usar If No Event OCours 'Within 24 Hours

Motify Usar If No Evant Occurs Within 24 Howrs

el Addrass

Mo Event Notification Wil Be Sant

Motify Ussr If No Pvent Occurs Within 24 Hours
Ml Addrass

No Event Nobfication Wil Be Sant

To configure the RAID subsystem’s SNMP function, select System Controls > SNMP configuration.
The firmware contains SNMP agent manager monitors all system events and user can use the SNMP function from the web settings.

This function can only set by the web-based configuration

e  Enter the SNMP Trap Address

e  Community name acts as a password to screen accesses to the SNMP agent. Enter community names of the SNMP agent.
Before access is granted, this station must incorporate a valid community name into its request; otherwise, the SNMP agent
will deny access to the system. Most network use “public” as default community names.

pen all|cose alll

Fand Systam Coniake

23 Quick Function
) RAID 81 FUNCHONS

o Yolume Set Functions

() Hed Hoawer Managemant
() Ethorket Configuration

) Al 8y Mal Cunfiguretan
) SNMID Contiguration

) NTP Confguratian

() view BventsMIe seapsr
) Gerwrsts Tert Event

) Claar Event Buffar
Fasseord

Y Slwstdown Corvtraller
() MRSIAMT Cantenie

3 Information

8.0.26:82

fibrenetixstorage server
CONFIGURATION MANAGER

= SNMP Trap Configurations

= SNMP System Configurations

Physcd Drves
3 Systare Cntmik SNMP Trap IP Address #1 [ 1] port# [lea___ 1]
() System Confguration SNMP Trap IP Address #2 o o [ i
) Achrgncind Cunfipr alan SNMP Trap IP Address #3 N Y Port#

Community
sysContact.0
sysName.0

sysLocation.0

= SNMP Trap Noti ion C

@ Disable SNMP Trap

O urgent Error Notification
O serious Error Notification
O Warning Error Notification
O Information Netification
O SNMP Through PCI Inband

No SNMP Trap Will Be Sent

Send Only Urgent Event

Send Urgent And Serious Event

Send Urgent, Serious And Warning Event
Send All Event

Ethernet SNMP Is Disabled

[ confirm The Operation

Submit
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Raid Controller management Access via LAN

RAID Controller Management Port

To remotely access the raid control management via LAN network, we need to setup the Ethernet configuration IP addresses. This
webpage will be accessible on the remote servers on the LAN within the same IP subnet.

<« C A Notsecure | 192.167.99.136:82 P
H —
flbrenetl)c Storage Server
CONFIGURATION MANAGER www. fibrenet.com

|open all|close all|

% Raid System Console » Ether Net Configurations

-] Quick Function DHCP Function DEabied

B RAID Set Functions Local IP Address (Used If DHCP Disabled) [192 J[1ee 200 Jfzs0 ]
1] Volume Set Functi

Q) Volume Set Functions Gateway IP Address (Used If DHCP Disabled) [92_ |[tee_ |20 ][0 |

[#-{_] Security Functions
(2] Physical Drives Subnet Mask (Used If DHCP Disabled) 1255 |[255  |{255 |]0 |
3 System Controls

~[) System Configuration

HTTP Port Number (7168..8191 Is Reserved)

o] [
| |

[ Advanced Configuration Telnet Port Number (7168..8191 Is Reserved)

~{] Hdd Power Management SMTP Port Number (7168..8191 Is Reserved)

~[] EtherNet Configuration y

D) Alert By Mail Configuration Current IP Address 192.168.200.250
[} SNMP Configuration Current Gateway IP Address 192.168.200.10

) NTP Configuration Current Subnet Mask 255.255.255.0

-[} View Events/Mute Beeper Ether Net MAC Address 00.1B.4D.11.63.23
-} Generate Test Event

- Clear Event Buffer ] confirm The Operation

3 Modify Password | Submit ” Reset |

Upgrade Firmware

Fibrenetix RS9 Server Administration

The Fibrenetix RS9 Server management administration using Super Doctor (SD5) helps the user the monitoring, control, and
management functions. It helps the Hardware Monitoring: fan speed, temperature, voltage, chassis intrusion, redundant power failure,
power consumption, disk health, raid health, and memory health also Provides SNMP extensions for network management system.

SD5 contains an SNMP extension module that should be plugged in into the Microsoft Windows SNMP service. Users can therefore
query the readings of monitored items via SNMP.

Note: To install the SNMP extension, the Microsoft Windows SNMP service must be installed first.

Configuring SNMP Services on Windows Server

1. Open Server Manager, Add roles and features and proceed installation until you reach the Features page. Check the SNMP
Service in the list of features.
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#§ File and Storage Services B

& Add Roles and Features Wizard

Select features

Before You Begin
Installation Type
Server Selection

Server Roles

Confirmation

WELCOME TO SERVER MANAGER

nficatire tr
Mgure

AQd roies and features

23te 3 server

Select one or more features to install on the selected server.

Features

[[] Remote Assistance

[] Remote Differential Compression

[®] Remote Server Administration Tools (2 of 41 instal
[ RPC over HTTP Proxy

O Setup and Boot Event Collection

[] Simple TCP/IP Services

| SMB 1.0/CIFS File Sharing Support (Installed)

[] SME Bandwidth Limit

[ SMTP Server

SNMP Service (0 of 1 installed)

[ Telnet Client

[C] TFTP Client

[] WebDAV Redirector

[ Windows Biometric Framework

% Windows Defender Features (Installed)

[] Windows Identity Foundation 3.5

[ Windows Internal Database

[m] Windnws DruerShall 13 nf 5 inctalled) v

- [m] X

DESTINATION SERVER
WIN-ZHTIIDESUTY

Description

SNMP Windows Management
Instrumentation (WMI) Provider
enables WMI client scripts and
applications to access SNMP
information. Clients can use WMI C+
+ interfaces and scripting objects to
communicate with network devices
that use the SNMP protecol and can
receive SNMP traps as WMI events.

Install

2. Select the SNMP Service then Install the installation process will start.
3. Open the Services window, find the SNMP Service, and open Properties. On the General tab, be sure to select Automatic in the
Startup Type section so that it is always available even after a restart of the Server

depend ca it will fail o stas

Extended /. ﬂu»ara;r

£ Smmant Card Device Enumera.. Crestes soft

£ Senart Card Removel Polcy  Allown the .

® Tnp ™

ware Frotection £ r
& Specal Admnctration Con.. Al Pl
S8 Spat Venfiey ver Resune
&3 SS0P Dacovery Do Restart
6 State Repessory Servike Pee
S8 il image Acquisition Eventy Lac S5 ot
L3 SAoeage Sernce bz Refrech
<

Properties

Installing and Configuring SuperDoctor5

Running  Marcel (Trg..  Loc

Masual Lex
sl Loc
somabic (D Net
ol Loc
sual (g, Lec
ebled Lec
sual Lex
~ual o
cual (Tng..  Lec

Cancel

User Guide

By Default RS9 Servers are installed with superDoctor5 software, with SD5 shortcut on the desktop.
If required to Install contact Fibrenetix for the download link. Below are the installation steps.

1. Execute the SD5 installer. Note that you must have Administrator privileges to install and run SD5.
2. During Installation, If the Microsoft Windows SNMP service is installed, you can either:

e install the SD5 and the SNMP extension,

8 - RS9 Management Access_R2 - User Guide
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Do you want to install the SuperDoctor 5 SMMP extension? The
SuperDoctor 5 supports the query of health information via SNMP. To

use this function, the operating system built-in SNMP server must be
installed. The installer has detected the built-in SNMP service in this
system.

@ ¥es install the SNMP extension:
(C) No, do not install the SNMP extension.

3. Select Yes to use the default key stores and click the Next button to continue
4. Three communication modes are supported in and by default, Mode B (SSL) and Mode C (Keypair) are enabled when SD5 is
installed. You can configure the port numbers. Click next to continue.

SuperDoctor 5 supports three connection modes: plain text with
allowed IP, anonymous S5L connection with allowed IP, and S5L
connection with a public key infrastructure. ¥ ou can configure the port
numbers of the three modes.

Mode A. Non-SSL Port| 5333

Mode B. SSL Port| 5666

Mode C. Keypair Pon‘ 5999

5. SD5 provides the Web console “SD5 Web”, Select Yes to enable the SD5 Web. You can also configure the default HTTP port
number and the default HTTPS port number to access the SD5 Web. When completed, click the Next button to continue.

The SuperDoctor 5 contains a pluggable web server module and a
systemtray component that can be enabled or disabled. Mote that
you can also configure the detailed web settings of the SuperDoctor 5
Webifitis enabled.

Do you want to enable the SuperDoctor 5 Web?
@®vYes ONo

HTTPS Port 8444

Enter login user name and password:
User Name |admin

Password | 0000|

Do you want to enable the SuperDoctor 5 Tray?
®vYes O No

6. Once Installation complete, Click the Done button to exit.

Web Based Server Monitoring

SD5 Web graphically displays the status of the monitored devices, including fan speed, voltage, temperature, chassis intrusion, power
failure, hard disk drives, and memory. An item in green color indicates a healthy state while a red one denotes a critical state.
Notifications can be sent when a monitored item reaches critical status

1. Login to the local web browser as shown below and enter the login Username and Password
9 - RS9 Management Access_R2 - User Guide
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localhost:8444/5uperDoctorS/login

User Name:
|admin |

Password:

LR
!!!!!!!!!!
,

® 19|

The health information page also shows power supply information if supported power supplies are connected to the motherboard via
I2C. Depending on their design, power supplies might have Field Replaceable Unit (FRU) Data and/or PMBus functions.

Different colors are used to indicate the battery state. Green color means the battery is healthy, and red color means the battery is
dead. If the current reading of the battery is negative, the color turns yellow to warn that the battery is discharged. In addition, the
energy reading tells the percentage of the charge status of the battery.

The health of a RAID controller is a combined status that depends on the states of its components such as battery backup unit (BBU),
virtual drives, and hard disks. If all components belonging to the adapter are OK, the status of the adapter shows OK. Otherwise, it could
be Warning or Critical depending on the states of the components.

Alert Configuration

Note: A problem alert will be sent while the status of the monitored item is non-OK (i.e., WARNING, UNKNOWN or CRITICAL) from the initial or is
from an OK state to a non- OK state or is from a non-OK state to another non-OK state. A recovery alert will be sent while the status of the
monitored item is from a non-OK state to an OK state

Four methods are supported: Log, Email, SNMP Trap and System Tray

Note: Enabled Pooling: periodically checks the health status of monitored items if pooling is enabled. No alert is sent if pooling is disabled.

e Polling Interval: Determines how frequently in seconds the SD5 Web should check the health status of monitored
items. The minimum value is 3 seconds.

e Log: Keeps alerts in a log file named "log.txt[yyyy-mm-dd-sequence]” located in the [install folder] folder. The file is
split into two files once its size becomes greater than 10 MB. The total number of log files to be kept can be
configured by setting the “backup files to keep around” argument.

e  E-mail Alert: Sends alerts via e-mail. To use this function, you need to set recipients, an e-mail server address and a
port number as well as a sender’s e-mail address. Check SSL or TLS if the e-mail server uses secure connections. If
the e-mail server requires authentication, you will need to set up an account and password to log in to the e-mail
server. Multiple recipients must be separated by a comma.

e SNMP Trap: Sends alerts with SNMP traps. Multiple recipients are separated by a comma.

10 - RS9 Management Access_R2 - User Guide
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SuperDoctor 5

Heal " i ‘ Configuration h D ‘ll .- ‘

Alert Configuration

Alert Configuration »
Enable polling

Polling Interval 3 Seconds. (Minimal value is 3)

Log (Log monitored item readings.)
Max Backup Index" 5 backup files to keep around

E-Mail Alert (In order to send E-Mail alerts to the administrator, the system must be connected to a LAN.)
Recipients*

SMTP E-Mail server*
Port* 25
Sender E-Mail Box*

Connection Security* None SSL  StariTLS

My E-Mail Server requires authentication
Sender Account Name*

Sender Password™

SNMP Trap (SNMP trap notification )
SNMP Trap Receivers®

(Format: IPv4:port or [IPv6]:port and multiple values are separated by a comma)

System Tray Popup Alert (Desktop popup nofification)

OS Event Log (Event logs on Windows platform or syslog on Linux platform)

The E-mail message Configuration

The E-mail message format is defined by the following attributes:
Mail title:

Item 1: the type of an alert ("Problem ", "Recovery ")

Item 2: the name of the monitored item

Item 3: the status of the monitored item ("OK", "Warning", “Critical”, or "Unknown")
Item 4: the time of an alert in date time format

[tem 5: the host name and host address which sent out an alert
Mail body:

Item 6: the output message about the status of the monitored item

The SNMP Trap description

The SNMP Trap description if defined by the following attributes:
Item 1: the type of an alert ("Problem", "Recovery")

[tem 2: the name of the monitored item
Item 3: the status of the monitored item ("OK", "Warning", “Critical”, or "Unknown")
[tem 4: the time of an alert in date time format

Item 5: the output message about the status of the monitored item

Configuring the SNMP Service

e Open the Control Panel. Click Administrative Tools. Click Services. Select the SNMP Service.
e Double-click the SNMP Service, and the SNMP Service Properties dialog box appears.

ONLY rights. Select Accept SNMP packets from any host.
e  (lickthe OK button to complete the settings.

11 - RS9 Management Access_R2 - User Guide
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System Tray Popup Alert: Sends alerts to local desktop. Note that the function is only available on Windows platform.

Click the Security tab. In the Accepted community names setting, click the Add... button to add a public community with READ
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e Justclick OK and then restart SNMP Service.

Verifying the SNMP Service

e You can use sc query snmp to check the SNMP service in console mode.

NUsers\Administrator?sc guery snmp

SERUICE_NAME: snmp
TYPE : 18 WIN32_OWN_PROCESS
STATE : 4 NNING

WIN32_EXIT_CODE H}

RU
Ei!gl;Pﬂ BLE. NOT_PAUSABLE. IGNORES_SHUTDOWN>
B

SERVICE_EXIT_CODE : {Bx8>
CHECKPOINT : Bx@
WAIT_HINT : Bxd

Users\Administrator>

Report
It Provides three CSV (Comma Separated Values) format reports. These reports can be downloaded and viewed with CSV supported
tools like Microsoft Excel.

e  System Information Report: This report contains information shown in the System Info function.

e Health Information Log Report: This report includes the historical data of monitored item readings. Readings of selected (i.e.
enabled) monitored items will be written to a file only if the Polling Interval value is set and the Log option is enabled in the
Alert Configuration function.

e Event Log Report: This report contains events that represent problems and recoveries with monitored items. When the status
of a monitored item is changed, an event log is written to the Event Log Report. Note that to write events to the log file, the
Polling Interval on the Configuration page must be set.

12 - RS9 Management Access_R2 - User Guide

Europe - Americas - Middle East | sales@fibrenetix.com | www.fibrenetix.com



mailto:sales@fibrenetix.com

User Guide

IPMI LAN Management
A Dedicated IPMI LAN Port is located on the back panel of the RS9 Server, that accepts RJ45 Cable.
It allows a system administrator to monitor system health and manage computer events remotely.

IPMI Dedicated LAN

Configuring BIOS

For the IPMI to work properly, please enable all onboard USB ports and the COM port designated for SOL (IPMI) on the motherboard. All
USB ports and the COM port for IPMI (marked with "*") are enabled in the system UEFI BIOS by default. It is usually listed as COM2 or
COM3 in the UEFI BIOS.

The default network setting is "Failover", which will allow the IPMI to connect to the network through a shared LAN port (onboard LAN
Port 1 or 0) or through the IPMI Dedicated LAN Port. If the IPMI must be connected through a specific port, please change the LAN

configuration setting under the Network Settings.

To verify and Configure follow the below steps

-

During the system bootup, press the <Del> Key to Enter the UEFI BIOS
2. During the system bootup, press the <Del> key to enter the UEFI BIOS.
3. Select the IPMI tab.

4. Select BMC Network Configuration and press <Enter>.

5. Highlight Update IPMI LAN Configuration, press <Enter>and select [Yes].

B

Update TPMI LAN Configuratlon
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6. Highlight Configuration Address Source and select [Static].

7. Once the Configuration Address Source is set to [Static], the Station IP Address, Subnet Mask and Gateway IP Address fields will display 0.0.0.0,
which indicates that these fields are ready for you to change to new values. Select each of the three items and enter the values. Press
<Enter> when finished.

tation IP address 192.16868.5.51
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Accessing the Server Using the Browser

1.  open a web browser. Enter the IP in URL bar and you will see a login screen.

Enter the username, ADMIN, and the password, ADMIN.

Please Login
Usezname
Paeword
legn

e  Main screen displays The Menu bar: The menu bar on the top displays the System Information, Server Health Configuration,
Hardware Information, Remote Control, Virtual Media, Maintenance, Miscellaneous, Help.

< C A Notsecure | 192.168:551/cgi/un_redirect.cq?url_names=mainmeny
. -
Server: 192,168 005 051
user: ADMIN Administrator )
system Server Heaim Configuration Remote Control  Virtual Media maintenance Miscellaneous Help
! Aarts
© system | ®Sysl DsteaneTme
| LD#P
& FRU Reading | Fimware|  Active Directory 1P Adaress: 192 168.005 051
| Fmuars| RADIUS EMC MAC Address: 5c1£60:8978:4c
@ Mardware Information | BIOS Verd  MOUS2 Moge System LAN1 MAC & 176082 €504
| mosBul  Network ‘System LANZ MAC & 16082 €565
| Redishu{ Dynamic DNS ‘System LAN MAC addvess ‘ac 1F60:82 €506
CPLDverl SWTP ‘System LAN4 MAC address ‘ac 116082 ¢5:07
SSL Conthcallon  soie Praview ——————
Users
Fort Teview Image
iP Access Control
SHHP
Fan Mode
‘Web Session
Sysiog

c
Hostis currently on
[ Power Down | Reset

Alert Configuration
This feature allows the user to configure Alert settings. When you click on Alerts in the menu bar.

To setup an alert or to modify an alert setting, do the following.

Click on <Alerts> to activate the alert submenu.

Click on <Modify> to configure or modify the settings of an alert.

Send Test Alert is used to check if the alerts have been set and sent out correctly.

Click on <Delete> to delete an alert.

Click on the <Help> tab to display the Help menu. This menu shows you how to set up or modify an alert.

Uk wnN =

& Configuration e MOdify Alert

1 ) © Alerts
Enter the information for the alert below and press Save.

& Date and Time

O Loae @.—’ Event Severity:
@ —-Dostination IP:
Olaar
+Subje=|: MNULL

D Mouse Mode .—’ Message: NULL
Network
@ et save

& Dynamic DNS

RADIUS

© smTP
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Follow the steps below to setup an alert.
1. Select Alerts from the window on the left. Highlight the alert and select Modify.
2. Select Event Severity.

3. Enter the destination IP address to use SNMP.
4. Enter the email address you wish the send the alert to, then configure the SMTP settings

5. Enter the subject line of the alert.
6. Enter a message for the alert.

After completing the steps above, Click on <Save> to save the settings

SNMP Configuration

System Server Health Configuration Remote Control Virtual Media Maintenance Miscellaneous Help
@ Configuration 9 SNMP
@ Alerts.
‘Check the box below fo set the SNMP sefting and enter the required information to enable SNMP. Please press
& Date and Time the Save button to save your changes
& LpaP
& Active Directory O Enable SNMP

& RaDIUS SNMPV2
Enable

© Mouse Mode ROCommunity:  public

& Network RWCommunity:  private

@& Dynamic DNS SNMPV3

o swp Enable
User Name:

@ ssL Certification Auth Protocol MD5 ' SHA1

© users Privale Protocol. DES AES
Auth Key.

© Port Private Key:

@ IP Access Control

© snwp

@ Fan Mode

& Web Session

@ Syslog

1. Check the box to enable the SNMP. Once it is enabled, enter information in the fields below.
2. SNMP Version: Select SNMPV2 or SNMPV3.
3. SNMPV2: If this options is selected, enter a password for ROCommunity and RWCommunity.

4. SNMPV3: If this option is selected, enter information in the fields below: Enter a username

Select the Authentication Protocol
Select the Private Protocol

Enter the Authentication Key
Enter the Private key

O O O O

5. Click <Save> to save the settings.
6. Click the <Help> tab to display the Help menu. The menu includes an explanation of all the options on this page.
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CONTACT INFORMATION

For further assistance, contact technical support
Please be prepared to provide the following information: Serial Number (S/N), product name, model number, and a brief
description of the issue.

Technical Support
Support@fibrenetix.com

EUROPE & AMERICAS

Fibrenetix

Langebjerg 23B

4000 Roskilde
DENMARK
P.+4570221016
sales@fibrenetix.com
support@fibrenetix.com

MIDDLE EAST

Fibrenetix Middle East
www.fibrenetix.com

sales@fibrenetix.com

17 - RS9 Management Access_R2 - User Guide

Europe - Americas - Middle East | sales@fibrenetix.com | www.fibrenetix.com



mailto:sales@fibrenetix.com
mailto:Support@fibrenetix.com
mailto:sales@fibrenetix.com
mailto:support@fibrenetix.com
http://www.fibrenetix.com/
mailto:sales@fibrenetix.com

