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Installation Guide

This guide is to help you through installation of the SoundIntelligence plug-in which
enables you to monitor and verify sound analytics notifications in Milestone.

1. Supported versions

2018R3 and higher three detectors per camera are supported

2. Install Plugin folders

*Pause all Milestone services before replacing folders.

**Before unzipping folder, ensure that it is Unblocked: Right-click main folder and go to
Properties and check Unblock if it is available.

***If the Milestone Management Server and the Milestone Event Server are on
independent machines, please place folders (according to the below) on both machines.

On the device with the Milestone Management Server copy SoundIntelAdmin,
SoundIntel and SoundIntelClient plugins files to "MIPPlugins” folder in Milestone
installation directory (default C:\Program Files\Milestone\MIPPlugins):
SoundIntelClient ==> XProtect Smart Client\MIPPlugins

Install on each PC where Milestone Smart Client will be used (so if the Main
server is also the Client save this also there)

SoundIntelAdmin ==> XProtect Management Client\MIPPlugins

Install on the main PC with Milestone Management server installed
SoundIntel ==> XProtect Event Server\MIPPlugins

Install on the main PC with Milestone Event server installed

If the Smart Client user does not belong to the "Administrators” role, go to Security =>
Roles section, to check if the user has access to alarms.

NOTE

For 2018 R2 and newer, replacing the VideoOS.Platform DLL is not needed.

It is advised to make a back-up folder at the location where the file is present and move
it there before copying the new dll file in this folder.
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3. Set-up Milestone settings in ACAP (from 2018R2 or higher)-

Go to the advanced settings in Milestone Management Client and click Manage Milestone
events:

Events

Sound Detector - Milestone Settings

/
\

Network Share v

@
@
EEEESsse————

Make sure the mapping is enabled. It is advised not to use 1 as it is sometimes used for
other purposes. The events need to be mapped in order to have the index numbers
correspond with the different events generated by the Sound Detector. So now these
numbers will also need to be used when configuring the camera is the Milestone
Management Client.

4. Set-up Milestone Management Client

In Milestone Management Client for each camera with the Sound Detector installed:
v2018R3 and higher

add the following event(s):

Video analytics event started with the index number corresponding to the set-up in the
ACAP (see previous section 3, f.e Analytic event index 2 for Aggression and Analytic
event index 3 for Gunshot).

In "Rules and Events” section
In “Rules and Events” section, add a rule:

Perform an action on <event>: Sound Intelligence Start Recording (Sound
Intelligence)

from: SIcams
Select actions to perform: start recording on <devices>: 5 seconds before (-5
seconds) on the devices from metadata
Perform stop action after <time>: 5 seconds after (5 Seconds)
Stop recording immediately

Optionally add Bookmark to rule to mark exact time of alert:
Perform an action on Sound Intelligence Start Recording (Sound Intelligence)
from SIcams
start recording 5 seconds before on the devices from metadata
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and Create bookmark $EventName$ on $DeviceName$ on the devices from

metadata

Perform action 5 seconds after
Stop recording immediately

Now Restart Milestone Event server.
Re-Launch Milestone Management Client!

In MIP Plug-ins section

Open ‘Sound intelligence’ and enter a name of the event (e.g. Aggression detected,
Gunshot detected). Event indices are automatically picked up from the ACAP when this
has been configured in advanced (See “Setting up Milestone Events in the ACAP").

@ Milestone XProtect Management Client 2012 R3

File Edit View Action Tools Help

Configuration

H9 &< i
Site Navigation -~ 3 X
=@ SI-NUCO03 - (12.2a)

=-{] Basics

E License Information
Site Information
= L_‘g Remote Connect Services
[i%h Axis One-click Camera Connection
= G Servers
@ Recording Servers
g Failover Servers
ﬂ Mobile Servers
= @ Devices
o Cameras
# Microphones
e Speskers
? Metadata
oo Input
.“ Output
=HEE Client
B Smart wall
B3 View Groups
Q Smart Client Profiles
E Management Client Profiles
Matrix
=& Rules and Events
Rules
Time Profiles
[ Motification Profiles
Q User-defined Events
W Analytics Events
g Generic Events
= E@ Security
% Roles
Q Basic Users
= o System Dashboard
D Current Tasks
@ System Monitor
:23 System Menitor Thresholds
& Evidence Lock
m Configuration Reports
E‘] Server Logs
Eﬂ Access Control
=] [:’23 Transact
] Transaction sources
Transaction definitions
& Alarms
=-@#F MIP Plug-ins
= Q Sound Intelligence Admin

E Sound Intelligence

Site Navigation | Federated Site Hierarchy

Default camera events mapping.

Event index 1 |Aggression
Event index 2 |Gunshnt
Event index 3 |Break|ng glass
Event index 4 |Alarrn

Event index 5 |

Event index 6 |

Event index 7 |

! To retrieve camera credentials the Management Client on server PC should be always launched
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In Camera section

Navigate to the camera running Sound Detector and under events click "Add” and locate
Video analytics event started. The event index corresponds to the event name
configured in previous step. For instance, 1 corresponds to Aggression, 2 corresponds to
Gunshot and so on.

Properties -~ 3
= =B Camerss
=E3 NEM - All Cameras

Configured events
5% A-G-GFI3-Pharmacy Prep Room (172

| Video anahtics even stare: 4 General
Analytic event index
Enabled True

Araiytic o

Delets

» [ €9 ko | &% Settings | [ Streams | @ Record | & Motion | (@ Fisheye Lens | Events [ Client | B Privacy masking |[lll Sound intelligence

Recording audio based on analytics events triggering only

It is possible to change the rules / settings such that the system is only recording audio
when the analytic event has been triggered (few seconds before and after). Audio will
still be heard when live viewing the camera, but it’s not being recorded. Upon the event
triggering, it is logged, and the audio is recorded. The following steps need to be taken:

1. Go to the camera device and the “record” tab. Uncheck the option in the camera
to “"Record on related devices”. This separates the triggering of the audio
recording from the camera video recording so they can start and stop
independently from each other.

2. Go to the microphone for that device, make sure “Recording” IS checked.

a. Note it will take a few moments for this to take effect in the software, but
after a short time, you should see the icon for the microphone, change
such that the red dot indicating recording disappears, but the green
triangle remains. This indicates that audio is streaming, but not recording.

3. In the rules engine, you now will need to setup a rule that specifically instructs
the audio to start and stop recording. Make a rule that the trigger is your
analytic, and the action it performs is “Start recording on <devices>. Click
<devices> and choose the microphone as the device. Click Next, and set the stop
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action after <time> (when the analytic stops) to stop recording audio on the mic
device.

In this way it will configure the system to not record audio normally (because nothing
has told it to do so), and when your analytic activates and deactivates, the rule that is
watching for the analytic event will trigger the audio recording will start and stop along
with it.

Note that this does not stop the camera from streaming audio 24/7, meaning that an
operator can always listen LIVE to the camera’s mic anytime, but the audio from it is
not being recorded based on motion detection. Audio will however be recorded if the
operator manually clicks the “record” button in the Smart Client, or, if your analytic
event triggers the rules engine to command the system to begin recording audio.

NOTE

Make sure to restart the event server after the camera settings are done.

Also, when Adding a Camera, refresh the mapping in SI plug-in (or it will have the
default mapping).
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5. Milestone Smart Client

The Smart Client will have the SoundIntelligence plug-in as view option in the Live view:

€ Milestone XProtect Smart Client 2016 R2 6/22/201810:34:33AM | — O | X
Livi Playback Sequence Explorer Alarm Manager System Monitor - - @ Y
XProtect <& | NewView (1x1) - Setup |

= Views B AXIS Q3505 Fixed Dome Network Camera (192.168.4.1... AXIS Q3505 Fixed Dome Network Camera (192.16:
|

[ Private
[ Areal

ZE all cams of area 1

M New View 2x 1)

X e i -
St I / | i
& System Overview -

@ HTML Page R ] 3 - e
[ Image
WAMap
B Matrix
=22 Smart Wall
B Text
il Overlay Buttons
L Application - T
M, Camera 1557 AM « < 11:57:33.025AM B > 2am
Ealrd (Time Type Camera Status  Assigne
 Device 612112018 11:5 Gunshot Detec AXIS Q3505 Fixed Dome Network Camera ( New
6/21/2018 11:2 Aggression de AXIS M5525-E PTZ Dome Network Camera New
612172018 11:2 Aggression de' AXIS M5525-E PTZ Dome Network Camera New
¥ Properties ~ 612172018 11:2 Aggression de! AXIS Q3505 Fixed Dome Network Camera ( New
List Height .| 612172018 112 Aggression de' AXIS Q3505 Fixed Dome Network Camera ( New

Under properties you can change the height of the list. By changing the width of the
columns, you can choose to change the size of the rows and spectrogram images. You
can also change the size of the cam live and recorded view.

By selecting the live view of the camera, sensitivity settings of the detector can be
changed instantly for the detectors running on that camera:

€ Milestone XProtect Smart Client 2016 R2 6/22/2018 10:36:30 AM | — | O 2aS

L Playback Sequence Explorer Alarm Manager System Monitor -+ @ & Y ‘
XProtect & | NewView (1x1) - Y Setup ‘ s,
= Views A AXIS Q3505 Fixed Dome Network Camera (192.1684.1... AXIS Q3505 Fixed Dome Network Camera (192.168.4.1...

[ Private
[ Areal
2 all cams of area 1
(1}
B New View (2x 1)

mw  Cameras ~
ok SI-NUC03

4) Audio v

#  MIP Plugins A~

[ Select camera to change SoundDetector seftings

T T
1157 AM - 4 11:57:33.025AM > » :am

Retrieve sensitivity settings | =
Aggression Time D Camera Status _Assigne
Ao 6/21/2018 11:5 Gunshot Detec AXIS Q3505 Fixed Dome Network Camera ( New
Br. Glass 6121/2018 11:2 Aggression de' AXIS M5525-E PTZ Dome Network Camera New
Gunshot

612172018 11:2 Aggression de' AXIS M5525-E PTZ Dome Network Camera New

612172018 11:2 Aggression de' AXIS Q3505 Fixed Dome Network Camera ( New

612172018 11:2 Aggression de' AXIS Q3505 Fixed Dome Network Camera ( New

|
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Under the options button (top left wheel icon marked by orange arrow in above view),
general settings of the view can be changed:

€ Options - O *
(T Enable sound notification
Raues Browse |C:'-.Windows'-rnedia'-AIarrnDE.wav
Functions
ideo&Audio pre/post buffer time
Timeline
sec. before event
Export
o sec. after event
Keyboard [ Play alarmin loop
Joystick
e Spectrogram
cess Control - .
400 | width
Sedineigene T 0] e
Glacs) sec. before event
FamETEd sec. after event
Language
Remove spectrogram files
days after alarm
4096 | ME. Max size of recording folder
ME. Remove if max is reached
Help OK ” Cancel
6. Support

Should you require any technical assistance, please contact your Sound Intelligence
Reseller. If your questions cannot be answered immediately, your reseller will forward
your queries through the appropriate channels to ensure a rapid response.
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