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INSTALLATION RESOURCES 4

Download the software from the Internet (https://www.milestonesys.com/downloads/) and run the 
Milestone XProtect VMS Products 2020 R3 System Installer.exe file.

https://www.milestonesys.com/downloads/
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Scylla unified plugin for Milestone adds additional functionality to Milestone VMS (Video Management System) to support Scylla 
Intrusion Detection System (IDS) and Occupancy Counting System (OCS) solutions. 

The unified plugin was developed for AI-based Scylla video analytics system that is dedicated to support existing intrusion 
detection and occupancy counting solutions are based on 24-7 video streaming. This plugin is dedicated for the two-way 
connection of Milestone XProtect Smart Client system with Scylla Intrusion Detection and Occupancy Counting Systems. 

It connects to the Milestone ONVIF Bridge, retrieves the RTSP streams and provides to Scylla AI video analytics tools installed 
on a dedicated server. The latter analyse video streams and once an event or an object of interest is detected, it sends the 
corresponding alert back through the plugin to Milestone Dashboard. In addition, similar alerts are optionally reflected in Scylla 
Web-based dashboard and Scylla Mobile alerting app (iOS/Android).

The unified plugin allows for each camera to configure an active area where the detection will be valid as well as the time 
schedule of the activation.
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XProtect alarm management system allows one to see different events configured in Management Client as alarms in Smart 
Client alarm management tab, get notifications and see recorded previews and additional data from associated cameras. 

Custom alarms need to be configured in Management Client, then processed through Milestone Event Server to become 
available in the alarm management tab. More details are available from Milestone official documentation.

For Scylla unified plugin for Milestone no manual alarm configuration is needed - all configurations are set automatically when 
the plugin is activated. 



Scylla unified plugin for Milestone setup file can be downloaded from Scylla web page or Milestone Marketplace.  

Plugin connects to Scylla web server to perform image processing. 

Plugin creates a local MSSQL database to store nuccessary data needed for plugin correct functionality.
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For correct setup please follow steps below:

Double click on Milestone_Scylla_IDS_Plugin_Setup.msi file. 
You will see a welcome screen, click on Next to continue.

SETUP 8



Set the plugin installation folder path at the next step. 
All plugins developed for Milestone VMS need to be installed in “MIPPlugins” folder (for example default Milestone path for 
64 bit operating system is C:\ProgramFiles\Milestone, so plugin installation folder in this case is C:\Program 
Files\Milestone\MIPPlugins\Scylla-IDS).

Click Next onafter setting the correct path .
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Click Install.
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Setup needs administrator permissions to install files. Click Yes.
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Then click Finish to complete the installation.
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After installation is complete you have to configure hardware devices (cameras, VMS) in XProtect Management Client.
Open Recording Servers on navigation tab.
Right click on the server installed on your machine (seen on right panel) 
Click on Add Hardware…
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Select Manual and click Next
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Add camera Username and Password and click Next

CONFIGURATION- HARDWARE 15



Choose your camera type and click Next
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Wait until successful detection and click Next and then Next
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Enter IP Address and click Next
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Note: If detection failed please check your camera http port. The default http ports for ONVIF cameras are usually 8080 
or 8000.



Enable the cameras you want to use in the next step:
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Ensure that camera ports are checked and click Next
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Click Finish to complete hardware configuration. New camera will appear in the list.
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After Onvif Bridge installation a Basic User needs to be created: 
● Click on Site Navigation -> Security -> Basic Users
● On the right side panel right click on empty space and chose Create Basic User in the context window or use 

Ctrl+N shortcut. 
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● In the opened window enter the user name and password, and click OK.
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Add a new role in Site Navigation -> Security -> Roles (the role gives access to specific cameras by Onvif Bridge).
● Right-click on the empty space and click Add Role. Then set the Name and press OK.
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● In Role Settings -> Users and Groups tab Add -> Basic User, select the newly created user and press OK.
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● In the Role Settings -> Device tab select the camera you want to get access through Onvif Bridge, select Read and 
View live.
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● Then navigate to the Site Navigation -> Servers -> ONVIF Bridges, select your desktop server and in User settings tab 
insert the created User name and Password, then press on Add user.

Now Onvif Bridge is configured and you can check if RTSP stream is available right in the Smart Client by opening the plugins 
tab or by using Onvif Device Manager.
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 Before starting to use the plugin you have to go to XProtect Smart Client Settings, then click on Scylla IDS and type the Onvif 
Bridge configurations 

● Onvif Bridge User Name - the name of XProtect basic user 
● Onvif Bridge User Password - the password of  XProtect basic user
● Onvif Bridge IP - IP address of the host for XProtect Server
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Currently for plugin function it needs to be signed in as Scylla User and Scylla Admin in Scylla Web Service. 
At the start of Xprotect Smart Client user will be asked to provide user credentials (for each service (OCS, IDS) if they are 
located at different hosts). 
The Username and Password will be provided by Scylla support department after successful installation of Scylla Web Service 
.
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The installed plugin will create new tabs in XProtect Smart Client - Occupancy Counting and/or Intrusion Detection. These 
tabs are created to prepare and set configurations for Scylla Web Service, as well as to see and manage notifications. 

After Xprotect Smart Client initialization, any time user selects Occupancy Counting or Intrusion Detection tab the plugin asks 
for Scylla Web Service Administrator username and password. Please fill the Username and Password with correct admin 
credentials provided by Scylla support department.
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All available cameras will be listed at the left side of Occupancy Counting tab to enable possibility to configure each camera 
separately. 
Red box around the camera indicates that the RTSP stream is not available (for details see Troubleshooting part of this manual).
By clicking on the upper refresh button user can force to re-check if RTSP streams are available for all the listed cameras.
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To configure the camera for occupancy counting:
Select the region where people will be passing (green area)
Select the line passing which +1 or -1 will be counted. 
Select the objects that will be counted as human, vehicle or both.
Press Save to store the configuration. 
Note that increment or decrement is registered only when the object (person/vehicle) left the view of camera for more than 3 
seconds. 



In general settings the IPs to Scylla RTM (Redis server host) and Scylla 
Web Service (Backend socket) with their corresponding port numbers 
need to be set. Both will be provided by Scylla Support department. 

Set here also:
● Maximum threshold value - to get a “red” alert indicating that the 

maximum allowed number of person/car is reached. 
● Warning threshold value to get warning notifications when it is 

reached. 
● Set Starting point - the number of objects already located inside 

the monitoring area at the time of initialization. 
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In the Intrusion Detection tab the list of alerts is shown. Double click on any one to open the alarm info window with the frame 
and the alarm info.
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More detailed information about the alarms can be found in the Alarm Manager tab. If the recording is enabled, each alert is 
accompanied by a short video of the detection.
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“+” and “-” buttons in the bottom left corner of the screen provide functionality to activate 
and deactivate available cameras.  

Similar functionality is available in the Intrusion Detection tab. The only difference is in 
camera settings section where for Intrusion detection only the region of interest can be 
selected but not the line of crossing.

As soon as you have saved general settings parameters, the plugin will connect to the 
remote server and start video processing on the Scylla backend engine. The plugin will 
convert notifications coming from backend to the alarm format appropriate for Milestone 
XProtect and show it to the end user on the Occupancy Counting tab or Intrusion Detection 
tab as well in XProtect Alarm Management tab.



1. If camera preview is not available after configuration, check hardware authentication settings: 
● Right click on hardware 
● Click on Edit Hardware
● Verify/set Username and Password

2. If XProtect Smart Client is already running during configuration you should restart it for the changes to take effect, 
otherwise motion detection will not be operational.

3. If RTSP stream is not available, check if access permissions are correct (XProtect Management Client -> Site 
Navigation -> Security -> Role -> Roles -> Onvif Bridge Role -> Role Settings -> Device -> Cameras (for details see 
page 26).
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If you find an issue or have questions you want to ask, 

please contact us on the following email support@scylla.ai, 

Or call us on +1 747 231 1868. Our team is ready to help you. 

СONCLUSION
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