Milestone setup with 45Drives Storinator guide

Setup 1 — Using hardware RAID cards and installing Windows 10 + Milestone directly on the Storinator.

The major hardware difference between using the Storinator as a NAS and this is the LS| cards are
being removed and replaced with hardware RAID cards. This scenario will see no virtualization, just a
single install of the Xprotect software on Windows running on the 45Drives Storinator storage server.

First, use the IPMI address to install Windows Server 2016 remotely.
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After windows is installed, configure the hardware RAID cards. For this setup we are using 2 RAID
cards that have 15 HDDs attached to each. We will configure each RAID inside their BIOS to build a
RAID6, then once in Windows - we will stripe these to configure a RAID6O.
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Now it’s time to begin installation of Xprotect software.
O XProtect Corporate 2019 R1 Test x

Components to be installed

XProtect Management Server (64-bit) XProtect Management Server

[ XProtect Recording Server (64-bit) (64-bit)

XProtect Management Client 2019 R1 (&

XProtect Smart Clent 2019 R1 (64-bit) Stores the configuration of your

[#] XProtect Event Server (64-bit) surveilance system in a relational
XProtect Log Server (64-bit) daf'_—_clbase and handlf_'s user

[Z] XProtect Service Channel (64-bit) authentication, user rights and simitar.

] Milestone Mobie Server 13.1a (64-bit)

Previous Continue Cancel

The recordings will be saved on the local RAID60 disk S:\

> XProtect Corporate 2019 R1 Test

Specify recording server settings

Recording server name:
[xPROTECT

Management server address:
localhost&0

Examples: localhost, managementserver.domain.com and managementserver.domain.com:81

Select your media database location:

MNote: The recording server stores the recordings in the selected folder. It is recommended that
you save your video recordings on a drive different from where you install the program. You
select the instalation location in the next step.

|S\MediaDatabase Browse...

MO1-C01-1... Free disk space on drive: 10 TB

Retention time for video recordings:

7 = days

Previous Continue
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Once install is complete, configuration will begin. The recording drive is showing as working.
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Finally, the user will configure their cameras. This will be different for each user — Refer to Milestone’s

tutorials for this.



Setup 2 — Using the Storinator as NAS (Network Attached Storage) target which will be seen as a local
drive to Milestone.

This can be done in a few different ways. The Storinator will be running FreeNAS for its operating
system, the underlying storage pool will be using ZFS, and the storage can be shared out via SMB, NFS

or iSCSI — You can choose which method via FreeNAS GUI. This guide will use SMB.

To begin, first set up a user/group for FreeNAS to take ownership of the share.

Add Group

Group ID: 1002

Group Name: Milestone|

Permit Sudo:

Allow repeated GIDs: |

o) [t

Next, add a user to the newly created group.

User ID: |1002

Username: [Milestone
Create a new primary group for the user: ||
Primary Group:

Create Home Directory In:

Shell:

Full Name:

E-mail:

Password confirmation:
Disable password login:
Lock user:

Permit Sudo:

Microsoft Account:

SSH Public Key:




Next, add a new dataset on the storage volume. Click the pool, and then at the bottom click “create
dataset” and then configure settings as required.

Create Dataset

Create ZF5 dataset in Test_Pool

Dataset Name:

‘Comments:

Sync:

Compression level:

Share type:

Enable atime:

Quota for this dataset:

‘Quota for this dataset and all children:

Reserved space for this dataset:

Reserved space for this dataset and all children:

2Fs Deduplication:

Xprotect
Dataset to test Xprotect
Inherit (standard) | +
Inherit (lz4) | ~
Windows | ~
« @ Inherit (on)
. on
. :‘ off
0
0
0
k. @
Enabling dedup can drastically reduce performance and
affect the ability to access data. Compression usually

offers similar space savings with much lower
performance impact and overhead.

Inherit (off) | ~

Inherit (off) |~

Next, click on the newly created dataset, and go to the bottom once again and click “change

permissions.”

Change Permissions

Change permission

Change permission on /mnt/Test_Pool/Xprotect to:

Apply Owner (user):

Owner (user):

Apply Owner (group):

Owner (group):

Apply Mode:

Mode:

Permission Type:

=

|milestone

=
Milestone] =
=]
Owner Group Other
Read
Write
Execute
) Unix
) Mac

« @ Windows

=

Set permission recursively: [ |




The Datset is ready to be added to the server. In this instance SMB will be used for sharing. Go to the
Sharing tab and click on Windows (SMB). From here, click Add Windows (SMB) Share. For Path,
navigate to the Dataset created in the previous section.

Add Windows (SMB) Share

[/mnt/Test_pool/protect | | close

- & mnt
~| (& Test_Pool
+ [ LinuxDataset
# [ TestDataset
+| (3 Xprotect

Use as home share:
Name: |XprotectFootage

Comment:

Apply Default Permissions: E @

Export Read Only:
Browsable to Network Clients: 2]
Export Recycle Bin:

Show Hidden Files:

Once the share is created and ready to be connected to, it is now time to move on to the Xprotect
server where we will connect to it by mapping a network drive.
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Next, sign in with the credentials created in the previous steps which should also be the windows user.
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The Network drive is now ready to be used as a storage target for the Xprotect Server.



