
What is Calipsa?

How Calipsa uses Machine Learning

• 100% cloud based False Alarm Filtering platform that sits in between existing cameras and the monitoring station. 
• Powered by deep learning AI technology - all it takes is motion or in-camera analytics to be triggered to send 
 alarms to the Calipsa platform, where deep learning algorithms will process each alarm to determine the cause.
• Highlights the cause of an alarm- if an alarm is caused by human or vehicle motion it will be forwarded 
 as true - all other alarms will be filtered out.

Camera
The inbuilt camera 
analytics detection 
detects movement and 
sends a signal to the NVR 
(this could be human, 
vehicle, wind, animal, 
spider web etc.).

NVR on site
The NVR 
packages them 

as an 'alarm' that 
is sent to Calipsa 

Cloud Servers.

The camera's NVR on 
site records a video 
clip containing 3 to 6 
consecutive images.
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Calipsa 

By enabling Calipsa analytics, the 
images received from the camera are 
processed to make the decision of 
whether the alarm is ‘valid’ (true) or 
‘not valid’ (false).

The neural networks are trained to 
locate human or vehicle movement.

The outputs of these algorithms are 
consolidated together to be able to give 
this alarm sequence a “score”. The 
machine then chooses the best score to 
make the decision of whether the alarm 
is Valid or Not Valid, taking the ‘masked’ 
areas of the camera view into 
consideration. 

Calipsa then highlights the items in 
green where there is a valid alarm. 
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Monitoring Station 

Once the result is Valid - Calipsa’s platform 
then packages the images with the 
information and sends it to the monitoring 
station’s platform.  

This takes around 0.8 to 1.5 seconds to 
process - any integration might increase 
this by 1-2 seconds. 

True alarms are sent to the monitoring 
station to be reviewed by the operators 
who can properly analyse the intrusion 
and decide whether or not to call 
authorities - false alarms can also be sent 
if desired, and can also be accessed via 
the Calipsa platform for review. 
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NVR processes these images.
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Input: 
images 
from video

Output: 
True alarm or
False alarm
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Contact  | Get started using Calipsa today

Contact us to discuss how to integrate Calipsa in your central station.
 

www.calipsa.io info@calipsa.io

Post alarm-filtering platform training 
• After the validation of alarms, the data is kept in Calipsa databases up to 30 days for supervised learning, 
 to train the neural network.

• This occurs with the conformance of the GDPR as the data is kept anonymously to assure no subjects 
 are personally identifiable.

• This allows the network to constantly learn and categorise objects in the images and therefore it becomes   
 smarter over time.

• Through this process, we are able to achieve a higher percentage of filtered alarms.


