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1. Document versions

Version | Date Author | Description
1.0 1/2024 CLL First version
1.1 1/2024 JCR Addition of information
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2. Introduction

The Aritech Monitor Plug-in for XProtect sends commands and notifications about events to
the Aritech Panels and receives this information from these panels.

This plug-in also enables commands to be sent from the XProtect Smart Client application
to the Aritech panel. Additionally, it monitors events within the Aritech panel closely and
sends notifications about these events to XProtect. The user can configure alarms for these
events in the XProtect Management Client.

The plug-in has been tested with the following panels:

e "ATS4500AIP"
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3. Architecture

The plug-in and the Aritech Panels communicate directly with each other through the TCP/IP
protocol using the Aritech NAce libraries.

The table below lists the ATS Advanced and ATS Master family of panels as well as the
supported firmware versions.

ATS1000A AND ATS2000A SERIES SUPPORTED FIRMWARE VERSIONS

ATS1000/2000A_MR_003.003.xxx

ATS1000/2000AIP_MR_012.012.xxx

ATS1000/2000AIP_MR_026.026.xxx

ATS1000/2000A_MR_005.005.xxx

ATS1000/2000AIP_MR_013.013.xxx

ATS1000/2000AIP_MR_027.027.xxx

ATS1000/2000A_MR_008.008.xxx

ATS1000/2000AIP_MR_017.017.xxx

ATS1000/2000AIP_MR_028.028.xxx

ATS1000/2000A_MR_010.010.xxx

ATS1000/2000AIP_MR_019.019.xxx

ATS2000/2000AIPC_MR_023.023.xxx

ATS1000/2000A_MR_012.012.xxx

ATS1000/2000AIP_MR_020.020.xxx

ATS2000/2000AIPC_MR_024.024.xxx

ATS1000/2000A_MR_013.013.xxx

ATS1000/2000AIP_MR_021.021.xxx

ATS2000/2000AIPC_MR_025.025.xxx

ATS1000/2000A_MR_017.017.xxx

ATS1000/2000AC_MR_022.022.xxx

ATS1000/2000AIPC_MR_026.026.xxx

ATS1000/2000A_MR_019.019.xxx

ATS2000/2000AIP_MR_023.023.xxx

ATS1000/2000AIPC_MR_027.027.xxx

ATS1000/2000A_MR_020.020.xxx

ATS2000/2000AIP_MR_024.024 .xxx

ATS1000/2000AIPC_MR_028.028.xxx

ATS1000/2000A_MR_021.021.xxx

ATS2000/2000AIP_MR_025.025.xxx

ATS2000/2000AIPC_MR_022.022 .xxx

ATS1000/2000AIP_MR_010.010.xxx

ATS3500A SERIES SUPPORTED FIRMWARE VERSIONS

ATS3500AIP_MR_1.0.26851

ATS1500/3500/4500AIP_MR_4.1.xxx

ATS1500/3500/4500AIP_MR_4.5.xxx

ATS1500/3500/4500AIP_MR_2.0.xxx

ATS1500/3500/4500AIP_MR_4.2.xxx

ATS1500/3500/4500AIP_MR_4.6.xxx

ATS1500/3500/4500AIP_MR_2.1.xxx

ATS1500/3500/4500AIP_MR_4.3.xxx

ATS1500/3500/4500AIP_MR_4.7.xxx

ATS1500/3500/4500AIP_MR_3.0.xxx

ATS1500/3500/4500AIP_MR_4.4.xxx

ATS1500/3500/4500AIP_MR_4.8.xxx

ATS1500/3500/4500AIP_MR_4.0.xxx

ATS4000/ATS3000/ATS2000/ATS1000 04.1

1.xx

IATS4000/ATS3000/ATS2000/ATS1000 O
4.10.xx

IATS4000/ATS3000/ATS2000/ATS1000 04.0

9. xx

The plug-in can send commands to the panels, areas, zones, keypads, expansion modules
and outputs. Some examples of these commands are arm, disarm and isolate. It also
regularly reads the status of the panels, areas and zones. For example, it flags up when an
alarm has gone off or there is a malfunction in a zone. Finally, depending on its configuration,
the plug-in sends notifications about these events to XProtect and then displays the status
of the panel, area or zone on a plan in XProtect Smart Client.
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Events Status Commands

ARITECH Nace LIBRARIES

Events

Status Commands

PLUGIN

Given the nature of this configuration architecture, the XProtect server needs to have direct
access to the panel via the network so that communication can take place.
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4. Installation

The installation of the plug-in is very straightforward: all you need to do is run the
"AritechMonitorPlugin.msi" file and follow the instructions that appear in the dialog boxes.

Click "Next>" in the first dialog box that appears.

5 SGSE Aritech Monitor Plugin — X

Welcome to the SGSE Aritech Monitor Plugin Setup |
Wizard

The installer will guide you through the steps required to install SGSE Aritech Monitor Flugin on wour
computer.

Wi ARMNING: This computer program is protected by copyright law and intemational treaties.
Unauthorized duplication or distribution of this prograrm, ar any portion of it may resultin severe civil
or criminal penalties, and will be prosecuted to the maximum extent possible under the law.

In the second dialog box, select the folder where you would like the Aritech Monitor Plug-in
to beinstalled. You can also choose whether the plug-in will be installed for the current user
only or for all users. Click "Next>" to continue.

3 SGSE Aritech Monitor Plugin — X

Select Installation Folder

The installer will install SGSE Aritech Monitor Plugin to the following folder.

Tainstall in this folder, click "Next". Ta install to a different folder, enter it below or click "Browse".

Folder:
CAProgram Files\SGSEVSGSE Aritech Monitor Plugin Browse...

Disk Cost...

Install SGSE Aritech Monitor Plugin for yourself, or for anyone who uses this computer:

(@ Everyone
() Justme
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Click "Next>" to start the installation.

75 SGSE Aritech Monitor Plugin - X

Confirm Installation el

The installer is ready to install SGSE Aritech Manitor Flugin on your cormputer.

Click "Mext" to start the installation.

The installer will ask whether you wish to install the plug-in with administrator permissions.
There is no screenshot to demonstrate this so the client will need to add this to the
document.

You will need to click on "Accept" to continue with the installation. A progress bar will show
how much of the installation has been completed. There is no screenshot to demonstrate
this so the client will need to add this to the document.

Once the installation is complete, the dialog box below will be displayed:

75 SGSE Aritech Monitor Plugin - X

Installation Complete el

SGSE Aritech Monitor Flugin has been successfully installed.

Click "Close" to exit.

Flease use Windows Update to check for any critical updates to the NET Framewark.

You will need to click on "Close". The plug-in will now be installed on your system.
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If the plug-in was installed correctly, the XProtect Management Client will display the
dialog box below:

4 milestone | XProtect®

SGSE Aritech Monitor

License information

Soluciones Globales de Seguridad Electronica

hsecurity system that allows us to provide our facilities a high level of protection requires, atleast, two
essential components: To be able to detect possible intrusion attempts responding properly to them and
provide images that support and allows us to monitor and have graphic proofs of anomalous situations that
occurs on an icons drawing plane.Therefore, the provision of an intrusion system and a CCTV system is
basic when it comes to protecting our facilities. Thanks to the integration into Milestone of the intrusion panels
of Aritech, developed by the SGSE R&D depariment, it is now possible to monitor and control both systems
from a single graphical user interface, fully integrated into a single software solution hitps:/iwww.aritech.com/

UID License

Please provide the following UID to SGSE in order to have your license generated
1AAP268-X11RUF-20TSIS-OUINSO |

Copy to clipboard

Select License File |

You will need to submit the UID code to SGSE so that the corresponding licence can be
sent to you. Once the licence has been installed, the plug-in will be ready to use:

4 milestone | XProtect”

55 Aritech Monitor

" s License infarmalion
L ey Actyvated: True
i X Ternporal beense: False
¥ s Rumbser of panels: 10
¥ L ] NumberOifreaskey: 1000
' - RumbserOfZ oneskey. 102:::':

HumbarOfFeypadskey. 1000
+5 de Sequridad Electronica | NumberOfExpanderskey. 1000

Saluciones Glo

A security system that allows us lo provide our Taciities a high level of prolection requines, at least, bwo
essential components. To be able o detect possible intrusion attermpls responding properly 1o them and
pronade images that supporn and allows us bo manfior and have graghic proods of anomalous sAuations
Iharl Gecurs on an icons dravmmg plane Therefore, the prowsion of an rtrusion System and a CCTV
sysiem &5 basic when i comes lo probecting cur faciities. Thanks. to the inbegration into Miestone of the
intrusson panets of Aritech, developed by the SGSE RAD depaniment, it & now passible 10 monstor and
controd both Sysiermns from a single graphical user interface fully integrated inlo a sngle software
solution hitps www amtech.com/
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5. Configuration

ARITECH Panel Configuration

The ARITECH desktop configuration application will need to be used for the configuration of
the panels. This application will also need to be used for the configuration of the areas and
the linking of the relevant zones. This application can be downloaded using the link below:

https://uk.firesecurityproducts.com/en/products/intrusion/intrusion-software

Configuration in XProtect

There is hardly any configuration work to do within the plug-in as it reads all the information
on the existing areas and zones itself and configures XProtect accordingly.

Panel configuration

To register a new panel, right-click on the "Panels" node and select "Add new".

€ Milestone XProtect Management Client 2023 R1

File View Action Maintenance Tocls Help

H9| eoen
Site N'afﬂgahm > B X |Pansls ~ R | Panel Information
=@ WIN-CUHHEBRKIER - (23.18) =-Ed Panels
] Basics [ Aritech
EI [- Remote Connect Services Type ATS4500 i
G-]D Servers
& % Devices Connection Type ﬁTSxEDD.& v
B Client
& [B Rules and Events Name Artech
) E@ Security
@@ System Dashboard P 192 169.2 44
: ﬁ Server Logs
EI 'ﬂ‘ Metadata Use Port 2000 -':_

FEB Access Control
-7 Incidents

&'J{il Transact FiM I:I

- B Alarms

= d* MIP Plug-ins Master Password | ||

[=186% Aritech Monitor
= g Connection Status Connected
; | @ Areas
n Zones
- Outputs
[} Keypads
5 ] Expanders

In the panel configuration interface, the following information will need to be entered: the
panel type, the connection type, the IP address of the panel, the port, the PIN for the
designated "installer" user of the panel, and the master password, which has two separate
parts consisting of 12 characters each.
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The plug-in will establish a connection with the Aritech panel and download the panel
elements automatically. These elements, which consist of areas, zones, outputs, keypads
and expansion modules, will be registered with their corresponding names as they appear
in the panel. A list of all the devices and configurations for the elements associated with the
panel will appear in XProtect Management Client automatically.

Configuration of elements: zones, keypads and expansion modules

The information on the zones will be pulled from the panel automatically. The type of zone
can be selected based on the nature of the sensor, more specifically, whether it is a motion,
perimeter, glass breakage, seismic or smoke detector, within it in the Management Client.

The detector model can also be selected from the Aritech range of detectors to display a
customised icon with an image of that particular model.

The elements that make up the software solution can be customised in line with their model
in the Management Client, and these elements will be displayed in the Smart Client plans.
For example, you can choose the icon for a device connected to the zone you have selected
by going to Mip Plug-ins> Aritech Monitor >Panels >Zones and selecting the zone to which
the icon you wish to change is connected. Due to the wide range of icons available, there
are several types of icon to choose from, namely motion, perimeter, glass breakage, seismic
or smoke detector. Once the icon type has been selected, you can then proceed to choose
the icon you wish to represent the connected device. This process can be repeated for the
zones, keypads and expansion modules.

@ Milestone XProtect Management Client 2023 R1

File View Action Maintenance Tools Help

[ 22 : Additionally, you can choose whether the
Site Navigation v 3 X f[Zones ~ 1 ||Zone Informatien
oo | B Z H 1 H
o l T N Zocm alarms will be set off automatically in
Q
=3 Client 0 zon=2 o o .
[ | B o . XProtect when the zone goes into alarm
£ View Groups 1 zors 5 on e .
B senlenrrtr o — T = status in the panel. You can also select
£ Wonsgomen Clant Piflos | o [T -
&l Mat ity . .
e s e Ve g any associated cameras so that their footage
2] Foles Ve oA . .
© Tive s Hems confuraion | Vel B33P can be linked to the zone alarms in XProtect
Nefification Profiles O] Tiggeralams ~[Velon_6347AMP .
R Usordeives Evets Vesen-bpi013 automatically.
® Analytics Events Motion_DD1012_D
p T Vet DO10
Vlebhoo Moti DD1012AM_D
Ereffl Security Mm;SR:DmmzAM:D,N
. Roles s
8 Basic Users M3:22:0D1D12PLN
£-@ System Dashboard WMetion_DDE6E_D
7 Currt Taoks Ve DOEEEAI_D
@ System Monitor Motion_DDEGIAM
[Z System Monitor Thresholds m;‘:g:—gg}ggg—g
8 Evidence Lock Metion_DDI602_F3
[® Configuration Reports mg‘liwmgglggﬁmg
lﬂ Server Logs Motion_DDIG02AM _F3
=} v Me‘adala Use Mul!un,DD\?B,EXFT
&, Meiade Seach Vesn DO D v

[ Access Cantrol
533 Incidents
&3 Incident properties
=], Transact
[5]) Transaction sources
Transaction definitions
=R Marms
& Alarm Definitions
£ Harm Dats Settings
£ Sound Settings
=35 MIP Flug-ins
=188 Avitech Monitor
= Fanels
@ Aress
I Zones
B Outputs
Il Keypacs
[ Expanders
1 8% MonitorVideoma
m Configurations

< >

Site Navigation Federsted Site Hierarchy

10
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@ Milestone XProtect Management Client 2023 R1

File View Action Maintenance Tools Help

H9 @emn
Site Mavigation v & X J|lZones
% Input all 2 Zones
) Output EHEA Avitech
B53 Client [l Zora2
Bl Smart Wall 0 zora:
. ﬁ View Groups E gﬂnag
2 Smart Client Profiles a P
£ Mznagement Client Profiles -] Zona7
Matrix ) Zona8
Bk Rules and Events -l Zone 1
~[E] Rules
~{E) Time Profiles

[ Netification Profiles
R User-defined Events
¥ Analytics Events
Generic Events

% Webhooks

el Security

T Roles

: £ Basic Users

= ° System Dashboard

[] Current Tasks

@ System Monitor

-2 System Mornitor Thresholds

- B Evidence Lock

- m Configuration Reports

F} Server Logs

= QP Metadata Use

%, Metadata Search

- [F Access Control

EH%7 Incidents

-3 Incident properties

£, Transact

@] Transaction sources

Transaction definitions

& Alarm Definitions
8 Aarm Data Setfings
- ﬂ Sound Settings
@ MIP Plug-ins

[ s Aritech Monitor
EHED Panels

: [ Expanders

Zone Information
Name Zona &
D 8
Type Mation ~
Model Motion_6910P ~
Alarms corfiguration

Trigger alams

Associated cameras

Groups Selected:

m 'WIN-CUHHEBRKOBR| b UNIVIEW IPC2322EBR5-DPZ28-C (192.

Add

Remave

UNIVIEW IPC2322EBR5-DPZ28-C (192.168.1.150) - Camera 1

The icons for the keypads and expansion modules can be customised in a similar way
based on their model.

11
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Alarms in XProtect

After the installation has been completed, you can view additional events in the XProtect
Management Client. This consists of a list of panel, area, zone, output, keypad and
expansion module Aritech events that are read by the plug-in and sent to XProtect. Alarms

associated with these events can be configured.

4 Milestone XProtect Management Client 2023 R1
File View Action Maintenance Tools Help

H9 0=
Sie Navigation < &  |JAlam Defiiions ~ 5 || Atarm Definton Information
o Input ~ | & & Aarm Defiriions Nam defirion
Q Output OALARMA FUEGO DETECTOR
3 Client PLARNA FUEGO PULSADOR s
BB Smertwal OALARMA INCENDIO ZONA 100 o [ReiTecn
£ view OALARMA INCENDIO ZONA 200
=2 S‘e"d C"““‘TP - 1ALARMA GALAXY ZONAT Instructions:
mart lentFrotles LLAMADA ENTRANTE
2 Management Client Profiles MOVIMIENTO Camara PerimelroEdificiol
Matrix 1TAMPER GALAXY ZONAT
B Roles and Events 26FORO SUPERADO RECINTO 1 Trgger
Rules 2ESTANCIA SUPERADA
© Time Profles A_PARADOX Alsrma zonal T
e A PARADOX Marma Zone 2 [Acoess Cartrl Everd Caegores
fication Profiles . [Atech Area Ever
A_PARADOX Armado PC Area 2
- 3 Aech Expander Event Gr
3 User-defined Events \_PARADOX Desarmade PC Ares 2 Sources ity
\ Analytios Events AJAX CONTACTO MAGNETICO |Artech Output Evert Group
E Generic Events AJAX DETECTOR VOL Activation period (Artech Panel Evert Gou
Viebhooks AJAX LiveQuality CO2
Evert:
< ;ﬁum AJAX LiveQuality Humedad © T profie el Eventa
Reles AJAX LiveQuality Temperatura ardvare Everts
& Basic Users AJAXPULSADOR DOBLE @ Ei ecaring SevrEvrts
s em Everts
© System Dashboard AJXROBO MTT 23 ystem Moritor Everts
& Conen o s Deion rescon s
@ System Honitor sl ping &
ystem Monitor Thresholds AL @ A0 alam only appears on the smart map i ot least one source of the alam is a camera, an input device, or @ microphone.

& Evidence Lock
[ Configuration Reports
T Server Loss

A A TAMPER
ALARMA INTRUSION NEDAP AREAT

(1o (e o (o e o i o G i i Gt i o e i i 0 0 i i i s e i i i i o s G i o o i i s 0 o

flam manager view

® Map

& Wetodata Use ALAFIMA SPC BARRERA
% Metadata Search ANSTESTR2ST
P feces Cartol ARITECH ZONA ACTIVA Relsted map
i Booes: ARITECH ZONA ALARMA
23 ncigens 'ARITECH ZONA ARMADA Operstor action required
B Incident properties ARITECH ZONA NO ACTIVA Time i 1 minte
[, Transact CALLINTERCOM
[ Transaction sources Defiricién de alarma Everts tiggered. [ Select.
Transaction definitions Definicién de alarma 1
& Alams eficin delama2 Qther
Alarm Defintions irieion de slam= Relted cameras Select
‘gﬂwum Setings DETNOV eXpansion Module Signaling [
8 Sorcoon o DETNOV Moitor! Connected Iitil dlarm owner:
une Setings Door closed
& MIP Plug-ins EXTENSION OFFLINE Intial alamm prorty: 1: High
5 5% Aritech Moritor Forensic VWanted License Plate
&3 Pancis GALAXY TAMPER CUALGUIER ZONA Ty
[® tress GALAXY TAMPER TODAS LAS ZONAS e [ et
10 Zores Intercom Puertaforzada
B Ovputs INTRUSION Oficira comercial u
I Kevvods Inirusicy Alam assignable to Adminisrators:
[ Expanders
=) 55 MonitorVideoma Liamada desde intercom
% Cofigurations MOTION ALMACEN 2.12
v MOTION ALMACEN 2236
< > SBItruSION
SBTRIPVIRE
Site Navigation v

Rules in XProtect
You can also configure the actions you wish to be carried out on the panel:

Manage Rule - O X
Name. Pitech

Description

Active: O

Step 3: Actions
Select actions to perform
isarm <Aritech Panel> ~
Set <Aritech Panel>
orce Set <Aritech Panel»
Set <Avitech Area>
orced to Set <Aritech Area>
'art Set <Aritech Area>
'art Set 2 <Aritech Areax
Reintegrate <Aritech Zones
nhibit <Aritech Zone>
solate <Aritech Zonex
Activate Qutput <Aritech Outputs
eactivate <Aritech Output>
Reintegrate <Aritech Keypad:>
solate <Aritech Keypad>
Reintegrate <Aritech Expander>
Isolate <Aritech Expanders

Edit the rule description (click an underlined item)

Perform an action on AlamStart (Artech Zone Event Goup) A
from Zona
Unset Panel <Aritech Panel>
and Set Panel <Aritech Panel>
and Force Set Panel <Aritech Panel>
and Unset Area <Aritech Area>
and Set Area Area 2
and Forced to Set Area <Aitech Area>
and Part Set Area <Aritech Area>
and Part Set 2 Area ech Area>
and Reintegrate Zone <Aritech Zone>
and Inhibit Zone <Aritech Zone>
and lsolate Zone <Aritech Zone>
and Activate Output <Aritech Output>
and Deactivate Output <Aritech Output>
and Reintegrate Keypad <Aritech Keypad>
and Isolate Keypad <Aritech Keypad>
and Reintegrate Expander <Aritech Expander>
and Isolate Expander <Aritech Expander>

Help Cancel < Back Next > Finish

12
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And/or link panel events to specific rules:

Select an Event *

=- ﬁ!‘ Events
Hardware
Devices
External Events
Recording Servers
-- System Maonitor
% Other
=+868% Aritech Monitor
Aritech Area BEvent Group
Aritech BExpander Event Group
Aritech Keypad Event Group
Aritech Output Event Group
Aritech Panel Event Goup
Aritech Zone Event Goup
ActiveEnd (Antech Zone Event Goup)
ActiveStart (Aritech Zone Event Goup)
AlarmEnd [&ritech Zone Event Goup)
AlarmStart (Aritech Zone BEvent Goup)
Armed (Aritech Zone Event Goup)
ConnectionLost (Antech Zone Bvent Goup)
ConnectionRecovered (Antech Zone Bvent Goup)
Disarmed (Antech Zone Event Goup)
Inhibited (Anitech Zone Event Goup)
InhibitedEnd [Aritech Zone Event Goup)
Izolated [Aritech Zone Event Goup)
IsolatedEnd [Aritech Zone Event Goup)
Fartial &rmed (Aritech Zone Bvent Goup)
Tamper (Aritech Zone Bvent Goup)
TamperEnd [Aritech Zone BEvent Goup)
Trouble (Antech Zone Bvent Goup)
TroubleEnd (Antech £Zone Event Goup)
----- Unknown (Anitech Zone Event Goup)
[+-565 Monitor'Videoma

User roles

In some facilities, you may want some users to have the permissions to carry out more
actions on the devices within this software integration than others, and you may wish to
make this dependent on their roles. It is now possible to implement this thanks to the
integration solution developed by SGSE.

13




@ m ARITECH MONITOR - Installation Manual

Soluciones Globales de Seguridad Electronica

€ Milestone XProtect Management Client 2023 R1
File View Action Maintenance Tools Help

H9 oen

Site Nawvigation ~ B X JRoles ~ 1 J|Role Settings

' Input ~ Name MIP corfigurations
Ldmini have co

A
Ad

E—}@ Client ﬂ Oiperador (Cperador sin privilegios de a g &g-gegn::nrtor

B Smart \Wall % s Aritech
g iew Groups ﬂ Test1 @ Areas
£ Smart Client Prefiles =l Zones
ﬁ Management Client Profiles ﬂ Test2 nn
- Matrix 1 Zorz 3
E-[E Rules and Events ) Zona 4
Bules n 2”32
@) Time Profiles E g
[ Notification Profiles n Zora &
* User-defined Events n Zone 1
‘P; Analytics Events E]--' CQutputs
Generic Events (-] Keypads
& webhooks []--E Expanders

EHeffl Security --86% [ashboard
E@ﬂ Rol [+-86% MonitorVideoma
es

9 Basic Users

System Dashboard

D Current Tasks

@ System Monitor

.13 System Monitor Thresholds

Q Evidence Lock

D Configuration Reports
1 Server Logs

¥ Metadata Use

%, Metadata Search

[Eﬁ Access Control

&7 Incidents

@ Incident properties

E}- Transact

Transaction sources

Transaction definitions

E—}-d Alarms

\3 Alarm Definitions

-ﬂ' Alarm Data Settings

ﬂ Sound Settings

=g MIP Plug-ins

=

Security settings for: Zona 2

Read
Nrite:

[=-58% MonitorVideoma
- g§ Configurations

Site Navigation  Federated Site Hierarchy hﬂ External IDP 8 Overall Security @ Device E@ PTZ @ Speech jﬂ Remaote Ri

14
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6. Operation

XProtect Smart Client

The plug-in automatically pulls all the information on the areas and zones associated with
the panels that have been registered so they can be managed in the Management Client
through the integration solution.

All items will be available to be dragged onto the plan. They will have the same name that
was assigned to them by the Aritech configuration application.

The operator can send commands to:

a) The panel itself

b) The areas

c) The zones

d) The outputs

e) The keypads

f) The expansion modules

Right-click on a plan icon and the system will display the commands available for the
selected item.

a) Panel
The following commands are available for the Panel:
e Set

e Forced to set
e Unset

i

Acknowledge alarms
Disable all new alarms
Ignore status
] Set
| Forced to Set
B Unset

Center map here

Q Zoom in

G Zoom out

Zoom to standard size

i Home

15




" SGSE

Soluciones Globales de Seguridad Electronica

ARITECH MONITOR - Installation Manual

b) Area

The following commands are available for each area:

e Set

e Forcedto set
e Partially Set 1
e Partially Set 2
e Unset

Show alarms
Acknowledge alarms
Disakble all new alarms

Ignore status

Set

Forced to Set
Part Set

Part Set 2

Unset

Center map here

Foom in
Zoom out

Zoom to standard size

i Home

Status details
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c) Zone

The following commands are available for each zone:

e Inhibit
e Isolate
e Reset

@& Plano-de-departamento-moderno-de-95-m2

Show alarms
Acknowledge alarms
Disable all new alarms

lgnore status

Inhibit
Isolate

| Reintegrate
Center map here
Zoom in
Zoom out

Zoom to standard size Alarma Robo-A1

r

# Home
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d) Output
The following commands are available for each output:

e Activate
e Deactivate

& Plano-de-depa

Show alarms
Acknowledge alarms
Disakble all new alarms

lgnore status

Activate
Deactivate
Center map here
Zoom in

Zoom out

Zoom to standard size

+ Home

Status details
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e) Keypad
The following commands are available for each keypad:

e Isolate
e Reset

Show alarms

Acknowledge alarms
Disable all new alarms

Ignore status

Isolate
Reintegrate
Center map here

Zoom in

Zoom out

om to standard size

Status details
There is a new feature ('status details') available. If you hover over an element, such as a
panel, zone, area or expansion module, and right-click on it, a pop-up menu will appear from
which the 'status details' function can be selected.
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Show alarms
Acknowledge alarms
Disakle all new alarms
Ignore status

Set

Forced to Set

Part Set

Part Set 2

Unset

Center map here
Zoom in

Zoom out

Zoom to standard size

#& Home

Status details

If you click on 'status details', a window will appear that contains specific information on the
latest events that have occurred in the selected item.

Name Value Unit
30/01/2024 11:08:43 : Area 1 Areas partial armed
30/01/2024 11 PartialArmed
30/01/2024 11: 8 Areas Part Set succe:
29/01/2024 8: : Are Disarmed
29/01/2024 8:17:39 : Area 1 Areas partial armed |
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Status of the elements

Item Status Icon

Normal

Set

Partially set
Panel

]

Alarmed

i

=
d

Waiting to be set

Unknown

L

Normal

-

Set

-

Forced to set

Partially set

-

Group Alarmed

-

Sabotaged

Malfunction

Waiting to be set

Unknown

Normal

Active

Set

Alarmed

Device Inhibited

Isolated

Sabotaged

Malfunction

Unknown

Sl-QRERSER
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Deactivated
Output Activated
Unknown
Normal ﬂ
Isolated
Alarmed
Keypad
Sabotaged
Malfunction B
Unknown ﬂ
Normal (=)
A En
[ Exr |
Alarmed m
Isolated =
. L] a0
Expansion module
[ m=r |
Sabotaged T
Malfunction
Unknown %
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7. Troubleshooting

The plug-in specific log files are located in the
"C:\ProgramData\SGSE\AritechMonitor\Logs" file.

e The status of one of the panels and that of its areas and zones is unknown.
Check that the XProtect server is connected to the panel.

e The command language for the elements in the Smart Client plans needs to be
changed.
Open "C:\Program Files\Milestone\MIPPlugins\AritechMonitor\
AritechMonitor.dll.config" file in edit mode and change the language value to the one

required.

xml version="1.8" encoding="utf-8"
<configuration>
<appSettings>

<add key="BackgroundLanguage
</appSettings>
</configuration>

The languages that are currently available are Spanish (es-ES), English (en-EN), French
(fr-FR), Italian (it-1T) and Dutch (nl-NL).
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. SGSE

Soluciones Globales de Seguridad Electronica

Despliega tus integraciones de intrusién de la mano de SGSE

Soluciones Globales de Seguridad Electrénica
www.sgse.eu / info@sgse.eu
+34 91 056 43 96
C/ Anabel Segura, 7 Esc A 1°B
Alcobendas (Madrid)
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